
ANALISADOR PORTÁTIL DE PENDRIVES COM RASPBERRY PI 4 B: UMA SOLUÇÃO
EFICIENTE PARA DETECÇÃO DE AMEAÇAS EM MEMÓRIAS PORTÁTEIS 
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1.  INTRODUÇÃO



2. DESENVOLVIMENTO

2.1 ARQUITETURA E CONFIGURAÇÃO

DO ANALISADOR DE PENDRIVES

COM Raspberry pi 4 B

Processador:

Memória:

Armazenamento:

Conectividade:

Vídeo e Gráficos:

Sistema Operacional:



2.2 

INTEGRAÇÃO COM A API DO 

VIRUSTOTAL 

Registro e Configuração da API: 

Criação de Scripts para Chamadas à API: 



Limitações da API e Soluções Alternativas: 

2.3 PROCESSAMENTO E ANÁLISE DE 

ARQUIVOS 

2.4 IMPLEMENTAÇÃO E TESTES 

PRÁTICOS 

GPIO



LED amarelo

LED vermelho

LED verde

Atualize o sistema:

2. Obtenção da API Key do VirusTotal

3. Instalar Bibliotecas Necessárias

4. Criar Script em Python para Chamadas à

API



6. Considerações sobre Limites da API

7. Execução Automática no Raspberry

Pi

LED amarelo

LED vermelho

LED verde

Configurando os LEDs com GPIO: 

Instalar a biblioteca RPi.GPIO:

5. Verificar o Status da Análise



Verificação de Arquivos

Controle dos LEDs

LED amarelo

LED

vermelho

LED

verde

Loop de Monitoramento

Executar o Script



2.5 VANTAGENS E DESAFIOS DA 

SOLUÇÃO 

CONCLUSÃO 
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