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O COMUNICANTE

Revista Cientifica da Escola de Comunicacoes

A Revista Cientifica, O Comunicante, publicada pela Escola de Comunicacgoes,
busca incentivar pesquisas cientificas nas areas afetas a Defesa e que contribuam
para o desenvolvimento da Arma de Comunicagoes.

OBJETIVOS

Promover o viés cientifico em areas do conhecimento que sejam de interesse da
Arma de Comunicagdes e, consequentemente, do Exército Brasileiro.

Manter um canal de relacionamento entre o meio académico militar e civil.

Trazer a reflexdo temas que sejam de interesse da Forga Terrestre e que contri-
buam para a Defesa.

Publicar artigos inéditos e de qualidade.

Aprofundar pesquisas e informagdes sobre assuntos da atualidade em proveito
da Defesa e difundir aos Corpos de Tropa.

PUBLICO-ALVO

Arevista esta voltada a um amplo espectro de pesquisadores, professores, estu-
dantes, militares, bem como profissionais que atuem nas areas de Defesa, Cibernética,
Ciéncia & Tecnologia, Direito Militar, Doutrina, Educacgao, Histéria Militar, Informatica,
Instruc&do Militar, Gestao, Meio Ambiente, Operagdes Militares Conjuntas e Singulares.

PUBLICAGAO DE ARTIGOS

Os artigos apresentados para submissao devem ser livres de embaragos. Caso
o autor tenha submetido o Artigo a outra revista, ele devera consulta-la e cientificar-se
de néo estar ferindo direitos de publicagdo conferidos a revista anterior.

PROCESSO DE AVALIAGAO

Os artigos submetidos sao avaliados pela Comissao Editorial, no que se refere
ao seu mérito cientifico e adequacgao as regras de apresentagao de trabalhos cientifi-
COS.

Em seguida, os textos sdo encaminhados aos pareceristas que terdo o prazo de
30 dias para fazerem a avaliagado. Os pareceristas ndo sao remunerados e, caso acei-
tem, terdo seus nomes incluidos no Comité de Avaliadores, publicados a cada volume
da revista. A partir das avaliacbes dos pareceristas, o Comité Editorial pode decidir
editar ou n&o os artigos submetidos, além de sugerir mudancas eventuais de modo a
adequar os textos.

Todos os textos submetidos devem vir acompanhados de carta de autorizacéo
para publicagdo que garantira seu ineditismo ou, ainda, que apesar de estar concor-
rendo a publicagdo em outras revistas, néo esta ferindo direitos de publicagcdo com
terceiros para ser veiculado nesta revista.

Outrossim, nenhum dos organismos editoriais, organiza¢des de ensino e pes-
quisa ou pessoas fisicas envolvidas nos conselhos, comités ou processo de editoragao
e gestdo da revista se responsabilizam pelo conteudo dos artigos seja sob forma de
ideias, opinides ou conceitos, devendo ser de inteira responsabilidade dos autores dos
respectivos textos.

PERIODICIDADE

A revista tera a periodicidade quadrimestral (fevereiro, junho e outubro) e se
reserva ao direito de realizar edigbes especiais, além das previstas.
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A presente edicado da Revista “ O Comunicante” contém uma ampla varie-
dade de artigos, contemplando diversas areas de interesse das comunicagdes
militares como gestao, informatica, telecomunicacdes, cibernética e capacitagao
de recursos humanos.

Nesta publicacdo, é dada a devida importancia a atividade logistica de
suprimento e manutencao do material de Comunicagdes Taticas do Exército Bra-
sileiro, peca fundamental para a conservacao da capacidade operativa da Forca
e que vem adquirindo importancia pelo seu alto grau de complexidade.

As tecnologias e protocolos de comunicagao séo abordadas em textos de
facil leitura, contribuindo para a atualizacdo dos conhecimentos técnicos dos lei-
tores que lidam com o desafio de prover o suporte de comunicagdes ao exercicio
do comando e controle.

O pensar no futuro, no entanto, ndo impede a manutencéo das tradicdes
e da Histdria institucional. Neste sentido, a presente edigdo resgata a memoria
do tradicional Concurso de radioamadorismo Verde Amarelo, destacando a im-
portancia da atividade até os dias de hoje.

Adiversidade de temas e assuntos reflete o estagio de evolugao da Forga
Terrestre em direcao ao futuro. Neste processo de transformagao, buscam-se a
geracao de capacidades que possibilitarao ao Exército Brasileiro atingir o estagio
condizente a uma For¢ca militar da era do conhecimento.

Uma boa leitura a todos!!

RODOLFO ROQUE SALGUERO DE LA VEGAFILHO - Cel
Comandante da Escola de Comunicagdes




Fureceristas Extemos Convidhdbs







O PAPEL DO CENTRO LOGISTICO DE COMUNICAGOES E
GUERRA ELETRONICA NO PROCESSO DE MANQTEN(}AO
CORRETIVA DO MATERIAL CLASSE VII NO EXERCITO
BRASILEIRO

RobRiGo ADAO DA SiLvA
Pos-graduado em Guerra Eletrénica e em Sistemas de Comunicagées e Defesa

RESUMO. O CenTro LogisTico bE COMUNICACOES E GUERRA ELETRONICA E O SETOR PERTENCENTE AO
ComANDO DE COMUNICACOES E GUERRA ELETRONICA DO EXERCITO RESPONSAVEL PELO ASSESSORAMENTO
JUNTO A0 DEPARTAMENTO DE CIENCIA E TECNOLOGIA QUANTO A AQUISICAO, DISTRIBUICAO E MANUTENGAO DOS
MATERIAIS DE COMUNICACOES, GUERRA ELETRONICA, ELETRONICA E TECNOLOGIA DA INFORMACAO. DIANTE DA
CELERIDADE DOS COMBATES MODERNOS, CRESCE A IMPORTANCIA DOS PROCESSOS DE MANUTENCAO DE PRO-
DE Cuasse VIl ocorripos No C Loc Com GE, 0 QUAL COMO ORGAO GESTOR, DEVE CAMINHAR NA DIRECAO
CORRETA, RETIFICANDO AS ASSIMETRIAS QUE PORVENTURA EXISTAM E OTIMIZANDO ACOES, COM A FINALIDADE DE
PROVER UMA MANUTENGAO EFICAZ AOS SEUS CLIENTES - MILITARES DAS DIVERSAS ORGANIZACOES MILITARES DOS
CORPOS DE TROPA DO EXERcITO BRASILEIRO.

PaLavrAs-cHAVE: CENTRO LoaisTico bE CoMUNICACOES E GUERRA ELETRONICA. MANUTENCAO. PRODUTO DE
DeresA E CLasse VII.

INTRODUGAO

No cenario difuso e nao linear dos con-
flitos modernos, novas capacidades sao exigi-
das para a Logistica Militar desde o tempo de
paz, a saber: dissuasdo em nivel extrarregio-
nal, prontiddo logistica, complementaridade,
gestao integrada e énfase na dimens&o huma-
na.

Os dias atuais caracterizam-se pela
rapida evolucdo do espaco de batalha e estao
permeados pela necessidade premente de alto
grau de interoperabilidade de sistemas, eleva-
das taxas de transmissdo de dados e agil re-
paro ou reposi¢cao de itens que se encontram
defeituosos.

O manual doutrinario MD 30-M-01,
afirma que:

O preparo do pais para a guerra
exige transformacgdes estruturais e
envolve todos os setores da nacao.
O planejamento, em todos os niveis,
para atender a essa situacdo deve
ser previamente elaborado, a fim de
que a passagem da situacéo de paz
para a situacao de guerra transcorra
da forma mais rapida e harmoénica
possivel (BRASIL, 2011, p. 17).

Nesse mister, a manutencdo do Mate-
rial de Emprego Militar (MEM), doravante de-
nominado de Produto de Defesa (PRODE) é
um fator extremamente relevante na obtencao
de vantagem competitiva sobre a forga opo-
nente.

Diante desse cenario e objetivando-se
a reestruturacdo da manutencao dos materiais
militares pertencentes a classe VII, foi criado e
ativado o Centro Logistico de Comunicagdes e
Guerra Eletrénica (C Log Com GE), em 19 de
janeiro de 2017.

Tal fato foi realizado calcado na deter-
minacgao prevista no Planejamento Estratégico
do Exército (PEEX) 2016-2019, publicado no
Boletim Especial do Exército no 28/14, de 22
de dezembro de 2014, relatado abaixo:

Objetivo Estratégico do Exército N°
8 (OEE 8): Implantar um novo e efe-
tivo Sistema Logistico Militar Terres-
tre.

Estratégia 8.1: Implantagdo da nova
estrutura logistica do Exército. Agéo
Estratégica 8.1.1: Adotar uma estru-
tura logica capaz de prestar o apoio
logistico na medida certa e no tempo
oportuno (Prontidao Logistica).




Ano de 2016, Atividades Impostas -
item 8.1.1.14: Prosseguir na implan-
tagdo do Centro Logistico de Comu-
nicacdes e Guerra Eletrénica (C Log
Com GE) em Brasilia-DF (BRASIL,
2014b, p. 20, grifo nosso).

Assim, de acordo com o Boletim Inter-
no n° 60, de 28 de marco de 2017, do Coman-
do de Comunicagdes e Guerra Eletronica do
Exército (Cmdo Com GE Ex), o C Log Com GE
tem por missao:

Planejar, supervisionar e coordenar
as atividades logisticas (aquisigao,
armazenagem, distribuigdo e ma-
nutengéo) inerentes a Divisdo Lo-
gistica e a Divisdo de Engenharia e
Manutencao, referentes a gestao do
material classe VIl do Exército Bra-
sileiro (BRASIL, 2017a, grifo nosso).

1 DESENVOLVIMENTO

1.1 GENERALIDADES

Inicialmente, reveste-se de grande im-
portancia apresentar a definicdo de manuten-
¢ao. Balizando-se pelas literaturas militares,
BRASIL (2014, p. 3-6) afirma que o Grupo Fun-
cional Manutencéo “refere-se ao conjunto de
atividades que sao executadas visando manter
o material em condicdo de utilizagao durante
todo o seu ciclo de vida e, quando houver ava-
rias, restabelecer essa condi¢ao”.

Numa perspectiva mais industrial, os
experientes engenheiros mecanicos Alan Kar-
dec e Julio Nascif afirmam que:

Hoje, a missdo da manutencao é
garantir a disponibilidade da funcao
dos equipamentos e instalacbes de
modo a atender a um processo de
producao ou servigo, com confiabi-
lidade, seguranga, preservagao do
meio ambiente e custo adequados
(KARDEC e NASCIF, 2003, p. 22).

Complementando o exposto, o manual
doutrinario EB20-MC-10.204 - Logistica indica
que:

A manutencido garante as forgas
apoiadas a disponibilidade dos equi-
pamentos, por meio da reparacgao;
da gestao, estocagem e distribuicao

de pecas de reparacao; da evacua-
¢ao de artigos avariados ou inservi-
veis dos elementos apoiados (mate-
rial salvado) ou do inimigo (material
capturado) para recuperagcdo ou
descarte; e das aquisicdes de itens
e/ou servigos destinados as tarefas
de manutencdo (BRASIL, 2014, p.
3-6, grifo nosso).

Nesse contexto, as atividades do Gru-
po Funcional Manutencdo sao identificadas
nas seguintes categorias: planejamento da
manutencdo, manutencao preventiva, manu-
tencao corretiva, manutencido modificadora e
evacuacgao de material (BRASIL, 2014, p. 3-7).

Na visdo de Kardec e Nascif (2003, p.
26) existem 6 tipos basicos de manutengao, a
saber: corretiva ndo planejada, corretiva pla-
nejada, preventiva, preditiva, detectiva e enge-
nharia de manutencgao.

O presente artigo concentrou as ana-
lises no aspecto corretivo da manutencgao.
Nesse enfoque, BRASIL (2014, p. 3-8) atesta
que “a manutencao corretiva destina-se a re-
paragao ou recuperagao do material danificado
para repd-lo em condicbes de uso. Pode ser
classificada como planejada e ndo planejada’.

Com vistas a elucidar o tema proposto,
faz-se necessario abordar as normas e diretri-
zes que amparam a manutenc¢ao dos PRODE
CI VIl no ambito da Forga Terrestre.

As Normas Administrativas Relativas
ao Material de Comunicagdes Estratégicas,
Eletrénica, Guerra Eletronica e Informatica
(NARMCEI), as quais substituiram as Normas
Administrativas Relativas ao Material de Tele-
comunicagdes (NARMTEL) e as Normas Admi-
nistrativas Relativas ao Material de Informatica
(NARMINFOR-I), constituiram-se como o prin-
cipal documento balizador na conducdo dos
processos afetos a reparagao de produtos de
comunicacgodes, guerra eletrdonica e de tecnolo-
gia da informagao.

Contudo, diante da proépria dinamica
de evolucdo dos circuitos eletronicos, respal-
dados pelo surgimento dos componentes para
montagem em superficie (Surface Mounting




Device - SMD), pelo avango da nanotecnologia
e concepgao dos circuitos processados digi-
talmente (em detrimento do desaparecimento
gradual das valvulas e placas analodgicas), o
grupo funcional manutengao teve que se ade-
quar as transformagdes em curso.

Um outro fator que contribuiu para a
promocgao de intensas mudancas foi a criagcao
do Centro de Comunicacgodes e Guerra Eletroni-
ca do Exército (CCOMGEX), no ano de 2009,
doravante denominado de Comando de Comu-
nicacoes e Guerra Eletrbnica do Exército.

E valido ressaltar que toda a incumbén-
cia sobre o controle e a gestao dos processos
administrativos, incluindo os de manutencéo,
atinentes aos materiais classe VI, foi repassa-
da ao CCOMGEX, que surgiu da fusédo entre a
antiga Diretoria de Material de Comunicacoes,
Eletronica e Informatica (DMCEI) - que era a
organizagdo responsavel pelo gerenciamen-
to de todo material classe VII catalogado, e o
Centro Integrado de Guerra Eletronica (CIGE).

De acordo com dados obtidos do
C Log Com GE, antes do estabelecimento
do CCOMGEX, o cenario de gestdo dos
produtos Cl VIl era permeado pelas seguintes
caracteristicas:

a. 90% de obsolescéncia;

b. auséncia de padronizagao de forne-
cedores;

c. realizagao de compras de suprimen-
tos nas oportunidades dos recursos
(auséncia de um planejamento pré-
vio);

d. elevado indice de indisponibilidade
do material de comunicacgoes;

e. formacao deficitaria dos mecanicos,
que sao os militares da Qualificagao
Militar dos Subtenentes e Sargentos
(QMS) Manutengédo de Comunica-
coes;

f. grande quantitativo de vendedores
de equipamentos e nao de solu-
coes;

g. celebracdo de contratos sem clau-
sulas de garantia eficientes; e

h. deficiéncia no gerenciamento da
manutencao.

Assim, objetivando-se minimizar esses
desafios iniciou-se, dentro da CCOMGEX, um
processo de reestruturacdo logistica, por inter-
meédio das seguintes agdes:

a. estabelecimento do Suporte
Logistico Integrado (SLI), também
conhecido como Apoio Logistico
Integrado (ALI) ou Apoio Integrado
ao Produto (Integrated Product
Support — IPS, sigla adotada pelo
Defense Acquisition  University).
Resumidamente, o processo de ALI
integra os requisitos de desempenho
de um sistema com a otimizacao
dos seus custos de apoio logistico
ao longo do ciclo de vida projetado
(GALLOWAY, 1996, p. 25);

b. acordos contemplando solugdes
para: distribuicdo de documentagéao
técnica clara, objetiva e redigida no
idioma portugués, treinamento de
operagao, treinamento de manu-
tencdo dos PRODE a serem adqui-
ridos, obtencao de instrumental de
medicao de parametros/reparo, e de
suprimentos num quantitativo capaz
de viabilizar a denominada ‘troca di-
reta’ para os casos que demandem
maior celeridade de manutencao;

c. planejamento de transporte de ma-
terial: com a abertura de processos
licitatorios para a contratagdo de
empresas de translado, utilizagado
dos servigos aéreos prestados pela
Forca Aérea Brasileira e participa-
¢ao nos comboios organizados pelo
Estabelecimento Central de Trans-
portes (ECT) e demais organiza-
¢oes ilitares do Exército Brasileiro; e

d. convergéncia de fornecedores, vi-
sando padronizar o PRODE CI VII



a ser empregado nos niveis tatico
e operacional. Esse movimento vi-
sou dirimir os problemas existentes,
oriundos da elevada gama de meios
de comunicagdes empregados
nas operacdes militares, como por
exemplo: transceptores e solugdes
de RF da Motorola (empresa ame-
ricana), Rohde & Schwarz (alema),
Thales (francesa), Tadiran (israelen-
se) e Vertex Standard (joint venture
originalmente japonesa, outrora co-
nhecida pela denominagao Yaesu).

Destarte, o comando do CCOMGEX
estabeleceu parcerias com as empresas Indra,
Harris Corporation e Motorola Solutions, para
o fornecimento de Produtos Estratégicos de
Defesa (PED), nas seguintes areas: comuni-
cacoOes satelitais, radiocomunicacdes taticas e
sistemas de radio troncalizados.

Essa decisédo, em principio, trouxe di-
versos beneficios, como por exemplo, a mon-
tagem de modernas oficinas de manutengao
no complexo do CCOMGEX.

Todavia, a atualizacdo dos processos
administrativos logisticos de manutengao nao
ocorreu em consonancia com a aquisicdo de
todos os meios necessarios para a realizagao
da atividade de manutenc¢ao no ambito das or-
ganizagdes militares que possuiam tal incum-
béncia.

Com o surgimento do CCOMGEX, fora
criada a Divisdo de Engenharia e Manutengao
(foi fundida com a Divisdo Logistica, formando
o atual C Log Com GE), que era o 6rgao res-
ponsavel pelo gerenciamento da manutengao
dos materiais de comunicagdes e guerra ele-
tronica do EB. Assim, a manutengdo das prin-
cipais solugdes ficou centralizada na guarnicao
de Brasilia. Neste ponto, destaca-se que em
virtude do alto custo da montagem das oficinas
de reparo e da nova concepgao organizacio-
nal para a Arma do Comando, os instrumen-
tais necessarios para a realizagao de proficua
manutencdo dos novos equipamentos adqui-
ridos, assim como as bancadas de teste (po-

pularmente conhecidas pela alcunha “gigas de
testes”) ndo foram distribuidos para as demais
OM logisticas de manutencao dos corpos de
tropa.

Isso trouxe reflexos contundentes na
doutrina e no escalonamento da manutencéo,
pois os B Log, P R Mnt e Ars G ndo se encon-
travam com os meios adequados para a reali-
zacgao da manutencao dos novos MEM ClI VII.

Diante do cenario apresentado, o
CCOMGEX precisou regular novos procedi-
mentos de manutencao, o que foi feito por in-
termédio da publicacdo das Normas Proviso-
rias de Comunicacgdes e Guerra Eletronica, as
quais, de fato, atualizaram todos os processos
de planejamento, controle e administragdo do
suprimento CI VII.

Tais normas receberam a titulagdo de
provisorias até o ano de 2017, por ocasiao da
edicdo das Normas Administrativas Relativas
ao Material de Comunicagdes e Guerra Eletrd-
nica (NARM Com GE).

De acordo com o Aditamento n° 3 ao
Boletim Interno n° 29 do CCOMGEX, de 9 FEV
17, as NARM Com GE tém a finalidade de:

substituir a NARMCEI (Normas Ad-
ministrativas Relativas ao Material
de Comunicagdes Estratégicas, Ele-
trénica, Guerra Eletrénica e Informa-
tica do Exército Brasileiro), atualizar
procedimentos administrativos refe-
rentes aos materiais da Classe VII,
em especial ao MEM — Material de
Emprego Militar — previstos na NAR-
SUP (Normas Administrativas Re-
lativas ao Suprimento) e NARMNT
(Normas Administrativas Relativas
a Manutengao), padronizar, simplifi-
car, regular e divulgar os processos
relativos aos materiais dessa classe
de suprimento no Exército Brasileiro
(BRASIL, 2017b, p. 5).

Ademais, as NARM Com GE indicam a
correta diferenciacdo entre as distintas classi-
ficacbes do material, a saber: controlado, com
controle mitigado, ndo controlado, em obsoles-
céncia e obsoleto. E também definem concei-
tualmente os termos Troca Direta e Distribui-
¢ao Concentrada.




Finalizando, deve-se destacar que o
capitulo VIII da norma supracitada & aquele
que se destina a explicar como ocorrem os di-
versos processos de manutencao dos PRODE
Cl VII, por meio de fluxogramas bastante elu-
cidativos, que estao elencados de acordo com
a natureza do material e o seu estado de utili-
zacao.

1.2 PRINCIPAIS SISTEMAS MANUTENIDOS
NO C LOG COM GE

Atualmente, o C Log Com GE tem ca-
pacidade para realizar a manutencéo dos se-
guintes materiais:

a. sistemas Motorola (Sistema de Ra-
dio Digital Troncalizado — SRDT,
equipamentos VHF e UHF, motobri-
dge, repetidores, dentre outros);

b. radios taticos da Harris (HF, VHF,
UHF e enlaces de microondas);

c. intercomunicador SOTAS;
d. radio M3TR;

e. sistemas de Guerra Eletronica (GE);
e

f. terminais do Sistema de Comunica-
¢oes Militares por Satélites (SISCO-
MIS).

E valido ressaltar que no site do Cmdo
Com GE Ex estao disponiveis os contatos te-
lefénicos das oficinas de manutengao de cada
PRODE supracitado, de modo que as OM pos-
sam realizar a retirada de duvidas, o que pro-
porciona maior agilidade a cadeia de manuten-
cao.

Para as unidades detentoras de ter-
minais terrestres do SISCOMIS, é importante
destacar que o C Log Com GE ¢é o unico centro
que possui capacidade de realizar a manuten-
¢ao desses itens, sendo responsavel pelo re-
paro dos terminais pertencentes as trés Forgas
Armadas (Exército Brasileiro, Marinha do Bra-
sil e Forgca Aérea Brasileira).

1.3 OPORTUNIDADES DE MELHORIA NOS
CORPOS DE TROPA, COM VISTAS
A CONTRIBUIR NO PROCESSO
LOGISTICO DE MANUTENGAO DO
PRODE CL VI

Diante do exposto, até o presente mo-
mento, algumas oportunidades de melhoria
tem sido identificadas quanto ao aperfeigcoa-
mento do processo de manutencdo dos mate-
riais classe VII, a saber:

a. maior adestramento dos operadores
dos equipamentos: o desconheci-
mento dos usuarios dos materiais
quanto a operacéao e a falta de cui-
dado no manuseio tem provocado
constantes danos aos PRODE CI
VII;

b. conhecimento da legislagao: os pro-
cedimentos a serem seguidos para
a manutencao dos materiais CI VII
estédo descritos nas NARM Com GE
(conforme ja exposto em momento
anterior). As OM devem orientar o
responsavel pelo material a cumpri-
rem o previsto nas normas, a fim de
evitar possiveis retardos no proces-
so de manutencao;

C. aquisicao de equipamentos néo pa-
dronizados pelo Cmdo Com GE Ex:
tal pratica deve ser evitada, pois
para tais itens ndo havera apoio de
manutencdo no ambito da F Ter.
Tal problema geralmente acontece
através da compra feita pelas OM,
de produtos Motorola que nao foram
fornecidos pela cadeia de suprimen-
to;

d. correta apuracdo de responsabili-
dades sobre danos ao material: as
OM devem apurar corretamente, via
abertura de processos administra-
tivos (como sindicancia, por exem-
plo) as responsabilidades quando
houver indicios de ma utilizacao de
um equipamento;

e. comunicagdo imediata dos proble-



mas de indisponibilidade: tal situ-
acao deve ser comunicada com o
maximo de celeridade (assim que
for identificado) ao C Log Com GE,
de modo que o Cmdo Com GE Ex
possa atualizar a situacdo da OM
considerada e realize redistribui-
¢coes de material (caso haja neces-
sidade), com vistas a manutencao
do nivel operativo; e

f. restituicdo da guia de remessa: apds
um PRODE retornar para a OM de
origem, depois de ser reparado, o
responsavel pelo recebimento de-
vera assinar a respectiva guia de
remessa — indicando a existéncia
ou nao de alteracbes, e envia-la
escaneada, o mais breve possivel,
para a Secgao de Triagem do C Log
Com GE, através do endereco di-
vengmnttriagem@ccomgex.eb.mil.
br. O objetivo € que o processo de
quitacdo da referida guia ndo seja
prejudicado.

CONCLUSAO

A logistica de manutencado corretiva
dos principais PRODE CI VIl empregados na
Forga Terrestre, e em particular, dos Produtos
Estratégicos de Defesa (PED) esta concentra-
da nas oficinais de manutenc&o do C Log Com
GE.

Assim, existem custos logisticos (dire-
tos e indiretos) na questao do envio dos mate-
riais que necessitam de manutengio corretiva
para a cidade de Brasilia. E no processo rever-
so, de envio dos materiais manutenidos para
as suas respectivas OM (destino final).

Diante deste cenario, as OM de ma-
nutencéo, a saber: Batalh&o Logistico (B Log),
Parque Regional de Manutencdo (Pg R Mnt)
e Arsenal de Guerra (Ars G) possuem uma
reduzida capacidade de realizagdo de manu-
tencado corretiva nos PRODE CI VII; em ou-
tras palavras, tais unidades estao limitadas a
consecug¢ao de medidas corretivas pontuais e

emergenciais.

Logo, € de grande relevancia que a
gestao de manutencio corretiva dos itens su-
pracitados ocorra de forma proficua de modo
a se alcancgar os resultados desejaveis (baixa
indisponibilidade, por exemplo), diante das di-
versas demandas existentes no ambito da For-
ca Terrestre e do cenario de flutuacdo econd-
mica vigente que permeia o cotidiano do Brasil
— que é um limitador no processo de novas
aquisigoes.

Nesse contexto, as oportunidades de
melhoria elencadas neste artigo devem ser im-
plementadas, com vistas a viabilizar um maior
ciclo de vida dos PED, os quais consequente-
mente apresentardo o minimo de falhas admis-
siveis.

EL PAPEL DEL CENTRO LOGISTICO DE
COMUNICACIONES Y GUERRA ELECTRO-
NICA EN EL PROCESO DE MANTENIMIEN-
TO CORRECTIVO DEL MATERIAL CLASE

VII EN EL EJERCITO BRASILENO

RESUMEN. EL CenTrRo LogisTico bE COMUNI-
CACIONES Y GUERRA ELECTRONICA ES EL SECTOR
PERTENECIENTE AL MANDO DE COMUNICACIONES Y
GUERRA ELECTRONICA DEL EJERCITO RESPONSABLE
POR EL ASESORAMIENTO JUNTO AL DEPARTAMENTO
DE CIENCIA Y TECNOLOGIA PARA LA ADQUISICION, DIS-
TRIBUCION Y MANTENIMIENTO DE LOS MATERIALES DE
COMUNICACIONES, GUERRA ELECTRONICA, ELECTRONI-
CA Y TECNOLOGIA DE LA INFORMACION. EN LA RAPIDEZ
DE LOS COMBATES MODERNOS, CRECE LA IMPORTANCIA
DE LOS PROCESOS DE MANTENIMIENTO DE PRODE
Crase VIl ocurripos EN EL C Lo Com GE, Lo
CUAL COMO ORGANO GESTOR, DEBE CAMINAR EN LA
DIRECCION CORRECTA, RECTIFICANDO LAS ASIMETRIAS
QUE PUEDAN EXISTIR Y OPTIMI- ZANDO ACCIONES, CON
LA FINALIDAD DE PROVEER UN MANTENIMIENTO EFICAZ
A SUS CLIENTES - MILITARES DE LAS DIVERSAS OR-
GANIZACIONES MILITARES DE LOS CUERPOS DE TROPA
DEL EJERcITO BRASILENO.

PaLaBras-cLAVE: CENTRO LogisTico bE ComuNI-
CACIONES Y GUERRA ELECTRONICA, MANTENIMIENTO,
ProbucTto peL Derensa Y CLase VII.

REFERENCIAS

BRASIL. Casa Civil. Decreto n° 98.820, de 12 de janei-
ro de 1990. Aprova o Regulamento de Administragdo do
Exército. Diario Oficial da Unido. Brasilia, DF, 1990. Dis-
ponivel em: <http://www.planalto.gov.br/ccivil_03/decre-



mailto:divengmnttriagem%40ccomgex.eb.mil.br?subject=
mailto:divengmnttriagem%40ccomgex.eb.mil.br?subject=
mailto:divengmnttriagem%40ccomgex.eb.mil.br?subject=

t0/1990-1994/D98820.htm>. Acesso em: 10 out. 2017.

. Exército. Comando de Comunicacdes e Guer-
ra Eletronica do Exército. Boletim Interno n°® 60/2017, de
28 de margo de 2017. Brasilia, DF, 2017a.

. . Normas Administrativas
Relativas ao Material de Comunicagoes e Guerra Eletr6-
nica. Brasilia, DF, 2017b. Disponivel em: < http://www.
ccomgex.eb.- mil.br/index.php/2015-04-10-13-35-55#>.
Acesso em: 10 out. 2017.

. Comando Logistico. Memoéria sobre
a gestao do ciclo de vida dos materiais. Brasilia, DF, [20-

_]‘

. Departamento de Educacao e Cul-
tura do Exército. Nota de Coordenagao Doutrinaria no
001/2015, de 12 de janeiro de 2015. A Logistica nas
Operacodes. Brasilia, DF, 2015.

. . Escola de Material Bélico. Suporte
Logistico Integrado. Rio de Janeiro, RJ, 2003.

. Estado-Maior do Exército. EB-
20-MC-10.204. Logistica. 3. ed. Brasilia, DF, 2014a.

. Portaria n°® 1.507, de 15 de dezem-
bro de 2014. Aprova o Plano Estratégico do Exército
(PEE) 2016-2019 integrante da Sisteméatica de Plane-
jamento estratégico do Exército e da outras providén-
cias. Boletim Especial do Exército n® 28/14. Brasilia, DF,
2014b. Disponivel em: <http://www.infodefensa.com/
archivo/files/bee%2028-14%20- %20plano%20estrat%-
C3%A9gic0%20d0%20ex%C3%A9rcito%202016-2019.
pdf>. Acesso em: 10 out. 2017.

. . Portaria n® 233, de 15 de margo de
2016. Aprova as Instrugdes Gerais para a Gestao do Ci-
clo de Vida dos Sistemas e Materiais de Emprego Militar
(EB10-IG- 01.018), 12 Edigéo, 2016, e da outras provi-
déncias. Separata ao Boletim do Exército n® 11/16. Bra-
silia, DF, 2016. Disponivel em: <http://www.dct.eb.mil.br/
images/conteudo/aest/sep- be11-16_port_233-cmt_ex_
eb10-ig-01.018.pdf>. Acesso em: 10 out. 2017.

. Ministério da Defesa. MD30-M-01. Doutrina de
Operagdes Conjuntas — 1° Volume. Brasilia, DF, 2011.

COSTA, Mariana de Almeida. Gestao Estratégica da
Manutencgao: uma oportunidade para melhorar o re-
sultado operacional. 2013. 103 f. Trabalho monogréfico
(Graduacao em Engenharia de Produgéo) — Universida-
de Federal de Juiz de Fora, Juiz de Fora, 2013.

DALLOSTA, Patrick Michael; SIMCIK, Thomas A. De-
signing for Supportability: driving Reliability, Availabili-

ty and Maintainability In While Driving Costs Out. Defen-
se AT&L: Product Support Issue, p. 34-38, march-april.
2012.

GALLOWAY, lain. Design for support and support
the design: integrated logistic support — the busi-
ness case. Logistics Information Management, Vol. 9,
1996, Iss: 1 pp. 24 — 31. Disponivel em: <http://dx.doi.
org/10.1108/09576059610107879>. Acesso em 10 out.
2017.

JONES, James V. Integrated Logistics Handbook.
Special Reprint Ed., McGraw-Hill: New York, 1998. Tra-
dugao: Leonardo Vilain S. Joao.

. Integrated Logistics Handbook. 3rd. Edition.
McGraw-Hill: New York, 2006. 528 p. Livro digital.

KARDEC, Alan Pinto; NASCIF, Julio de Aquino Xavier.
Manutencido — Fungao Estratégica. 2. ed. ver. atual.
Rio de Janeiro, RJ, 2003.

REVISTA VERDE-OLIVA. Logistica forte € poder de
combate. Brasilia, Centro de Comunicagdo Social do
Exército, ano 42, n. 228, jul. 2015.

O autor é bacharel em Ciéncias Mi-
litares pela Academia Militar das
Agulhas Negras (AMAN). Capitdo da
Arma de Comunicacdes do Exército
Brasileiro, possuil especializacdo
nas Aareas de Manutencdo de Comu-
nicacdes e Guerra Eletrdnica. Con-
cluiu com aproveitamento o curso de
Manutencdo de Comunicacdes da Esco-
la de Comunicacdes, o curso Basi-
co de Guerra Eletrdnica, no Centro
de Instrucdo de Guerra Eletrdnica
(CIGE) e o curso Expedito de Guerra
Eletrdnica para Oficiais, no Centro
de Adestramento Almirante Marqgques
Ledo da Marinha do Brasil. E pés-
-graduado em Guerra Eletrdnica pelo
CIGE e em Sistemas de Comunicacdes
e Defesa, pela Universidade Poli-
técnica de Madri. Atualmente, exer-
ce a funcado de Instrutor na Escola
de Comunicacdes e pode ser contac-
tado pelo email adao.silvaleb.mil.
br.



mailto:adao.silva%40eb.mil.br?subject=O.Comunicante.V8.N2.Artigo
mailto:adao.silva%40eb.mil.br?subject=O.Comunicante.V8.N2.Artigo

INFORMATICA



UTILIZAGAO DE FRAMEWORKS NO DESENVOLVIMENTO
DE SISTEMAS WEB

1° ScT ENG MARCOs PAauLo MIRANDA DE Souza
Graduado em Sistemas de Informagdo

RESUMO. O GRANDE DESAFIO NA CONSTRUGCAO DE SISTEMAS, LEVAM A CONSTANTE EVOLUGAO DA ENGENHARIA
DE SOFTWARES, QUE TENTA DIMENSIONAR QUAIS AS BOAS PRATICAS A SEREM SEGUIDAS PARA QUE O PRODUTO
FINAL SEJA ALGO CAPAZ DE EVOLUIR, ATENDER AS NECESSIDADES EXISTENTES E SOLUCIONAR OS PROBLEMAS
PROPOSTOS INICIALMENTE. NESSE PROCESSO DE EVOLUGAO SURGEM FATORES COMO O GERENCIAMENTO DO
TEMPO, CUSTOS, CURVA DE APRENDIZAGEM PARA A UTILIZAGAO DE FERRAMENTAS E QUAIS TECNOLOGIAS UTILIZAR.
E NESSE PREAMBULO QUE ENCONTRA-SE A UTILIZAGAO DE FRAMEWORKS COMO UMA SOLUGAO MUITO ADOTADA QUE
ATINGE TODOS ESSES PONTOS COM EXITO, PROPORCIONANDO GANHOS QUE POSSIBILITAM MAIOR FLEXIBILIDADE,
AGILIDADE, ESTABILIDADE, SEGURANCA, PADRONIZACAO DE TECNOLOGIAS E MANUTENCAO MAIS SUSTENTAVEL.
VARIAS FERRAMENTAS DESSA AREA SAO APRESENTADAS TODOS OS DIAS, COM GRANDES POSSIBILIDADES DE
UTILIZACAO E TECNOLOGIAS DIFERENTES, SENDO UTILIZADAS SEM UMA ANALISE A LONGO PRAZO SOBRE A SUA
CAPACIDADE DE SUPORTE AS CONSTANTES EVOLUGOES DOS SISTEMAS QUE OPERAM VIA INTERNET (SISTEMAS WEB).
DESsSA FORMA, SERAO APRESENTADOS ALGUNS CRITERIOS QUE DEVEM SER LEVADOS EM CONSIDERAGCAO ANTES DE
UMA EMPRESA OU UM PROGRAMADOR SELECIONAR UM FRAMEWORK PARA USO.

PALAVRAS-CHAVE: FRAMEWORK. PROGRAMAQAO. DESENVOLVIMENTO. ENGENHARIA DE SOFTWARES.

INTRODUGCAO para um mesmo tipo de problema’.
O que facilita a reutilizagcao e custo-

Dentre as possibilidades de escolha mizag&o dos codigos.

de frameworks, o programador PHP se depara A utilizacdo dessas ferramentas tem

com uma gama de opgoes a seu dispor. Atitulo
de exemplificacdo o mercado oferece o Cake-
PHP, Symfony, Zend Framework, Codelgniter,
Yii 2, Phalcon, Prado, entre outros.

Deve-se levar em consideragao, para
escolha de uma ferramenta, os fatores que
foram mais explorados em cada um dos fra-
meworks e que proporcionaram vantagens em
alguns aspectos, entendendo que cada um
tem o seus pontos fortes e fracos, para cada
tipo de projeto e objetivo.

Os fatores mais importantes que de-
vem ser considerados num framework sao
estes: estabilidade, seguranga, performance,
curva de aprendizado, recursos técnicos dis-
poniveis e flexibilidade.

Segundo Alvim (2010, p.12),

O framework € um conjunto de clas-
ses que colaboram entre si, pro-
porcionando melhores praticas de
desenvolvimento e diminuicéo a re-
peticao de tarefas. Além disso, evi-
ta variagdes de ‘solucdes diferentes

sido largamente aplicada em grandes proje-
tos e possuem, armazenadas dentro de suas
estruturas, varios principios da engenharia de
softwares, que tem sido estudados até hoje.

1 DESENVOLVIMENTO

1.1 ESTABILIDADE

A estabilidade pode ser vista sobre
dois aspectos principais: a capacidade do
framework de aderir-se as novas tecnologias
sem a ocorréncia de erros e a capacidade de
sofrer updates em relacéo a funcionalidades ja
existentes sem que ocorram erros.

Fagan (1986) relatou que mais de 60%
dos erros em um programa podem ser detecta-
dos por meio de inspegbes de programas. No
processo Cleanroom (PROWELL , 1999), afir-
ma-se que mais de 90% dos defeitos podem
ser descobertos em inspegdes de programas.

Quanto as inovagdes tecnoldgicas que



ocorrem constantemente e alteram o mercado
de negdcios, é certo afirmar que tais mudancgas
exigem adaptacdes dos recursos existentes
nos frameworks para melhor atender a esse
mercado. Os rumos sao ditados pelas gran-
des empresas que escolhem uma determinada
area da tecnologia a ser explorada em busca
do lucro financeiro. Os analistas e programa-
dores se deparam com a necessidade emer-
gencial de fazer com que o seu sistema possa
atingir determinada camada de clientes ou um
determinado nicho deste e isso exige que o
framework, que foi selecionado, seja capaz de
produzir artefatos que possam ser utilizados
nessa nova direcao. O problema esta no fato
de isto ndo depender apenas das habilidades
do programador, mas talvez de uma melhoria
do framework escolhido. Esse trabalho é fei-
to pela equipe de programadores, que sao 0s
autores da ferramenta. E nesse momento, que
se identifica quais tecnologias irdo sobreviver
as mudancgas do mercado e quais se tornarao
obsoletas.

As atualizagdes dos frameworks nao
podem causar grandes impactos nos sistemas
que ja foram desenvolvidos para sua utiliza-
cao, sob o risco de tornar inviavel a aplicacao
dessas atualizagbes em projetos grandes que
ja foram implementados.

A nova versao do framework deve
apresentar uma solugdo com o menor impacto
possivel e sem produgdo de erros, atingindo a
performance de uma ferramenta estavel.

1.2  SEGURANGA

A seguranga é uma das caracteristicas
mais importantes de um sistema, mas que so-
mente € valorizada sua invasdo. Normalmente,
o problema remonta ao projeto estrutural, no
qual os investimentos relacionados a seguran-
¢a compde parte infima do total investido no
projeto.

O termo ‘confianga’ foi proposto por
Laprie (1995) para cobrir os sistemas relacio-
nados com atributos de disponibilidade, confia-
bilidade, seguranca e protegao.

Um sistema deve ter, na sua lista de
requisitos, os caso de seguranga a serem
abordados e atendidos desde a fase inicial da
construcéo do sistema. De uma forma mais
concisa, Bishop e Bloomfield (1998) definem
um caso de seguranga como:

Um corpo de evidéncias documenta-
do, que fornece argumentos convin-
centes e validos de que um sistema
é suficientemente seguro para de-
terminada aplicagcéo, em determina-
do ambiente.

Um dos erros mais comuns, na aplica-
¢ao de preceitos da engenharia de softwares,
€ a preocupagao com requisitos de seguran-
¢a, somente depois da fase final de desenvol-
vimento. Tais requisitos devem ser planejados
e previstos desde a fase da Analise de Requi-
sitos, sendo, constantemente, monitoradas e
aperfeicoadas durante cada implementacao.

A area de seguranca de sistemas é
muito vasta e, para uma unica equipe de de-
senvolvimento abranger o estudo de tantas for-
mas de ataques possiveis e vulnerabilidades
descobertas a cada dia, seria realmente mui-
to dispendioso e trabalhoso, interferindo em
questdes de custo final e prazos.

Dessa forma, a utilizagdo de um fra-
mework amenizaria essa preocupagao porque
ja tem funcionalidades voltadas para a segu-
ranca no seu escopo. Além disso, contribui para
a diminuicdo dos gastos financeiros em pes-
quisas e estudos sobre seguranca e de outros
fatores incluidos como tempo de desenvolvi-
mento. Portanto, ter em méos uma ferramenta
que ja atende em sua estrutura aos requisitos
de segurancga basicos, embutidos em sua tec-
nologia, limita as equipes de desenvolvimento
apenas o trabalho especifico do tratamento de
seguranga do sistema.

1.3 PERFORMANCE

A performance é percebida de maneira
mais abrupta, quando o framework € utilizado
ao ponto de, quase, esgotar 0s seus recursos
de hardware, podendo sobrecarregar a estru-
tura que o mantém, tornando inviavel a sua uti-




lizagao.

Os requisitos de performance, quan-
do nao atendidos da maneira ideal, podem ser
compensados através da utilizagao de mais re-
cursos de hardware, mas essa é uma maneira
mais custosa, financeiramente, para a resolu-
cao desse problema. O ideal na criacdo de um
sistema € obter um equilibrio entre performan-
ce e a quantidade de recursos ativos, que tam-
bém sao requisitos do sistema. Com esse en-
tendimento, ndo podemos ter um sistema que
atenda a tantos requisitos de seguranga, que
causem baixa performance no desempenho de
funcionalidades basicas.

Essa avaliacdo, do equilibrio entre a
performance e o0s recursos concorrentes do
sistema, deve ser explorada pela equipe de
desenvolvimento para definir o framework a
utilizar.

1.4 CURVA DE APRENDIZADO

No momento da adogdo de novas
tecnologias no desenvolvimento de um
sistema, deve ser avaliado o tempo que leva
para ter uma equipe de desenvolvimento
plenamente adaptada aquela nova tecnologia.
E entre os recursos necessarios, o custo
para treinamento dessa equipe. O gerente
da equipe de desenvolvimento tem uma
importante decisédo: qual tecnologia deve ser
utilizada no desenvolvimento para atender aos
requisitos e os detalhes técnicos apontados
pelo arquiteto de sistemas, cumprindo os
prazos exigidos e tendo por base a curva de
aprendizado registrada por equipes anteriores,
que mostram o tempo médio para a obtencao
de expertise num determinado framework.

Em alguns casos, mesmo que o tem-
po de aprendizado seja longo em relagéo a
um determinado framework, ha ganhos no de-
senvolvimento de outros sistemas requisitados
que utilizam a mesma tecnologia. Tudo isso
depende da demanda da equipe em relacéo ao
framework, sabendo que a principal finalidade
da adocgao de qualquer uma dessas ferramen-
tas esta, justamente, na velocidade de produ-

cao de artefatos de sistemas.
1.5 RECURSOS TECNICOS DISPONIVEIS

Os recursos técnicos disponiveis de-
pendem da equipe de desenvolvimento, da
empresa ou instituicdo a que pertencem. Isso
também pode ser chamado de escalabilidade,
visto que um sistema, na maioria das vezes,
aumenta de tamanho devido as novas neces-
sidades que aparecem durante o seu ciclo de
vida.

A escalabilidade de um sistema reflete
sua capacidade de oferecer um servico de alta
qualidade, uma vez que aumenta a demanda
de sistema. Neuman (1994) identifica trés di-
mensdes da escalabilidade:

1. tamanho. Deve ser possivel adi-
cionar mais recursos a um sistema
para lidar com um numero crescente
de usuarios;

2. distribuicdo. Deve ser possivel
dispersar geograficamente os com-
ponentes de um sistema, sem com-
prometer seu desempenho;

3. capacidade de gerenciamento.
E possivel gerenciar um sistema a
medida que ele aumenta de tama-
nho, mesmo que partes dele este-
jam localizadas em organiza¢des
independentes.

A equipe de desenvolvimento deve
possuir pessoas com conhecimentos técnicos
variados. E desejavel que seus integrantes te-
nham qualificacbes técnicas que se comple-
mentem entre si, concomitantemente, com a
experiéncia pessoal adquirida ao longo da car-
reira. Somente nesse caso, ndao houvera um
grande investimento inicial no treinamento da
equipe, haja vista a complementariedade de
suas expertises, experiéncia pregressa.

Na andlise da forma de trabalho da
empresa, influenciando diretamente no aper-
feicoamento dos seus funcionarios, podemos
encontrar uma diretriz que prima pelo aperfei-
coamento de suas equipes através de treina-
mentos dentro do proprio local de trabalho. Es-
sas sdo formas mais viaveis, economicamente
e funcionalmente, para algumas empresas.



Com isso, a empresa deixa de iniciar a busca
por um funcionario mais qualificado, evitando
perda de tempo na adaptacado e integracao
com a equipe e projetos em andamento.

1.6 FLEXIBILIDADE

A flexibilidade reflete a capacidade de
um framework se adaptar mais facilmente as
tecnologias existentes, sem a obrigatoriedade-
de mudar as formas de abordagem em relagéo
a segurancga, implementacdo e performance.
Por exemplo, um framework robusto deve ofe-
recer a possibilidade de trocar o tipo de banco
de dados do sistema, como funcionalidade na-
tiva da ferramenta. Um framework dessa cate-
goria poderia mudar de MySQL para Postgres,
sem fazer modificagdes internas além da mu-
danca de poucos parametros na chamada de
um objeto a ser instanciado.

A adogao de uma ferramenta com as
caracteristicas supracitadas redunda em ga-
nho de tempo e custo no desenvolvimento de
um sistema.

CONCLUSAO

E inegavel que a utilizagdo de
frameworks tem sido uma ferramenta muito
util na aplicagdo de principios da engenharia
de softwares, devido a constatacao pratica
de ganho no tempo de desenvolvimento,
economia de recursos, capacidade de
adaptacdo, atendimento a requisitos de
seguranga e performance. Porém, todas
essas caracteristicas embutidas numa unica
ferramenta ndo descartam a interferéncia
direta de uma equipe de desenvolvimento
nos requisitos do sistema, uma vez que tais
ferramentas apenas fornecem a estrutura
basica que serve de alicerce as demais
implementagbes. Essas ferramentas nao
devem desestimular a criatividade para
a criacdo de novas funcionalidades em
frameworks.

A utilizagcdo e o surgimento de novos
frameworks tém contribuido de forma bastante
positiva no desenvolvimento de programas e

sistemas, mudando nao s6 a perspectiva de
agilidade dos desenvolvedores, mas também,
a facilidade de acesso a novas tecnologias. A
utilizacado desse tipo de ferramenta tornou-se
essencial no mundo de hoje, desmistificando
um pouco o oficio do programador e facilitando
0 acesso ao desenvolvimento de novas
tecnologias.

USE OF FRAMEWORKS IN THE DEVELOP-
MENT OF WEB SYSTEMS

ABSTRACT. THERE ARE NOW A RANGE OF OPTIONS
FOR THE PHP PROGRAMMER, FOR EXAMPLE,
CHOOSE BETWEEN FRAMEWORK AND AMONG THEM
WE HAVE: CAKEPHP, SymrFoNy, ZEND FRAMEWORK,
CopEeleNITER, Y 2, PHaLcoN, PRADO, AMONG
OTHERS. WE MUST TAKE INTO ACCOUNT, AT THE TIME
OF CHOOSING A TOOL, THE FACTORS THAT WERE MOST
EXPLOITED IN EACH OF THE MOST USED FRAMEWORKS
AND THAT PROVIDED ADVANTAGES IN SOME ASPECTS,
UNDERSTANDING THAT EACH HAS ITS STRENGTHS AND
WEAKNESSES, DEPENDING ON THE TYPE OF PROJECT
AND ITS PURPOSE. THE MOST IMPORTANT FACTORS
THAT SHOULD BE CONSIDERED IN A FRAMEWORK ARE
ITS STABILITY, SECURITY, PERFORMANCE, LEARNING
CURVE, AVAILABLE TECHNICAL RESOURCES AND
FLEXIBILITY. THE USE OF THESE TOOLS HAS BEEN
WIDELY APPLIED IN LARGE PROJECTS AND HAS STORED
WITHIN ITS STRUCTURES SEVERAL PRINCIPLES OF
SOFTWARE ENGINEERING THAT HAVE BEEN STUDIED
UNTIL TODAY.
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AVALIACAO DA FERRAMENTA MINITEST NO
DESENVOLVIMENTO GUIADO POR TESTES DO
FRAMEWORK RUBY ON RAILS
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RESUMO. ESTE ARTIGO DESCREVE O DESENVOLVIMENTO DE UM SISTEMA UTILIZANDO O MODELO DE
DESENVOLVIMENTO GUIADO POR TESTES (TDD - TesT-DRIVEN DEVELOPMENT) COM AS FERRAMENTAS DO
FRAMEWORK RuUBY ON RAILS. O OBJETIVO E DEMONSTRAR DE MANEIRA PRATICA A APLICAGAO DOS CONCEITOS DE
TDD NESSE FRAMEWORK ATRAVES DA IMPLEMENTAGAO DE TESTES DE MODELO, FUNCIONAIS E DE VISAO. ESTE
ARTIGO PRETENDE SER UMA FONTE ESCLARECIDA DE CONSULTA PARA INICIANTES E PROFISSIONAIS JA EXPERIENTES
QUE PRETENDEM DESENVOLVER UTILIZANDO O TDD no RuBy oN RaAiLs.

PaLavra-cHAVE: RuBy oN RaiLs. TDD. DESENVOLVIMENTO AGIL GUIADO POR TESTES. TESTES DE SOFTWARE.

MVC.

INTRODUCAO

A atividade de teste de software tem
como objetivo encontrar defeitos inseridos no
decorrer do processo de desenvolvimento,
constituindo um elemento critico da garantia
de qualidade de software, pois representa a
revisdo da especificacdo, projeto e geracao
de cdédigo (SOUZA e GASPAROTTO, 2013;
PRESSMAN, 2002).

O teste é uma atividade realizada para
avaliacao da qualidade do produto, efetuando
sua melhoria através da identificagao de defei-
tos e problemas (SWEBOK, 2004).

O desenvolvimento guiado por testes
(TDD - Test Driven Development) € uma téc-
nica de desenvolvimento de software baseada
em ciclos curtos de repeticdes, onde primeira-
mente o desenvolvedor escreve um caso de
teste automatizado que define uma melhoria
desejada ou uma nova funcionalidade, produz
um codigo que possa ser validado pelo teste
e, logo apds, o refatora para um cédigo sob
padrées aceitaveis (BECK,2010). O principio
basico do TDD é incluir a atividade de teste de
software no decorrer do processo de desenvol-
vimento, fornecendo feedback constante sobre
o cbdigo que esta sendo produzido.

O Ruby on Rails (RoR) € um framework
2\ de desenvolvimento agil de software web cria-

do em 2003 que permite o desenvolvimento de
software na linguagem Ruby, utilizando a ar-
quitetura MVC (BETTER EXPLAINED, 2017).
O RoR foi adotado como plataforma de desen-
volvimento por aplicagdes como Twitter (TE-
CHTUDO, 2017), GitHub (GITHUB, 2017) e
Basecamp (BASECAMP, 2017) e, por possuir
diversas caracteristicas que auxiliam e faci-
litam o desenvolvimento rapido de software,
também é adotado por aplicagbes de pequeno
e médio porte.

Segundo Ruby-doc (2017), o RoR foi
projetado para dar suporte nativo ao TDD. Ape-
sar disso, a maioria dos materiais que abordam
TDD no RoR enfatizam a parte técnica do uso
das ferramentas, mas nao fornecem um em-
basamento sdélido de como utilizar o TDD de
maneira sistematica com as ferramentas do
framework, dificultando o aprendizado correto
da técnica nesse ambiente.

Os objetivos deste artigo sao desenvol-
ver um sistema baseado em demandas reais
utilizando os conceitos de TDD em um ambien-
te RoR e, de maneira gradativa; avaliar as fer-
ramentas de TDD disponiveis nesse ambiente,
expondo suas vantagens e desvantagens, com
o objetivo de fornecer um embasamento teori-
co e pratico para desenvolvedores que tenham
interesse de aplicar TDD nesse ambiente.

Este artigo esta organizado da seguin-



te maneira: a Secao 1 apresenta os conceitos
de desenvolvimento guiado por testes. A Secao
2 define o framework RoR e seus conceitos ba-
sicos. A Secao 3 apresenta a implementacao
e os resultados deste trabalho, culminando na
concluséo.

1 DESENVOLVIMENTO GUIADO POR
TESTES

O desenvolvimento guiado por testes
€ uma metodologia que consiste em pequenos
ciclos de desenvolvimento baseados em tes-
tes. O ciclo geral do TDD esta apresentado na
Figura 1 e pode ser descrito da seguinte ma-
neira:

1) pense o que um determinado codigo
do seu software deve implementar,
descreva o contexto e defina quais
as verificagcdes por realizar. Escreva
um teste para verificar a corretude
desse cddigo. Como, inicialmente,
esse codigo nao esta implementa-
do, o teste acusara que o cdédigo
nao foi implementado corretamente;

2) escreva o minimo de codigo pos-
sivel para que o teste criado, ante-
riormente, passe. Nesse momento,
o importante é criar um cédigo que
seja aprovado pelo teste, mesmo
que ele nao esteja na sua forma
mais completa;

3) refatore. Uma vez que o teste apro-
vou o codigo da funcionalidade, ve-
rifique o que pode ser melhorado,
nesse codigo, sem que o teste deixe
de aprova-lo.

FIGURA 1 - Ciclo Béasico do TDD (BECK, 2010).

3. Eliminate

redundancy :

REFATORE

1. Write a test

' that Fails

2. Make the
code work

Com o TDD é possivel refletir sobre a
modelagem antes de escrever o codigo funcio-
nal, fazendo com que o sistema seja desen-
volvido através de pequenos passos, até che-
gar a sua totalidade (SANCHEZ, 2006). Além
disso, o TDD visa um codigo limpo, confiavel,
que atenda aos requisitos de forma satisfatoria
e cujos testes facilitem a manutencao (BAU-
MEISTER e WIRSING, 2017).

Alguns motivos para a adogéo do TDD
sdo: a leitura dos testes auxilia no entendimen-
to do sistema; codigo desnecessario néo é de-
senvolvido, pois s6 s&o implementados os co-
digos suficientes para os testes funcionarem e,
consequentemente, o sistema funcionar; nao
existe coédigo sem teste; os testes permitem
uma refatoragao segura do cédigo, pois garan-
tem que as mudangas nao alteram o funcio-
namento do sistema (KAUFMANN e JANZEN,
2003).

Causevic et al. (2012) mostraram,
através de experiéncias praticas, as vantagens
que o TDD trouxe na qualidade do codigo a
longo prazo, em conjunto com praticas de de-
senvolvimentos ageis. Através de um compa-
rativo entre o desenvolvimento convencional
e o TDD, chegaram a conclusao que o TDD
revela muito mais requisitos nao especificados
essenciais que o método convencional.

Gupta et al. (2007) demonstraram a
eficacia do TDD no desenvolvimento de sof-
tware de grande porte, realizando também um
comparativo com o desenvolvimento sem tes-
tes. Para avaliar o processo de desenvolvimen-
to, foram utilizadas algumas métricas como a
produtividade do desenvolvedor, a qualidade
do cdédigo desenvolvido e esforgos gerais no
desenvolvimento (manutengdo, concepgéo,
desenvolvimento e testes). Os autores conclui-
ram que o TDD ajuda a minimizar os esforgcos
no desenvolvimento, melhora a produtividade
e a qualidade do codigo dos softwares, além
de permitir um entendimento mais claro dos re-
quisitos.

Como toda metodologia de desenvol-
vimento, ha dificuldades na sua implantacao.

R




No TDD, a principal delas € a mudanga cultu-
ral pela qual a equipe de desenvolvimento e a
empresa precisam passar, pois o tempo gasto
para a definicdo e o desenvolvimento dos tes-
tes precisa ser encarado pela empresa como
investimento, e os desenvolvedores tém de
mudar sua mentalidade na hora do desenvolvi-
mento, dando a devida importancia aos testes
(ANDRADE, 2011).

2 RUBY ON RAILS (ROR)

O framework Ruby on Rails (RoR) foi
desenvolvido pensando na praticidade e facili-
dade no desenvolvimento de aplicagdes Web.
O framework surgiu em 2004, foi criado por
David Hanson e utiliza a linguagem Ruby, que
€ uma linguagem orientada a objetos, interpre-
tada, de tipagem forte e dindmica (SOFTWA-
RE LIVRE BRASIL, 2017).

O RoR segue o padrao de projeto MVC
(Model-View-Controller), ilustrado na Figura 2.
O MVC divide o codigo da aplicagao em trés
camadas: a camada de modelos, responsavel
pela comunicagao entre a aplicacdo e a base
de dados; a camada de controladores, respon-
savel por atender as requisicdes e preparar 0s
dados que serao exibidos para o usuario e a
camada de visdes, que recebe os dados pre-
parados pela camada de controladores e re-
aliza a interacdo com o usuario (BETTER EX-
PLAINED, 2017).

FIGURA 2 - Padrao de projeto MVC (THOMAS,
2008)

Browser

\de testes pois, a medida que a aplicagéo € de-

E possivel aplicar testes que cobrem
todas as areas de uma aplicacdo RoR, desde
a entrada de dados, requisi¢cdes, respostas
das controladoras, visdes e fluxo da aplicacéo
(GUNDERLOY, 2017). O RoR facilita a escrita

senvolvida, arquivos de teste basicos sdo ge-
rados, cabendo ao desenvolvedor estendé-los
para atender as demandas da aplicagéo (SEA,
2009).

Segundo Thomas (2008), os possiveis
testes em uma aplicagao Rails sao:

* teste unitario: executados continua-
mente durante o ciclo de desenvol-
vimento com o objetivo de avaliar
separadamente pequenos trechos
de cdédigo (unidades) de um siste-
ma, procurando por erros de logica
e de implementacao e verificando
se o comportamento de classes e
funcdes é o esperado (BARBOSA et
al, 2000). Permite detectar falhas de
l6gica, comportamentais e de digita-
¢ao, além de auxiliar na refatoragao
de cadigo;

 teste funcional: avalia as requisi-
¢cOes e respostas das controladoras.
Por exemplo, avalia os métodos de
um controlador com o objetivo de
analisar se as requisicbes sdo bem
sucedidas, se o usuario esta sendo
redirecionado para a pagina correta,
se 0s objetos necessarios para a ren-
derizagao das visdes foram criados
corretamente, dentre outras agoes.
Também permite validar as respostas
fornecidas pelas visées (RAILS GUI-
DE, 2017).

* teste de integragao: analisa o fluxo da
aplicacao, avaliando a interagao en-
tre modelos e controladores (RAILS
GUIDES TESTING, 2017).

Database

Rappin et al. (2011) abordam o de-
senvolvimento guiado por testes utilizando
RoR, fazendo uma correlacédo entre o de-
senvolvimento convencional e o desenvol-
vimento usando TDD. Entretanto, o livro ndo
expde as facilidades e dificuldades da técnica
no RoR, focando apenas em exemplos técni-
cos do uso das ferramentas.

Corbucci e Aniche (2014) abordam o



TDD através de exemplos, desde os testes
mais simples até testes mais complexos. En-
tretanto, o livro recai no mesmo problema de
outros materiais: ndo expde as experiéncias,
dificuldades e facilidades da aplicagdo desse
método de desenvolvimento no RoR.

3 IMPLEMENTAGAO E RESULTADOS

Para demonstrar os conceitos de TDD

na pratica e avaliar as gems de TDD do RoR
(AKITAON RAILS, 2017), foi implementado um
sistema de ordens de servico para atender as
necessidades de uma determinada empresa
(ficticia), cujo processo de abertura e contro-
le das ordens de servico ainda sao realizados
manualmente.

O diagrama entidade-relacionamento
mostrado na Figura 3 foi utilizado como ponto
de partida para os primeiros testes do sistema.

FIGURA 3 - Diagrama entidade-relacionamento
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O RoR permite o reaproveitamento
de componentes utilizando gems (AKITA ON
RAILS, 2017), que sao pacotes com codigo
Ruby gerenciados por uma aplicagdo do sis-
tema operacional, chamada rubygems (AKITA
ON RAILS, 2017). Utilizando gems € possivel
reutilizar componentes prontos que auxiliam
em varias partes de uma aplicagdo, como por
exemplo na autenticagdo de usuarios, na ren-
derizagao de imagens, e também no desenvol-
vimento de testes (RAILSGUIDE,2017).

Existem muitas ferramentas de testes
para RoR, para comparar e exemplificar a di-
ferenga da ferramenta Minitest com outra, es-
colheu-se a ferramenta RSPEC. A Minitest € a
biblioteca nativa do RoR para a escrita de tes-
tes de modelo, de controlador e de integragao.
Com a Minitest é possivel testar coédigo Ruby,
utilizando uma grande variedade de assergdes
(RAILSGUIDE,2017).

Segundo Relish (2017) a RSpec € uma
ferramenta de teste baseada na metodologia
BDD (Behaviour-Driven Development),

ad» que permite especificar o comportamento

desejado do codigo Ruby utilizando uma
DSL (Domain-Specific Language) simples e
expressiva, facilitandoaleiturae oentendimento
do cdédigo de teste. A RSPec também pode
ser usada para especificar testes de modelo,
controlador e integragéo.

O ponto de partida no desenvolvimento
da nossa aplicagao foi o mapeamento do dia-
grama entidade-relacionamento na camada de
modelos do RoR. Para isso, 0s primeiros tes-
tes de modelo foram elaborados utilizando as
gems Minitest, segundo o RAILSGUIDE (2017)
e Rspec (RELISH, 2017).

31 TESTES DE MODELO

Com o objetivo de entender as diferen-
cas entre a Minitest e a RSPec, os primeiros
testes de modelo foram elaborados, utilizando
as duas gems, e criados para atender o se-
guinte requisito da entidade ServiceOrder, que
modela uma ordem de servigo no sistema: uma
ordem de servigco nao pode ter uma descricao
de material vazia.




Seguindo a abordagem TDD, o pri-
meiro passo € criar um teste que analise se €
possivel salvar uma ordem de servigo com um
nome vazio. Caso seja possivel, o teste deve
acusar um erro. O codigo a seguir mostra o co-
digo desse teste escrito utilizando Minitest. Por
questdes de simplicidade, a entidade Service-
Order passara a ser chamada de So a partir de
agora.

. Class Sotest < ActiveSupport:: TestCase
fixtures :sos
. test “service order should have material description”

service order = sos(:material description nil

"service order saved without material description”

1
2
3
4
5. assert !service order.save,
6
7. end

8

. end

A linha 1 declara a classe de teste
do modelo So, que sempre deve estender da
classe base de teste de modelos do Minitest
(ActiveSupport::TestCase). Por convencgéo,
todo nome de classe de teste escrita com
Minitest deve terminar com a palavra Test, e
todos os métodos que realizam testes devem
comegar com a palavra-chave test. Essa é
a convengao adotada pelo RoR para que,
quando os testes forem executados, ele possa
identificar as classes e métodos que realizam
testes e invoca-los.

Na maioria dos testes, ha necessidade
de existir uma base de testes preenchida com
informacdes de interesse. Antes da execucao
de qualquer teste, o RoR carrega uma base de
testes e a deixa disponivel para qualquer tes-
te em execucgao acessa-la. A linha 2 informa
que essa classe de teste utilizara as fixtures
de uma So. Fixtures sao conjuntos de dados
pré-definidos em um arquivo de texto YML [28],
que sdo automaticamente carregados para a
base de dados de teste antes de qualquer tes-
te ser executado. Com fixtures é possivel aces-
sar linhas especificas de uma tabela utilizando
rétulos, tornando-a uma ferramenta bastante
atrativa para os primeiros testes de modelo.

A linha 3 declara o método de teste. A
linha 4 acessa a fixture material_description__
nil, recuperando da tabela So uma linha
com o campo material _description nulo, e

armazenando uma referéncia para essa linha
na variavel service order. As linhas 5 e 6
realizam uma asserg¢ao, que € um comando que
avalia um objeto de acordo com um resultado
esperado. Nesse caso, espera-se que nao
seja possivel salvar a referéncia service order,
uma vez que ela ndo possui uma descri¢ao.
O método save pode ser invocado a partir da
referéncia service order, pois o0 RoR segue
o padrdo de projeto Active-Record (RAILS
GUIDES, 2017).

O primeiro erro acusado pelo teste foi
na linha 2, pois o arquivo YML com as fixtures
nao foi criado. Apds a criacdo do arquivo de
fixtures, o proximo erro acusado foi a auséncia
de uma tabela So na base de testes, pois a
primeira acdo do RoR ao detectar um arqui-
vo de fixtures € carrega-lo na base de testes.
Para solucionar esse erro, dois arquivos foram
criados: um arquivo de modelo So vazio, que
representara uma ordem de servigo na cama-
da de modelos do sistema, e um arquivo de
migragao, responsavel por criar a tabela So no
banco de dados.

O préximo erro acusado foi a auséncia
de uma fixture chamada material_description__
nil, uma vez que o arquivo de fixtures foi criado
mas nao foi preenchido. Apds a insercdo da
linha material_description_nil no arquivo de
fixtures, o préximo erro acusado foi a auséncia
da coluna material_description na tabela de
ordens de servigo. Para corrigir esse erro, um
novo arquivo de migracao foi criado.

Apés as alteragdes mencionadas
anteriormente, o teste parou de informar a
presenca de erros e indicou uma falha: as
linhas 5 e 6 acusaram que foi possivel salvar
uma ordem de servigo sem o0 campo material_
description. Para corrigir essa falha, foi
inserida uma validagao de presenca do campo
material_description no arquivo de modelo So.
Apods essa validagédo, o teste foi executado
sem erros e falhas.

Os pequenos ciclos de desenvolvi-
mento utilizados para atender o requisito apre-
sentado, também chamados de baby steps,



auxiliam no desenvolvimento gradativo de uma
aplicagao, levando a criacdo apenas de arqui-
vos, métodos e atributos essenciais para aten-
dé-lo, contribuindo com a limpeza de cédigo.

Com o intuito de avaliar as diferencas
entre o Minitest e 0 RSPec, o teste implemen-
tado anteriormente foi transcrito para o RSPec,
e esta apresentado no algoritmo abaixo.

. RSpec.describe So, :type => :model do

fixtures :sos

it “must have material description”do

sos (:material description nil).should not be valid

1

2

3

4. service_order =
5

6. end

5

. end

As linhas 1 e 2 sdo semelhantes as li-
nhas do cadigo de teste com Minitest, informan-
do que testes RSpec de modelo serao escritos
para a entidade So e declarando as fixtures,
respectivamente. Ja as linhas 3 e 4 demons-
tram a principal diferenca entre as duas gems:
no RSPec, a descricdo dos testes € feita de
maneira comportamental, utilizando uma nota-
cao que se assemelha a uma descricao textu-
al de um teste, auxiliando no entendimento do
codigo.

Apesar do RSPec possuir uma
linguagem mais informal para descricao dos
testes, as duas gems analisadas atenderiam
satisfatoriamente os testes desenvolvidos
neste trabalho. Pelo fato de ser a gem padrao
do framework, optou-se por utilizar o Minitest
nos demais testes de modelos, funcionais e de
visao.

Todas as entidades da aplicacao
foram mapeadas na camada de modelos do
framework utilizando TDD com a gem Minitest,
inclusive com restricoes referentes a presenca
ou auséncia de atributos, formato, tamanho
minimo, tamanho maximo e relacionamento
entre as entidades, gerando uma camada de
modelos coerente com as restricbes impostas
na modelagem de dados.

3.2 TESTES FUNCIONAIS

Testes funcionais foram criados para
avaliar as requisicdes e respostas de todas

as classes controladoras da aplicacdo. Para
exemplificar como esses testes foram elabora-
dos, serao apresentados os testes funcionais
da controladora Material, responsavel por ge-
renciar o acesso a entidade Material.

Requisi¢cdes realizadas para um con-
trolador RoR sao feitas utilizando um dos se-
guintes métodos HTTP: GET, POST, PATCH,
PUT ou DELETE. Dependendo do método uti-
lizado na requisicdo e dos parametros passa-
dos, o RoR faz um roteamento automatico da
requisi¢ao para um método de um controlador,
que sera responsavel por realizar todo o pro-
cessamento necessario para respondé-la.

Os seguintes métodos sao necessa-
rios na controladora Material:

* new: invocado através de uma requi-
sicdo HTTP GET. Prepara os dados
necessarios para a criagado de um
Material e redireciona para uma vi-
sao;

* create: invocado através de uma re-
quisicdo HTTP POST. Recebe um
novo Material proveniente de uma
visao, salva-o no banco de dados e
redireciona para uma Vvisao;

 destroy: invocado através de uma
requisicdao HTTP DELETE. Recebe
uma identificacdo de um Material ja
existente no banco de dados, remo-
ve-0 e redireciona para uma visao.

Uma das restricdes da modelagem de
dados do sistema € que um Material s6 pode
existir se estiver associado a uma SubService-
Order e a uma ServiceOrder. Portanto, qual-
quer requisicao para a controladora Material
deve passar como parametro a identificacao
da SubServiceOrder e da ServiceOrder. Con-
forme o Rails Guides (2017), esse conceito
pode ser implementado no RoR utilizando o
conceito de rotas aninhadas, que for¢a todas
as requisicdes a controladora Material a pas-
sarem identificadores da SubServiceOrder e
da ServiceOrder. Caso esses parametros nao
sejam passados, a controladora Material néo




recebe a requisicao.

A Tabela | mostra todas as possiveis

TABELA 1 -

requisicbes a controladora Material usando
rotas aninhadas.

ROTAS ANINHADAS DA CONTROLADORA MATERIAL

Method Routes Controller#Action
GET /sos/ :sq_ld/su b_se.:rwce_orders materials#new
/:sub_service_order_id/materials/new
POST /sos/ :so_lq/su b_servllce_ordc?rs materialsticreate
/:sub_service_order_id/materials
/sos/:so_id/sub_service_orders ,
DELETE /:sub_service_order_id/materials/:material_id materials#destroy

Para demonstrar como os testes das
controladoras foram elaborados e como eles
lidaram com os diferentes tipos de requisi¢des
e rotas, o proximo algoritmo descrevera trés
testes do controlador Material, um teste para
cada tipo de requisigao aceita. A controladora
Material foi escolhida, pois as rotas de acesso
aninhadas tornam seus testes mais complexos
que os testes de outras controladoras.

1. class MaterialsControllerTest <
ActionController::TestCase
def setup

create (:material)

@so= So.first

@sub_service order = SubServiceOrder.first

@material = Material.first

~J o U s W N

end

A linha 1 declara a classe de teste do
controlador Material, que sempre deve esten-
der da classe base de teste de controladoras
do Minitest (ActionController::TestCase), para
os testes funcionais.

A linha 2 define um setup para a enti-
dade material. Setup € um conceito RoR que
permite executar um bloco de cddigo antes do
inicio de cada teste (RAILSGUIDE,2017).

Uma das maneiras de utilizar fixtures
nos testes é criar tuplas que rompem as restri-
¢des do banco de dados e utiliza-las nos testes.
Entretanto, conforme os modelos da aplicagao
se tornam coerentes e testados, as tuplas in-
consistentes das fixtures geram erros indese-
jados, exigindo revisao e manutengao constan-
tes. Por essa razao, fixtures foram substituidas
por factories em todos os testes.

Factories s&o modelos de registros
que podem ser usados para popular uma base
de testes, criando assim uma base de testes
mais consistente e sem repeti¢des. FactoryGirl
€ uma gem utilizada como fabrica de instan-
cias, mais versatil que as fixtures e cuja légica
fica isolada da implementacao especifica dos
testes (THOUGHTBOT, 2017).

Muitos testes funcionais necessitam
de uma base de testes para funcionarem. Na
linha 4, a base de testes foi populada seguindo
o modelo de uma factory, utilizando o método
create. Esse método salva uma instancia de
Material na base de dados de teste para que
possa ser utilizado em todos os testes.

Na linha 5, a variavel global @so re-
cebe o primeiro objeto encontrado na base de
dados da entidade So, utilizando do método
first da ActiveRecord. A partir dessa definigcao,
qualquer teste da classe Material pode acessar
essa variavel e utilizar-se de seus atributos. O
mesmo acontece nas linhas 6 e 7 com as enti-
dades SubServiceOrder e Material.

10. test “action new should create an instance variable” do

11. get :new, so_id: @so,

12. sub service order id: @sub service order

13. assert not nil assigns (:material),

14. “action new does not create an instance variable of
15. type material”

16. end

17. test “action create redirects to action show after

18. creating a well-formed material based on the form” do
19. post :create, so id: @so,

20. sub_service order_id: @sub_service_order,

21. material: {name: “Name”, amount: 10.0,

22. value: 10.0, unit: “Unit”,

23. sub service order id: @sub service order}

24. asssert redirected to




25. so_sub service order paht (@so,

26. @sub_service order)

27. end

28. test “after calling the destroy action passing
29. an invalid id, you must be redirected to the
30. action show of the sub service order”do

31. delete :destroy, so_id: @so,

32. sub_service order id: @sub_service order,

33. id: -1

34. assert_redirected to

35. so_sub service roder paht (€so,
36. @sub_service order)

37. end

38. end

O teste presente entre as linhas 10 e
16 analisa se, ap6s uma requisicado GET para
a action new, o controlador instanciou correta-
mente uma variavel material, que sera utilizada
na visdo para a criacado de um novo Material.
Note que, devido ao aninhamento de rotas, foi
necessario passar por parametro os identifica-
dores da So e da SubServiceOrder.

O teste presente entre as linhas 17
e 27 verifica se a action create redirecionara
para o local correto apés ter recebido um Ma-
terial preenchido do formulario, através de uma
requisicao POST. Ja o teste presente entre as
linhas 28 e 38 analisam se a action destroy se
comporta corretamente caso o id da Material a
ser removida for invalido.

Utilizando os recursos do Minitest, foi
possivel desenvolver utilizando TDD todos os
métodos de todas as controladoras, testando
de maneira exaustiva os dados por eles pre-
parados, o processamento realizado e os seus
redirecionamentos, considerando parametros
validos e invalidos.

3.3 TESTES DE VISAO

Testes de visdo foram criados com o
objetivo de verificar se a interface com o usua-
rio esta de acordo com o que foi especificado.
Ou seja, com esses testes € possivel verificar
se as tags html necessarias estao presentes
na tela e se as informagdes nelas contidas sao
exatamente as informacdes que deveriam es-
tar sendo exibidas.

Conforme o RailsGuide (2017), o assert

select € um parser RoR que analisa o conteudo
HTML retornado por uma requisi¢ao feita a um
controlador, e € uma poderosa ferramenta na
validag&o de visoes.

Nessa secao, apresentaremos alguns
requisitos e restricdes que devem ser atendi-
dos pelas visdes do controlador ServiceOrder,
demonstrando como testes de visdo podem
ser implementados em RoR.

Como sistema elaborado é de um con-
trole de ordens de servico, a primeira visao
apresentada deve conter uma tabela com to-
das as ordens de servico ja criadas. Essa visdo
€ retornada pela action index do controlador
ServiceOrder.

O primeiro requisito a ser validado foi
que a visao index deve conter exatamente uma
tag h2 com o conteudo SERVICE ORDERS. O
teste abaixo valida esse requisito.

test “index.html.erb must have a h2”do
get :index
assert_select ‘h2’, 1

. end

1.
2
3
4
5. test “index.html.erb h2 must have header SERVICE
6 ORDERS” do

7 get :index

8. assert select ‘h2’do

9 assert_select ‘b’, {count: 1,

10. text: “SERVICE ORDERS”},

11. “There is no header for service orders”
12. end
13. end

O teste das linhas 1 até 4 esta
cobrando a presenga de exatamente uma tag
h2. Para isso, faz uma requisicdo GET para a
action index, requisitando a controladora que
redirecione para a visdo index, como se fosse
um usuario acessando via navegador a action
index da ServiceOrder. O html é retornado e
pode ser analisado pelo comando assert
select. O assert_select verifica se, nesse
html retornado, possui exatamente uma tag
do tipo h2. No teste das linhas 5 até 13, apos
selecionar a unica tag existente do tipo H2, o
assert_select analisa se dentro da tag h2 ha
exatamente uma tag b com o conteudo dizeres
SERVICE ORDERS.

Ambos os testes falham, pois a view




index encontra-se vazia. Para os testes passa-
rem basta adicionar o cddigo descrito abaixo,
garantindo a existéncia de uma tag h2 e um
cabecalho para a index da ServiceOrder.

1. test “index.html.erb must have a table”do
get :index
assert select ‘table’, 1

end

with id sos” do
get :index

2
3
4
5. test “index.html.erb must contain exactly one table
6
7
8 assert select ‘table’do

9

assert select “[id=?]", “sos”
10. end
11. end

12. test “field material description of SOs is being
13. displayed on table” do

14. get :index

15. @sos = So.all

16. assert _select “table”do

17. assert_select “[id=?]", “sos”do
18. assert select “tr” do

19. @sos.each do |sol

20. assert select “td”, {text:
21. so.material description} do
22. assert_select “[id=?]",
23. “so_material descrption ”
24. +so.id.to_s, {count: 1}
25. end

26. end

27. end

28. end

29. end

30. end

<h2><b>SERVICE ORDERS</b></h2>

O préximo teste foi criado para validar
a presenca de uma tabela que lista as ordens
de servico na index. Essa tabela deve ter um
id especifico e, inicialmente, exibir pelo menos
0 campo material_description de todas as or-
dens de servigo presentes no banco. O cddigo
seguinte implementa esse teste.

Nas linhas 12 até 30, o teste fez uma
requisi¢cao get para a controladora, recebendo
de volta o conteudo html da index. A variavel
global @sos recebeu todas as instancias de
So que estado na base de dados e, logo apos,
analisou se, para cada So presente no banco,
ha um campo td exibindo o atributo material_
description.

Utilizando TDD, foi possivel construir
de maneira gradativa a tela inicial do sistema,

validando todos os campos da tabela e todos
os links que devem estar presentes. A Figura 4
mostra essa interface.

FIGURA 4 - Interface INDEX da ordem de servi-
co
SERVICES ORDERS

MATEIAL DESCRIPTION | GUIDE NUMBER OPTIONS

Viatura Blindada 2014110001 Show Edit Destroy

Motor de Embarcacdo 2014110002  Show Edit Destroy

Create new service order

Manage material classes
Manage military organizations
Manage section military organizations

Todas as demais telas do sistema, que
envolvem criagéo, remocao, edigao e atualiza-
¢ao de varias entidades do sistema, incluindo
entidades que possuem relacionamentos, fo-
ram criadas por meio de testes. As telas fica-
ram simplificadas, mas exibiram de maneira
funcional todas as informagdes exigidas pelo
cliente, buscando minimizar os problemas du-
rante a utilizacdo do sistema.

Testes de visdo sdo muito importantes,
pois, sao através das visbes que 0s usuarios
interagem com o sistema. Caso nao sejam
bem testados, erros graves podem acontecer
durante a execugao do sistema, podendo cau-
sar muito prejuizo a quem o utiliza.

E importante salientar que, apesar do
layout de todas as visdes estarem simplifica-
dos, os testes ndo levam em consideragao os
detalhes de estilo da aplicagéo. Isso significa
que, caso um desenvolvedor deseje tornar a
visdo mais bem elaborada, os testes continua-
rao passando, desde que os dados sejam exi-
bidos corretamente.

3.4 OUTRAS FERRAMENTAS PARA TESTE

Ha outras gems RoR que podem ser
usadas em um ou mais tipos de testes. Nesta
secgao duas delas serao descritas: o Cucumber
e o Capybara.

Segundo o site oficial da ferramenta, o
Cucumber é uma gem que cria um novo am-
biente no projeto e permite a escrita de testes



de aceitacdo em uma linguagem muito proxima
da natural. Ja o Capybara, segundo Jnicklas
(2012), é uma gem que ajuda a testar aplica-
¢bes web, simulando como um usuario real in-
teragiria com a aplicagao.

O Cucumber foi desenvolvido para um
padrao de desenvolvimento diferente do abor-
dado neste artigo, chamado BDD (Behavior
Driven Development). Seus testes sao estabe-
lecidos por cenarios de teste onde € descrita
uma agao e como o sistema deve se compor-
tar. Um exemplo para nosso sistema de or-
dem de servigo é preencher todos os campos
do formulario para uma nova ServiceOrder e
clicar em salvar. O teste deve garantir que o
usuario nao ficou retido na mesma viséo. O cé-
digo abaixo descreve esse teste escrito com
Cucumber.

1. Funcionalidade: Preencher o formuldrio da SO

2. Cenéario:

3. Deve preencher todos os campos do formuldrio e
salvar

4. com sucesso

Dado que eu estou na pagino do formuldrio da SO
Quando eu preencher todos os campos

E clicar em “Create S0O”

o 3 o W

Entdo deve redirecionar para a action show da SO

Alinha 1 descreve a funcionalidade do
teste. As linhas 2 a 8 descrevem o cenario que
deve ser realizado. Uma vez descrito o cenario
no Cucumber, com o auxilio da gem Capybara,
os campos do formulario serdo preenchidos,
como se fosse um usuario interagindo com a
interface. Segue abaixo o cédigo do Capybara
para preenchimento do formulario da So.

Dado/"que eu estou na pagina do formulédrio$/ do
visit new_so_path

end

Quando /&u preencher todos os campos$/ do
fill in “material description”, :with=>"Blindado”
fill in “guide number”, :with=> ”2014120001"
fill_in “sender_name”, :with=> “CB CICLANO”
fill in “sender phone”, :with=> “(67)1234-5678"

O oo 9 o U = W N

fill in “total amount”, :with=> “10”

=
o

page.select “1”, :from =>'material class_id’

=
[

page.select “2”, :from =>'military organization id’

=
[N

end

—
w

(.*?)"”$/ do
find button (so_submit).click

E /“clicar em “ |so_submit|

=
(SIS

save_and_open_page

16. end

17. Entdo /"deve redirecionar$/ do

18. visit so_path(@so)

19. end

Nas linhas 1 até 3, é realizada a requi-

sicdo de um novo formulario para criagao de
uma nova So. Nas linhas 4 até 12, séo realiza-
dos os preenchimentos dos campos, o codigo
fill_in é responsavel por preencher os fields do
formulario. O page.select, nas linhas 10 e 11,
realizam a sele¢cao de um item do select.

As linhas de 13 até 16 simulam um cli-
que no botdo so_submit, salvando como o mé-
todo save_and_open_page. As linhas 17 até
19 redirecionam para a action show da So.

CONCLUSAO

O TDD €& uma area muito ampla e re-
lativamente recente, entretanto poucos mate-
riais abordam por completo essa forma de de-
senvolvimento no ambiente RoR. Este artigo
abordou o uso de desenvolvimento guiado por
testes no RoR através da implementacdo de
um sistema de ordem de servigo, mostrando
como os testes unitarios, funcionais e de viséo
podem ser feitos. Durante o desenvolvimento,
foram citadas algumas dificuldades e facilida-
des dessa metodologia, com intuito de auxiliar
aqueles que desejam utilizar essa forma de de-
senvolvimento no RoR.

O uso do TDD na implementagao do
sistema de ordens de servigo permitiu com que
o sistema fosse desenvolvido de maneira gra-
dativa, atendendo apenas os requisitos essen-
ciais para o cliente. Por conta da mudanca e
adaptacdo com o novo paradigma, houve um
atraso no desenvolvimento, mas que foi com-
pensado pelo fato da aplicagdo conter um cé6-
digo bem testado, que facilitara futuras manu-
tencoes.

Outra vantagem dessa forma de de-
senvolvimento é a refatoragcdo e a depuracéao
de erros do cédigo. Refatorar o codigo garante
que ao final do desenvolvimento tem-se um co-
digo mais limpo, somente com o que interessa
para que o sistema funcione, acabando com
insercdo de codigos desnecessarios que po-




luem e dificultam a depuragao.

Com os testes de modelos, funcionais
e de visao o sistema sera capaz de detectar
alteragbes indevidas em qualquer uma das
trés camadas. Isso mostra que o TDD é muito
importante em ambientes onde ha alta rotati-
vidade de desenvolvedores, pois evitara que
erros cometidos por desenvolvedores em fase
de adaptagao com o sistema, auxiliando na es-
tabilidade da aplicagao.

O framework RoR possui ferramentas
suficientes para o desenvolvimento TDD, e sua
ferramenta padrao (Minitest) é suficiente para
a realizacdo de testes completos de modelo,
funcionais e de visdo completos. Dentre os trés
tipos de testes, o que mais houve dificuldade
foi o teste de visdo, pois a documentacao da
principal fungdo utilizada (assert_select) € con-
fusa e pouco explicativa.

Manter uma base de testes consisten-
tes € de extrema importancia para que os tes-
tes tenham efeito. Em diversos momentos, no
decorrer do desenvolvimento, testes estavam
aparentemente funcionando, quando na verda-
de nem estavam sendo executados por conta
de um preenchimento equivocado da base de
testes. O uso de Factories se mostrou mais
promissor que o uso de Fixtures, pois facilita a
criacdo e manutengao da base de testes.

Futuramente, pretende-se melhorar
o sistema de ordem de servico, aplicando as
demais ferramentas de TDD do RoR, como
os testes de integracdo do Minitest, e também
aplicar o conceito de BDD utilizando as gems
RSpec, Cucumber e Capybara.

Alguns artigos sobre TDD mencionam
possiveis métricas para se avaliar, a longo pra-
zo, os impactos do TDD. Ainda em um escopo
futuro pretende-se avaliar os impactos causa-
dos por conta da implementacao desse siste-
ma, auxiliando também na criagdo de novas
métricas para analise da eficacia dos testes de
software.
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AS VANTAGENS DA UTILIZA(}éO DO POWER LINE
COMMUNICATION EM OPERACOES INTERAGENCIAS

DANIEL MATEUS COELHO
Poés-graduado em Engenharia de Sistemas de Radiocomunicagdo

RESUMO. ESTE TRABALHO BUSCA APRESENTAR AS VANTAGENS NA UTILIZACAO DO PoOwER LINE COMMUNICATIONS
(PLC) EM OPERAGOES INTERAGENCIAS, TENDO EM VISTA A DIFICULDADE DE SER DISPONIBILIZADA INFRAESTRUTURA
DE REDE DE DADOS DE BANDA LARGA PARA TODOS 0S ORGAOS ENVOLVIDOS NESSE TIPO DE OPERACAO.

PaLavrAs-cHAVE: VANTAGENS. PLC. BANDA LARGA. INTERAGENCIA.

INTRODUCAO

A crescente necessidade de operacgdes
das Forgcas Armadas em conjunto com outros
orgaos governamentais em seus trés niveis —
federal, estadual e municipal — principalmente
para combater o crime organizado e o trafico
de drogas nas grandes cidades, aumenta a
demanda por troca de informacdes através de
redes de dados de grande capacidade.

A infraestrutura de redes de dados
para dar suporte demanda vultosos recursos,
nem sempre disponiveis, por parte dos 6rgaos
envolvidos nas operagdes, € nem sempre é
possivel disponibilizar essa rede para todos
os envolvidos, pelas caracteristicas dos locais
onde se desenvolvem as acodes.

Para se disponibilizar uma rede de da-
dos de banda larga para diversos usuarios e
com baixo investimento, utilizando infraestru-
tura existente, pode-se utilizar a tecnologia do
Power Line Communications (PLC), principal-
mente em localidades onde ndo ha disponibili-
dade de internet de alta velocidade, pois essa
tecnologia permite o uso de rede elétrica para
a transmissao de dados.

Dessa forma, o objetivo deste artigo é
apresentar as vantagens da utilizacédo do PLC
em Operagdes Interagéncias.

A primeira secao apresenta o PLC, a
segunda secgdo apresenta as operagdes inte-
ragéncia, a terceira se¢ao apresenta as van-
tagens da utilizagdo do PLC nas operacdes
interagéncias, culminando na conclusédo do

presente artigo.

1 PLC

1.1 A DEFINIGAO

O PLC, do inglés Power Line
Communications, é a tecnologia que utiliza a
rede elétrica como meio fisico para transporte
de sinais de dados (BELETINNI, 2015 apud
SANTOS, 2008).

O Power Line Communication é um
sistema que permite a transmissao de sinais
de internet, voz, video e comunicacéao digital e
analdgica por meio da rede elétrica (BELETINI,
2015).

1.2 HISTORIA

A tecnologia do Power Line Commu-
nication (PLC) ndo é nova, seu primeiro uso
remonta da década de 1930, quando visava
monitorar o desempenho e a segurancga das li-
nhas, através do Riple Control (RC). Com isso
era possivel transmitir com alta poténcia e bai-
xas taxas de velocidade.

Essa tecnologia permitia uma comu-
nicacdo de modo unidirecional, sendo usada
para a realizagcao de pequenas tarefas como
a ativacao da iluminagao publica, sistemas de
telemetria, controle remoto e comunicacao de
voz até meados de 1980. (BELETINNI, 2015
apud SANTOS, 2008).

Na década de 1980, empresas euro-
peias passaram a realizar pesquisas no senti-
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do de analisar as caracteristicas da rede elétri-
ca e com isso chegaram a conclusao de que a
faixa de 5 a 500 kHz possuia potencial de uso
em relagao ao sinal/ruido e a atenuagao do si-
nal transmitido (SANTOS, 2008).

Na década de 1990, foram iniciados os
testes de comunicacédo de alta velocidade na
Inglaterra. Sendo anunciado que os problemas
causados por ruidos ou interferéncias haviam
sido solucionados e que estavam sendo reali-
zados testes de acesso a internet com a utiliza-
¢ao da tecnologia desenvolvida. (BELETINNI,
2015).

1.3 PRINCiPIO DE FUNCIONAMENTO

O principio de funcionamento da tec-
nologia PLC consiste em sobrepor um sinal de
alta frequéncia (MHz) sobre os 60 Hz dispos-
tos na rede elétrica (ROSA, 2012).

A tecnologia PLC consiste na
transmissao de dados, com utilizacdo da
faixa de frequéncia compreendida entre 1 e
30 MHz, devido as caracteristicas do meio de
transmissao que introduz alta degradagéao fora
dessa faixa. No Brasil, a Resolucéo 527/09, da
ANATEL, define duas faixas para a utilizagao
do servigo:

« de 1,7 a 30 MHz, destinada a
aplicagbes com distdncia de até
30m;

+ de 30 a 50 MHz para servigos de
distancias curtas, tipicamente 3
metros (VITAL, 2012).

O sinal transmitido com a tecnologia
PLC, trafega em redes de baixa e média ten-
sdo. Com isso, existindo varios empecilhos na
transmissao na rede de corrente alternada, se-
gundo ROSA (2012), podemos evidenciar os
seguintes:

* existéncia de ruidos e interferéncias
que ndo podem ser previstos, sejam
estes por abertura e fechamento dos
circuitos, acoplamento de equipa-
mento a tomadas.

» propagagao das frequéncias em Ii-
nhas abertas, sem nenhuma forma
de protegao ha interferéncias gera-
das por outros sistemas que atuam
nas mesmas frequéncias de trans-
missao.

» as diferentes caracteristicas topo-
logias utilizadas nas redes de distri-
buicdo de energia elétrica (caracte-
risticas nao lineares, linhas abertas,
existéncia de derivagdes ao longo da
linha, transformadores).

Com a finalidade de permitir o perfei-
to funcionamento da tecnologia, empregam-se
alguns tipos de modulagao e multiplexagao. No
geral, sistemas PLC utilizam como formas de
multiplexacdo o Frequency Division Multiplex
(FDM) e como modulagdo a Orthogonal Fre-
quency Divison Multiplex (OFDM) (SANTOS,
2008).

1.4 TOPOLOGIA

Segundo Rosa (2012), o emprego das
redes PLC com diferentes topologias, depende
da aplicagao, avaliando aspectos, tais como:
as necessidades, as caracteristicas do local
escolhido e a aplicagao, além da concordancia
com as legislagdes vigentes.

De acordo com Vidal (2005), podemos
classificar as tecnologias de aplicagcédo de sis-
temas PLC em trés grandes grupos:

1. topologia PLC Indoor,;

2. topologia para acesso na ultima mi-
lha; e

3. topologia para acesso WAN.

Na topologia Indoor, a tecnologia PLC
utiliza a rede de energia de baixa tensao ins-
talada, o que permite reduzir custos com ins-
talacdo de infraestrutura. Além disso, neces-
sita apenas de adaptador chamado Powerline
Adapter, que é ligado a tomada com o modem
a ele e ao roteador. Com isso, todas as toma-
das passam a ser pontos de rede.

Uma das grandes vantagens do uso da



PLC é que, por utilizar a rede de energia elétri-
ca, qualquer “ponto de energia” pode se tornar
um ponto de rede, ou seja, s6 é preciso plugar
0 equipamento de conectividade (que normal-
mente € um modem) na tomada, e pode-se uti-
lizar a rede de dados. Além disso, a tecnologia
suporta altas taxas de transmissdo, podendo
chegar a 200Mbps, quando operado nas faixas
de frequéncia de 1,7 a 30 MHz (FILIPPETTI,
2009).

A rede de dados criada com PLC pode
ser interna, exemplificada pela rede de ener-
gia de apartamentos de um prédio, conforme
Figura 1.

FIGURA1 - Exemplos de uma rede PLC

doméstica (VITAL, 2012).
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Na topologia de acesso na ultima mi-
Iha, a rede PLC deixar de operar apenas na
rede elétrica interna de um local especifico, e
se expande para além dessa rede, gerando di-
versas sub redes de menor porte. Nessa topo-
logia, o sinal PLC é acoplado as redes de baixa
tensdo apos o transformador de distribuicdo,
de modo que todos os usuarios que estejam
ligados a rede desse transformador passam
a ter acesso pelo meio de MODEM'’s (VIDAL,
2005), conforme exemplo da figura 2.

FIGURA 2 - Exemplos de topologia de aplicao
PLC Acesso ultima milha (VIDAL,
2005).
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A topologia de acesso WAN ¢ utilizada
quando se necessita acesso rapido a um meio,
podendo este ser a internet, ou outro qualquer,
onde, mediante sinal proveniente de uma por-
tadora de servicos, o equipamento PLC servi-
dor faz a distribuigao do sinal utilizando a rede
de baixa tensao, estendendo conexao a todos
0s usuarios que estejam conectados ao trans-
formador. O cliente recebe o sinal na tomada
e com o auxilio do modem PLC faz a filtragem
dos sinais de frequéncia. (CAVALCANTE; ME-
NESES, 2008)

Conforme aumenta a distancia entre
cada cliente e o transformador, se faz neces-
sario o uso de um repetidor.

Além disso, a rede PLC opera de modo
sincrono, ou seja, as taxas de recebimento e
transmissao de dados sao as mesmas.

2 OPERAGOES INTERAGENCIAS

As operagodes interagéncias no ambi-
to do Exército Brasileiro estdo fundamentadas
em legislacdo do Ministério da Defesa que es-
tabeleceu que sao tidas como Operagdes Inte-
ragéncias aqueles que envolvam:

interagcdo das Forgcas Armadas com
outras agéncias com a finalidade de
conciliar interesses e coordenar es-
forcos para a consecucgao de objeti-
VoS ou propositos convergentes
que atendam ao bem comum,
evitando a duplicidade de acgdes, a
dispersao de recursos e a divergén-
cia de solugdes com eficiéncia, efi-
cacia, efetividade e menores custos
(BRASIL, 2012).

A Operacdo Agata pode ser citada
como exemplo de Operacgao Interagéncia, con-
forme Fig 3.




FIGURA 3 -

Exemplos de agéncias (BRASIL,
2017).

Além disso, estabeleceu-se que a
agéncia pode ser uma:

organizagao ou instituicdo com es-
trutura e competéncia formalmente
constituidas, podendo ser governa-
mental ou ndo, militar ou civil, nacio-
nal ou internacional (BRASIL, 2012).

Esse tipo de operacao visa reduzir re-
dundancias e economizar recursos, buscando
a eficiéncia:

capacidade de produzir o efeito de-
sejado com economia (emprego ra-
cional) de meios; como eficacia a
obtencdo de um efeito desejado; e
como efetividade a capacidade de
manter eficacia ao longo do tempo
(MD35-G-01 Glossario das Forgas
Armadas) (BRASIL, 2012).

Além da legislagdo do Ministério da
Defesa, o Manual de Operagées do Exérci-
to da a seguinte definicdo para Operacgdes de
Cooperacao e Coordenagao com Agéncias:

Sao operagdes executadas
por elementos do EB em apoio
aos  oOrgaos  ou instituicdes
(governamentais ou nao, militares

ou civis, publicos ou privados,
nacionais ou internacionais),
definidos  genericamente  como

agéncias (Fig. 4). Destinam-se a
conciliar interesses e coordenar
esforcos para a consecugdo de
objetivos ou propdsitos convergentes
que atendam ao bem comum.
Buscam evitar a duplicidade de
acdes, a dispersado de recursos € a
divergéncia de solugdes, levando os
envolvidos a atuarem com eficiéncia,
eficacia, efetividade e menores

custos (BRASIL, 2017).

FIGURA 4 - Exemplos de agéncias (BRASIL, 2017).
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Ambas legislagdes evidenciam a preo-
cupagao com a reducgao de custos através da
economia de meios e da reducao da duplicida-
de de emprego de materiais.

3 VANTAGENS DA UTILIZAGAO DE
PLC NAS OPERAGCOES INTERA-
GENCIAS

A utilizagdo da tecnologia PLC em
operagbes interagéncias permite a reducéo
de custos para a instalacdo de infraestrutura
l6gica. Permite, ainda, uma maior flexibilidade
quando planejar as redes de dados de banda
larga, necessarias para a transmissao da gran-
de demanda de dados gerados nesse tipo de
operagao.

As diversas topologias apresentadas
permitem que sejam disponibilizadas redes
internas montadas nos centros de comando e
controle, utilizando a rede de baixa tensao na
topologia Indoor.

Na topologia de acesso ultima milha
€ possivel disponibilizar o acesso de rede de
dados nas regides adjacentes aos centros de
comando e controle através da rede de média
tensao, permitindo assim que estruturas locali-
zadas em determinada area se interliguem.

Ja a topologia WAN permite a cone-
X80, de variadas estruturas, a internet em uma
area mais ampla, utilizando a rede de média



tens&o disponivel na regiéo.

Com o emprego da rede de energia
elétrica € possivel levar a transmissdo de da-
dos em banda larga a lugares desprovidos de
provedores convencionais de internet, mas
que possuam ligagcdes ao sistema de energia
elétrica do pais.

CONCLUSAO

A utilizacdo do PLC fornece as Ope-
ragdes Interagéncias grande vantagem para o
sucesso desse tipo de operacéao, ao flexibilizar
e distribuir as redes de dados, nos mesmos lo-
cais em que ha o fornecimento de energia elé-
trica, com baixo custo.

THE ADVANTAGES OF USING POWER
LINE COMMUNICATION IN INTERAGENCY
OPERATIONS

ABSTRACT. THIS STUDY SEEKS TO PRESENT THE
ADVANTAGES OF USING PoweR LINE COMMUNICATIONS
(PLC) IN INTERAGENCY OPERATIONS, DUE TO THE
DIFFICULTY OF PROVIDING BROADBAND DATA NETWORK
INFRASTRUCTURE FOR ALL THE AGENCIES INVOLVED IN
THIS TYPE OF OPERATION.

Key WoRrbps: AbvanTAaGES. PLC. BrRoaDBAND. IN-
TERAGENCY.
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MACA: O PROTOCOLO DE CONTROLE DE ACESSO AO
MEIO QUE VIABILIZA TRANSMISSOES DE DADOS EM
RADIOS TATICOS HARRIS

ANTONIO ANDERSON SiLvA MARQUES
Graduado em Ciéncias Militares

RESUMO. EsTE TRABALHO EXPLORA O RECURSO MACA (MuLtipLe Access wiTH COLLISION AVOIDANCE)
DISPONIVEL NOS EQUIPAMENTOS DA EMPRESA HARRIS, FORNECEDORA DE RADIOS PARA O EXERCITO BRASILEIRO.
INICIALMENTE FOI REALIZADA UMA PESQUISA BIBLIOGRAFICA A RESPEITO DO PROTOCOLO, SEU MODO DE
FUNCIONAMENTO E COMPREENSAO DE SUAS LIMITAGOES. APOS, FOI VERIFICADO COMO O PROTOCOLO E EMPREGADO
NO RADIO, DIFERENGAS QUANTO A SUA CONCEPGAO ORIGINAL E A MELHOR FORMA DE UTILIZAGAO. O TRABALHO
CONCLUI APONTANDO QUE HA DIVERSAS APLICAGOES, SUGERIDAS PELO PROPRIO FABRICANTE, ONDE E POSSIVEL
EXPLORAR O RECURSO COM PRODUTIVIDADE, EM ESPECIAL, QUANDO SE DESEJA A TRANSMISSAO DE DADOS E
FONIA. POREM O USUARIO DEVE COMPREENDER TAMBEM QUANDO NAO USAR O PROTOCOLO, DE ACORDO COM O
QUE PRETENDE FAZER, VISTO QUE ESTE PODE INVIABILIZAR ENLACES DE LONGO ALCANCE.

PaLavras-cHAVE: MACA. ENLACES. CONTROLE DE ACESSO.

INTRODUGCAO

Em uma situagao classica de perda de
sinal, a estagao Y pode ouvir a estagao X e Z,
mas X e Z ndo podem se ouvir. X e Z portanto
ndo conseguem evitar uma destruicdo mutua
de seus pacotes em Y. Esta falha técnica é
usualmente chamada de problema do terminal
oculto.

Este manuscrito descreve um proto-
colo de controle de acesso para a camada 2
do modelo Open System Interconnection (OSI)
chamado Acesso Multiplo com Evitagao de Co-
lisdo (MACA). O protocolo foi inspirado no mé-
todo Carrier Sense Multiple Access (CSMA),
porém com melhoramentos quanto a visibilida-
de dos terminais entre si. O método MACA so-
luciona o problema de terminais ocultos e ain-
da esta apto a utilizar de forma mais racional
a poténcia do aparelho, frente a outros proto-
colos testados por Karn (1990). Isso aumenta
substancialmente a capacidade de trafego do
radio, colaborando assim para 0 minimo uso
de poténcia possivel para o enlace.

Em comunicag¢des militares, uso pos-
sivel de poténcia é um fator critico, visto que
nao ha possibilidade constante de reposicao
de baterias em radios empregados em campa-
nha e devido a Guerra Eletronica inimiga, que

pode utilizar esta emissédo de poténcia em ex-
cesso para levantar informacgdes sobre a rede
ou até mesmo sobre o conteudo transmitido,
caso este seja demodulado e decodificado cor-
retamente. De acordo com Brasil (2014),

as MAGE oponentes sao dificulta-
das quando as forgcas amigas uti-
lizam sempre a menor poténcia de
transmissao necessaria para o esta-
belecimento das comunicacoes.

O método MACA é empregado nos ra-
dios RF-7800V da empresa Harris, sendo uti-
lizado quando o usuario deseja transmitir voz
e também dados em uma rede local, ativando
configuragdes de IP.

1 SUBCAMADA MAC

Dentro do modelo de camadas OSI,
a camada 2 (dois) pode ser subdividida em
outras duas camadas, a Controle de Ligacao
Légica (LLC), que fornece uma interface para
camada superior, a 3% camada (Rede). E a
subcamada Controle de Acesso ao Meio Fisico
(MAC), que acessa diretamente o meio fisico
e controla a transmissao de dados, realizando
também multiplexacéo.

Quando ha transmissao em uma rede,
a subcamada MAC encapsula os dados, ou




Protocol Data Unit (PDU), de forma que eles
se tornem apropriados para a rede, adicionan-
do um predmbulo de sincronizagao ou preen-
chimento caso necessario, também adiciona
um sequéncia de verificacdo de erros e envia
estes dados para a camada fisica de acordo
com as especificagdes do método de acesso
ao canal. De acordo com Kozierok (2005):

Protocol Data Unit em telecomuni-
cacbes descreve um bloco de da-
dos que é transmitido entre duas
instancias da mesma camada. Cada
camada recebe a PDU da camada
superior como um bloco de dados,
adiciona seus cabegalhos (e em al-
guns casos, rodapés) de controle,
criando a sua propria PDU, num pro-
cesso chamado de encapsulamento.

Esse método de acesso ao canal sera
responsavel por controlar os dados, evitando
congestdes e colisbes. Adicionalmente, 0 mé-
todo de acesso sera responsavel por reiniciar
a transmissao caso um sinal de jamming seja
detectado, ou reduzir a taxa de transmissao
caso haja congestao no canal. Em sintese, de
acordo com a IEEE Std 802-2001, as fungdes
principais da subcamada MAC sao:

* reconhecimento e delimitacdo dos
dados;

» enderecamento dos dados para o
seu destino;

* protecao contra erros; e

» controle de acesso para a camada fi-
sica.

O método de acesso ao canal também
pode ser chamado de protocolo de acesso
multiplo, pois possibilita que diversas estagdes
se conectem ao mesmo meio fisico para usa-
-lo em conjunto. O protocolo mais utilizado € o
CSMA/CD, porém o MACA pode ser emprega-
do com sucesso em algumas aplicagdes.

2 FUNCIONAMENTO DO CSMA E
MACA

Ao se utilizar o CSMA, quando uma

o, estacao deseja transmitir dados para outra,

ela primeiro envia um pacote chamado Pedido
para Enviar, Request to Send (RTS). A estacao
receptora responde com um pacote chamado
Pronto para Receber, Clear to Send (CTS). Se
o transmissor nao recebe um pacote CTS de-
pois de um tempo estipulado, ele envia nova-
mente um RTS e espera um tempo maior pela
resposta.

Dentro do pacote RTS nao ha somente
uma requisigao para transmissao mas também
que tipo de dados serdo transmitidos, o que
permite a estagao receptora se “preparar” para
o fluxo de dados, por exemplo, alocando espa-
¢co de buffer suficiente para armazenar o que
esta por vir.

Na forma tradicional do CSMA, o pro-
tocolo exige que as demais estacbes perma-
necam fora do canal quando uma transmissao
€ iniciada, o que reduz a probabilidade de coli-
sdes de pacotes.

Porém, nem sempre o CSMA detecta
que o canal esta pronto para uso corretamen-
te. O componente CS do seu acronimo, Carrier
Sense, de acordo com Forouzan (2008), fun-
ciona da seguinte forma:

Quando um host quer transmitir, ele
primeiro “ouve” o canal (sensoria-
mento da portadora) para saber se
existe transmissao de dados corren-
te. Existindo transmissao, aguardara
um determinado tempo (que pode
ser aleatério ou especifico). Se ndo
existir transmissao, entdo, depen-
dendo da variagcdo do CSMA imple-
mentada, ela decidira pela transmis-
S30 ou nao.

Karn (1990) aponta que em algumas
situacdes, especialmente ao se utilizar trans-
missdes via radiofrequéncia, o sensoriamento
da portadora é falho. Pois nem sempre a per-
cepcao de auséncia de portadora significa que
o canal esta livre. E, da mesma forma, o fato de
detectar uma portadora de outra estagao nao
significa que o canal esta obstruido em sua to-
talidade, sendo mais interessante ent&o cortar
0 sensor de portadoras e ampliar o mecanismo
de evitamento de colisdes.

Esse novo protoloco utiliza o termo



Multiple Access do CSMA, MA, e acrescenta
as letras Collision Avoidance, formando MA/
CA, ou MACA. A confiabilidade do MACA reside
nos pacotes RTS e CTS. Quando uma estagao
recebe um pacote RTS que é direcionado para
outro terminal, ele inibe o seu proprio transmis-
sor tempo suficiente para este terminal respon-
der com um CTS. Quando uma estagéo recebe
um pacote CTS de outro terminal mas que nao
€ direcionada a ela, ha também uma inibicdo
de seu transmissor. Em sintese, o transmissor
€ inibido todas as vezes que recebe um pacote
CTS ou RTS que nao esta enderegado correta-
mente.

O tempo de inibigao dos transmissores
pode ser determinado pelo proprio protocolo,
ja que nos pacotes RTS também ¢é informado
o tamanho do fluxo de dados a ser enviado. O
que permite a todas as estagbes permanece-
rem em siléncio durante o fluxo de dados no
canal.

Enquanto houver um enlace adequado
entre as estagdes, a recepgao de um pacote
CTS de uma estacdo que esta fora de uma
transmissao solicitando dados de outro termi-
nal poderia gerar colisdo no canal, porém, den-
tro do protocolo MACA, isso sera evitado.

3 UTILIZAGAO DO MACA EM RADIOS
HARRIS

O Exército Brasileiro utiliza diversos
equipamentos para radiotransmissdo, entre
eles os radios da empresa Harris, porém o
emprego destes equipamentos em ambiente
aberto traz dificuldades inerentes as comuni-
cacgoes.

Ao desdobrar tropas no terreno, em
algumas situagdes, os radios necessitam es-
tabelecer enlaces a grandes distancias, o que
pode implicar que nem todas as estagdes con-
sigam se enxergar, mesmo estando na mes-
ma frequéncia, ocasionando perdas de dados,
congestdes no canal e colisbes de pacotes.

Os radios Harris podem ser utilizados
tanto para transmissdes mais simples, onde ha

somente fonia, como para transmissdées mais
sofisticadas, onde ha fluxo de dados. Para as
transmissdes onde ha somente voz, o protoco-
lo MACA pode néao ser utilizado, porém, quan-
do ha fluxo de dados, o usuario deve acionar
este recurso, através do software de configura-
¢ao do equipamento, o Harris Communications
Planning Application (CPA), conforme citado
no manual de operacgdes do equipamento:

Comunicagbes simultaneas de voz
e dados podem ocorrer em uma rede de
frequéncia fixa, configurando o parametro
CHANNEL ACCESS como MACA2 (Multiple
Access Collision Avoidance Generation)
e o parametro CIRCUIT TYPE como
SIMULTANEOUS (HARRIS, 2012).

Inclusive, ha uma opgao disponivel no
equipamento que regula o tempo de espera do
transmissor, caracteristica inerente do MACA
conforme ja citado neste manuscrito, para evi-
tar a colisao de pacotes entre estacdes que de-
sejam utilizar o canal.

Na tentativa de uma transmissao de
voz em MACA2, ocorre um tempo de espera
(hold-off) variavel ao tentar obter acesso ao ca-
nal ou ocorre quando o canal esta sendo usa-
do. Se o canal esta em uso e o usuario continua
transmitindo em voz durante o tom de hold-off
(por mais de 5 segundos), ocorre a prioridade
de voz. A prioridade da voz resulta em radio
transmitindo a voz como uma prioridade mais
alta do que os dados que estdo usando o canal
no momento (HARRIS, 2012).

Conforme observado na descri¢ao do
manual, a empresa Harris modificou o parame-
tro original do MACA de inibigdo do transmis-
sor, visto que um canal ocupado ainda recebe
transmissao porém com fluxo prioritario de voz.

Ressalta-se que o radio RF-7800V-HH
utiliza um protocolo chamado MACAZ2, porém
possui a possibilidade de integrar-se a outros
equipamentos que utilizam o MACA no seu for-
mato original, conforme citado em:

O protocolo MACA (Multiple Access
with Collision Avoidance) oferece __
suporte a comunicagdo com RF-




-5800V-MP, RF-5800M-HH e RF-
-5800V-HH em Wireless IP e redes
diretas. No display principal, selecio-
ne a tecla de atalho EDIT e selecio-
ne CHANNEL ACCESS > LEGACY
MACA. (HARRIS, 2012)

4 PLANOS DE CONFIGURAGAO COM
MACA

Visando auxiliar o usuario do radio,
o software CPA traz consigo alguns planos
ja pré-configurados chamados de Samples
Plans, onde é possivel verificar a utilizacdo do
recurso MACA conforme idealizado pelo pré-
prio fabricante.

a) plano 25KHz AES MACA GPS (RF-
-7800V-HH): este € um plano vol-
tado para transmissdo de dados
porém com uma banda estreita de
capacidade reduzida (apenas 25
KHz), porém apresenta criptografia
AES e relatorios de Situational Awa-
reness (GPS), permitindo versatili-
dade ao usuario;

b) plano 75KHz AES MACA GPS (RF-
-7800V-HH): semelhante ao an-
terior, porém com uma largura de
banda maior (75 KHz), apresenta
criptografia e relatérios de Situatio-
nal Awareness (GPS);

c) plano 75K MACA RNDIS Interface
(RF-7800V-HH): este plano apre-
senta a largura de banda de 75 KHz
e ainda a interface RNDIS ativada,
pela qual o usuario podera transmi-
tir dados via dispositivos USB;

d) plano Advanced Retransmission
(RF-7800V-HH): neste plano se rea-
liza a retransmissdo de dados atra-
vés de uma rede LAN, onde dois
conjuntos de radios poderédo estar
localizados em locais distantes mas
conectados via uma rede cabeada,
internet ou fibra optica.

Esses sdo exemplos de planos onde
T € possivel observar o emprego do MACA, po-

rém ha outras situagcdes nas quais os pacotes
de confirmacao e solicitagdo (CTS e RTS) néao
sdo necessarios. Quando ha o emprego so-
mente de fonia o fabricante recomenda a de-
sabilitacdo do MACA. Por exemplo:

a) plano long range MELP AES (RF-
-7800V-HH): neste plano, o fabri-
cante apresenta uma configuragao
para enlaces a longo alcance com
0 equipamento, onde o MACA esta
desabilitado, € empregada a potén-
cia maxima do radio (High), a menor
largura de banda (25 KHz) e o re-
curso MELP, um codificador de voz
ideal para sinais analdgicos de bai-
xa qualidade;

b) plano Dual PTT Voice Only (RF-
-7800V-HH): semelhante ao ante-
rior, porem com habilitacdo do PTT
duplo.

CONCLUSAO

O protocolo MACA pode ser utiliza-
do para reducdo da taxa de erros em equipa-
mentos radio, fornecendo uma solugédo para
redugdo da congestdo e colisdo de pacotes
através do seu mecanismo de confirmacao
e requisi¢cdo. Porém cabe ao usuario decidir
quando aplicar este recurso, priorizando dados
ou fonia. A fabricante HARRIS fornece alguns
exemplos de planos onde o usuario pode veri-
ficar o melhor uso do protocolo.

MACA: THE ACCESS CONTROL PROTO-
COL THAT ALLOWS DATA TRANSMIS-
SIONS IN HARRIS TACTICAL RADIOS

ABSTRACT. THis worRk ExPLORES THE MACA
(MuLtipLe Access wiTH CoLLISION AVOIDANCE)
FEATURE AVAILABLE ON HARRIS EQUIPMENT, A
PROVIDER OF RADIOS FOR THE BRAZILIAN ARMY.
INITIALLY A BIBLIOGRAPHICAL RESEARCH WAS DONE
REGARDING THE PROTOCOL, ITS MODE OF OPERATION
AND ITS LIMITATIONS. AFTER, IT WAS VERIFIED HOW THE
PROTOCOL IS USED IN THE RADIO, ITS DIFFERENCES
AS TO ITS ORIGINAL DESIGN AND THE BEST FORM OF
USE. THE PAPER CONCLUDES BY POINTING OUT THAT
THERE ARE SEVERAL APPLICATIONS, SUGGESTED BY



THE MANUFACTURER ITSELF, WHERE IT IS POSSIBLE
TO EXPLOIT THE RESOURCE WITH PRODUCTIVITY,
ESPECIALLY WHEN DATA TRANSMISSION AND PHONICS
ARE DESIRED. HOWEVER, THE USER MUST UNDERSTAND
WHEN TO ALSO GIVE UP THE PROTOCOL, ACCORDING TO
THE USE THAT INTENDS TO MAKE OF THE EQUIPMENT,
SINCE THIS CAN MAKE UNFEASIBLE LONG-RANGE LINKS.

Keyworps: MACA, LINKS. ACCESS CONTROL.
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EFEITO COLATERAL CAUSADO PELO EMPREGO DO
INTERFERIDOR ANTI-DRONE SCE 0100 (IACIT) EM REDES
WI-FI OUTDOOR
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RESUMO: O uso DE DRONES EM ACOES TERRORISTAS, VISANDO ATINGIR AGLOMERACOES DE PESSOAS,
PRINCIPALMENTE EM GRANDES EVENTOS, TORNOU-SE UMA PREOCUPAGCAO DAS AUTORIDADES PUBLICAS. No BRASIL,
PARA GARANTIR A SEGURANCA DA POPULACAO EM EVENTOS COMO AS OLIMPIADAS, O EXERCITO BRASILEIRO UTILIZA
BLOQUEADORES DE SINAIS (JAMMERS) DE RADIOFREQUENCIA CAPAZES DE ATUAR NO SISTEMA DE CONTROLE DA
MAIORIA DOS DRONES DISPONIVEIS NO MERCADO COM O INTUITO DE PRODUZIR UM “ESCUDO DE PROTEGCAO” NAS
AREAS COM MAIOR CONCENTRACAO DE PESSOAS. ESTE TRABALHO PROPOE ANALISAR, POR MEIO DE TESTE DE
CAMPO E MODELOS DE PROPAGACAO, QUAL O IMPACTO DO USO DESSES BLOQUEADORES, DENTRO DE UM CENARIO
URBANO, EM REDES WI-FI OUTDOOR, TENDO EM VISTA QUE A FREQUENCIA DA MAIORIA DOS CANAIS DE CONTROLE
DOS MODELOS ATUAIS DE DRONES TRABALHAM NA MESMA FAIXA DE FREQUENCIA QUE ROTEADORES USADOS EM
REDES WI-FI.

PaLAavRAS-cHAVE: BLOQUEADOR ANTI-DRONE. INTERFERENCIA EM REDES WI-FI outpoor. PabrAo 802.11.
SCE 0100 — IACIT.

INTRODUGAO

O uso de drones como atividade recre-
ativa ou mesmo profissional se tornou bastante
comum nos dias atuais. Porém, a popularidade
desse dispositivo traz a possibilidade de se im-
plementar uma arma que pode ser encarada
como uma ameaca terrorista em eventos inter-
nacionais de grande porte (OLIVEIRA, 2015).
Um ataque terrorista, em um grande evento
como a copa do mundo ou as olimpiadas, utili-
zando um drone, pode ter grandes proporgoes
e expor o despreparo das for¢cas de seguranga
envolvidas (OLIVEIRA, 2015).

Para este problema existem solucoes
no mercado. A empresa americana Liteye Sys-
tem, por exemplo, desenvolveu um sistema
composto por cameras de alta definigao, rada-
res e bloqueadores direcionados de ondas de
radio que sao capazes de detectar, monitorar
e impedir o voo de Drones. Esse sistema ficou
conhecido como “Raio da Morte” (DEFESA-
NET, 2016).

Nas olimpiadas de 2014 e na copa do
mundo de 2016, eventos internacionais sedia-
dos pelo Brasil, as forcas armadas brasileiras
foram as responsaveis pela seguranca destes
eventos. Com a finalidade de combater acdes

terroristas que envolvam o uso de drones o
exército brasileiro adquiriu um equipamento
Interferidor (Jammer), especificadamente de-
senvolvido para atuar no canal de controle dos
principais modelos de drones disponiveis no
mercado. Este interferidor é capaz de bloquear
o sinal de radio que controla o drone, fazendo
com que o aparelho cesse voo ou simplesmen-
te fiqgue desorientado (DEFESANET, 2016).

Grande parte dos drones utiliza como
canal de controle as faixas de frequéncias nao
licenciadas destinadas a transmissao de sinais
Wi-Fi. Portanto, o uso de interferidores de ra-
diofrequéncia pode causar interferéncia em
dispositivos  Wi-Fi localizados dentro de sua
area de atuagao (ARAUJO, 2017).

O uso de interferidores foi autorizado
pela ANATEL devendo ser restrito em opera-
¢cOes especificas, episddicas, urgentes e tem-
porarias em situagdes de risco potencial ou
iminente de acbdes necessarias a preservagao
da ordem publica e da seguranca das pessoas
e do patriménio (DEFESANET, 2016).

O objetivo desse artigo € mostrar, por
meio de testes de campo e modelos de propa-
gacgao, a atuagcédo de um sinal interferente ge-
rado pelo equipamento SCE 0100, da empresa



IACIT e seu efeito indesejavel para uma rede
Wi-Fi, causando transtornos para o cidadao
comum que esta conectado em um roteador
Wi-Fi outdoor, ou até mesmo em redes do tipo
ponto a ponto que atendem a grandes empre-
sas.

O trabalho encontra-se estruturado em
cinco secodes. A secdo Il apresenta uma dis-
cussao sobre o uso de drones em agdes ter-
roristas evidenciando o uso de interferidores
como contra medidas a essas agdes. A secao
[l apresenta um estudo sobre o padrao de re-
des sem fio IEEE 802.11. O equipamento SCE
0100-D, utilizado como interferidor neste estu-
do, € apresentado em termos de caracteristi-
cas técnicas na secao IV. O teste de campo,
analise e discussé&o dos resultados obtidos s&o
apresentados na secado V. Na sec¢ao VI, séo
apresentadas as principais conclusdes sobre o
trabalho realizado e perspectivas de trabalhos
futuros.

1 A AMEACA DRONE

Os drones ou VANT’s (Veiculo Aéreo
N&o Tripulado) podem ser definidos como
qualquer objeto que se desprenda do chao e
seja capaz de se sustentar na atmosfera com
proposito diferente de diversao (OLIVEIRA,
2015). De pequeno porte sdo capazes de su-
portar cargas proximas de 8 kg e voar com
uma velocidade de 30 km/h, a uma distancia
de 2000 metros do seu ponto de controle e com
uma autonomia de até 25 minutos (OLIVEIRA,
2015). Um aparelho assim, carregando algum
componente quimico, como um acido ou até
mesmo um explosivo, se usado em locais com
grande aglomeragao de pessoas, pode causar
um grande estrago.

E facil encontrar exemplos reais do
quanto é dificil identificar e interceptar um
drone. Em 2015, um drone conseguiu invadir
acidentalmente a casa branca, nos EUA, sem
que nenhum alarme fosse acionado. Durante o
ocorrido, cogitou-se a possibilidade de um ata-
que terrorista, sendo descartada apés a locali-
zacao do proprietario do aparelho que relatou

ter perdido o controle do mesmo (LEONNIG,
2015). Em abril de 2015, no Japdo, um drone,
carregando material radioativo, conseguiu pou-
sar no telhado do escritério oficial do primeiro
ministro japonés. O responsavel pelo aparelho
era um ativista japonés que queria protestar
contra o uso de energia nuclear (SHANKER,
2015).

Devido a grande parte das pessoas
usarem seus drones como hobby e com o intui-
to de baratear e simplificar o sistema, a maio-
ria desses aparelhos utiliza, em seu canal de
controle, as faixas de frequéncias ISM (Indus-
trial Sientific and Medical). Trata-se de bandas
reservadas internacionalmente para o desen-
volvimento industrial, cientifico e médico. Es-
sas bandas foram definidas em 1985 pelo FCC
(Federal Communications Commission), 6rgao
regulador da area de telecomunicagdes e ra-
diodifusdo. Este 6rgao reservou uma parte do
espectro de frequéncia para desenvolvimentos
livres, sem a necessidade de licenciamento,
definindo somente normas para limitagao de
poténcia de transmissao e técnicas de modu-
lagdo dentro destas faixas (TELECO, 2017).
No Brasil, a ANATEL (Agéncia Nacional de Te-
lecomunicagdes) regulamenta sobre o uso de
equipamentos de radiocomunicacédo de radia-
¢ao restrita por meio da resolucéo n ° 506 de 1°
de julho de 2008, onde s&o definidas as faixas
de frequéncias ISM, bem como a poténcia ma-
xima permitida para equipamentos que usem
essas frequéncias.

Alguns drones mais sofisticados dis-
pdem de recursos de navegagao por meio de
GPS ( Global Positioning System, Sistema de
Posicionamento Global) onde seu trajeto pode
ser pré-estabelecido e o voo ser executado
sem a necessidade de um operador. Esse sis-
tema também é usado em caso de perda do
sinal de controle fazendo com que o aparelho
possa pousar em local pré-definido. Esse tipo
de controle de drones n&o sera alvo de avalia-
¢ao nesse artigo.




2 PADRAO DAS REDES SEM FIO IEEE
802.11

Devido a implementacdo de varias
tecnologias que permitiram uma maior taxa
de transferéncia de dados por meio de ondas
eletromagnéticas, técnicas de seguranga mais
robustas e a diminuicido de custos, as redes
sem fio ou Wi-Fi passaram a fazer cada vez
mais parte do nosso cotidiano. Além de serem
flexiveis e de facil instalagao, € cada vez mais
perceptivel a substituicdo das redes cabeadas
pelas redes sem fio (NARDIN, 2008).

O IEEE (Institute of Electrical and Elec-
tronics Engineers) € o 6rgao responsavel pela
definicdo do padrdo usado para redes locais
sem fio, denominado WLAN ( Wi-fi Local Area
Network), padrao 802.11. Esse padrao deveria
atender a algumas premissas basicas, como
suportar diversos canais; sobrepor diversas
redes na mesma area de canal; apresentar
robustez com relagdo a interferéncia; possuir
mecanismos para evitar nds escondidos; ofe-
recer privacidade e controle de acesso ao meio
(BARIZON, 2005).

O padrao 802.11 especifica a camada
de nivel fisico e seu controle de acesso e pode
ser comparado com o modelo OSI conforme
ilustrado na Figura 1. Os padrdes de redes lo-
cais sem fio, WLAN, foram definidos pelo IEEE
especificando somente a camada fisica e a ca-
mada de enlace. Esse estudo ficara restrito a
nivel da camada fisica das redes sem fio.

FIGURA1- Comparagao do padrao 802.11

com o RM-OSI (BARIZON, 2005).
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A camada fisica esta relacionada ao

servico de transmissdo do radio. E nela que
sado definidos os parametros do tipo do sinal
transmitido, tais como a frequéncia, a largura
de banda do canal, a modulagéo, a filtragem
entre outros (BARIZON, 2005). Basicamen-
te, ela é responsavel por transmitir os bits por
meio do canal de comunicagdes, definindo to-
das as especificacbes elétricas e mecanicas.
Tem como principal fungdo a modulagdo do
sinal para ser transmitido pela onda eletromag-
nética. Além disso, também realiza a técnica
de espalhamento espectral (Spread Spectrum)
com o intuito de proteger o sinal contra interfe-
réncias (SIRUFO, 2004).

O nivel fisico pode ser empregado de
trés formas, sendo duas de radiofrequéncia ba-
seadas na técnica de espalhamento espectral
chamadas de FHSS (Frequency Hopping Spre-
ad Spectrum — espalhamento espectral por
salto de frequéncia) e DSSS (Direct Sequence
Spread Spectrum — espalhamento espectral
por sequéncia direta) e uma por transmissao
de infravermelha difusa (SIRUFO, 2004).

Apesar de permitir uma maior taxa de
transferéncia de dados a transmissao infraver-
melha possui um comprimento de onda mui-
to pequena o que acaba refletindo em pouco
poder de penetracgao, restringindo seu alcance
a cerca de 10 metros em visada direta. Essas
caracteristicas tornam seu uso inviavel para
redes sem fio fazendo que a transmisséo por
radiofrequéncia se torne o padrao adotado em
redes sem fio.

Atécnica de espalhamento FHSS, ilus-
trado na Figura 2, consiste na divisdo da banda
disponivel em varios subcanais. A transmisséo
ocorrera em curtos intervalos de tempo, onde
a estacdo transmissora e a receptora sao sin-
cronizadas para saltar entre os subcanais em
uma sequéncia pseudo-aleatéria pré-determi-
nada. No Brasil a largura de banda disponivel
na faixa de frequéncia ISM de 2,4 GHz (83,5
MHz) foi dividida em 83 subcanais, nos quais
pelo menos 75 desses devem ser utilizados.
No caso de um canal estar sobre interferén-
cia, os dados sdo retransmitidos somente no
préximo salto ou quando for encontrado um



subcanal limpo. Devido a faixa de frequéncia
utilizada ser bastante poluida pelo uso de apa-
relho microondas, telefones sem fios e outros
equipamentos essa técnica possui baixa taxa
de transmissao de dados que podem chegar a
no maximo a 2 Mbps (BARIZON, 2005;SIRU-
FO, 2004).

FIGURA 2 - Diagrama frequéncia vs. tempo em

FHSS (SIRUFO, 2004).
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Na técnica de espalhamento DSSS
cada bit recebe um cdédigo padrdo chamado
CHIP antes de ser transmitido. Esse codigo é
conhecido somente pela estagdo transmisso-
ra e receptora o que torna a transmissao mais
dificil de ser interceptada. A adicdo do cdodigo
torna mais eficiente a corregao de erros sem a
necessidade de retransmissdo e também dis-
tribui o sinal ao longo de toda a faixa disponi-
vel, tornando-o mais robusto e confiavel.

A técnica DSSS também opera na fai-
xa de frequéncia ISM de 2,4 MHz divididos em
14 canais de 22 MHz de largura de banda com
intervalos de 5SMHz entre eles. Desse modo as
frequéncias acabam sendo compartilhadas fa-
zendo com que as redes operando em canais
muito proximos acabam se interferindo mutua-
mente (BARIZON, 2005;SIRUFO, 2004).

FIGURA 3 - Divisdo dos canais na faixa de 2,4
GHz da técnica DSSS (TELECO,

2017).
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cas de transmissao foram previstas no padrao
802.11 original. Ao longo do tempo, por meio
de novas técnicas ou de combinagbes das ja
existentes, mudancas na faixa de frequéncia
de operacao e dos coddigos empregados, va-
rios sub-padrées foram criados pelo proprio
IEEE, com a finalidade de se aumentar a velo-
cidade de transmissao, a confiabilidade e a ro-
bustez contra interferéncias do sistema. Entre
padroes desenvolvidos, destacam-se como o0s
mais usados 0s seguintes:

802.11a: trabalha na faixa de frequén-
cia ISM de 5 GHz em 8 canais de radio e per-
mite uma taxa de transferéncia de dados de
até 54 Mbps por canal. Utiliza a técnica OFDM
(Orthogonal Frequency Division Multiplexing)
onde a largura de banda disponivel é dividida
em 52 diferentes frequéncias, sendo 48 para
dados e 4 para sincronizagdo. Como vantagem
apresenta melhor imunidade por trabalhar a fai-
xa dos 5 GHz (menos sinais interferentes), po-
rém é incompativel com outros padrées 802.11
ja existentes além de ter um alcance menor e
maior custo dos equipamentos (STANGARLIN,
2012).

802.11b: foi o primeiro padrao utilizado
em grande escala (chegou ao mercado antes
do 11a) e trabalha na faixa de frequéncia ISM
de 2,4 GHz. Permite uma taxa de até 11 Mbps
utilizando a técnica de transmissao DSSS com
um alcance maximo estimado em 300 metros.
Tem custo dos equipamentos baixo e compa-
tibilidade com outros padrées 802.11 dispo-
niveis. Como desvantagem trabalha em uma
faixa de frequéncia mais poluida sendo assim
mais suscetivel a interferéncias (STANGAR-
LIN, 2012).

802.11g: opera na faixa de frequéncia
ISM de 2,4 GHz, associando duas técnicas de
modulagao, a DSSS e a OFDM (é o que difere
do padrao 11b). Permite uma taxa maxima de
54 Mbps adaptativa, onde, ao aumentar a dis-
tancia de transmissao, a taxa de dados tende
a cair mantendo-se a estabilidade do sinal. O
emprego da modulagdo OFDM (melhor eficién-
cia na utilizagdo da banda passante) permitiu

velocidades iguais ao padréo 11a mesmo ope- /4> ¢




rando na frequéncia de 2,4 GHz e o mesmo
alcance do padrdao 11b, o qual é compativel
(STANGARLIN, 2012).

802.11n: esse padrao foi criado com
0 objetivo de atingir velocidades de transmis-
sdo maiores do que as redes cabeadas (100
Mbps), além de melhorar o alcance e a con-
fiabilidade. Para isso foi implementado melho-
rias nos algoritmos de transmissao e a técnica
MIMO (Multiple-Input, Multiple-Output) permi-
tindo o uso de varios fluxos de transmisséo e
recepcao de forma paralela (varias antenas
para transmitir e receber). Tudo isso aumentou
a velocidade de transmissao para 300 Mbps e
ainda dobrou o alcance. No padrdao 11n pode
se operar com canais com largura de banda
de 40 ou de 20 MHz (nesse caso com redugéo
da velocidade), e com frequéncias de 2,4 e 5
GHz, o que o torna compativel com os demais
(STANGARLIN, 2012).

Percebe-se que a introducido da téc-
nica de modulacdo OFDM melhorou substan-
cialmente a velocidade nas transmissdes de
dados nas redes sem fio.

Ao contrario do que se vé em varias
literaturas, o OFDM n&o se trata de uma técni-
ca de multiplexagdao como a FDM (Frequence
Division Multiplexing) e a TDM (Time Division
Multiplexing) que agregam sinais distintos para
serem transmitidos por um unico meio. Trata-
-se de uma evolugdo do FDM. Na multiplexa-
cao FDM as frequéncias das subportadoras
necessitam de serem afastadas uma das ou-
tras (bandas de guarda), impedindo que os si-
nais enviados sofram interferéncia mutua. No
OFDM, esse espagcamento ndo € necessario,
uma vez que as frequéncias das subportadoras
se sobrepdem umas nas outras ortogonalmen-
te, tornando-as independentes e possibilitando
a identificagcado de cada subportadora pelo re-
ceptor de modo seguro. Na pratica, ocorre uma
racionalizacdo do uso do espectro, o que per-
mite aumentar a taxa de transmissao de dados
com a mesma banda disponivel, conforme ilus-
trado na Figura 4 (CAVALCANTI, 2009). Entre
as principais vantagens do uso do OFDM se

,“®\ destacam a maior capacidade de transmissao

e a robustez aos ambientes com desvaneci-
mento seletivo em frequéncia. Como desvan-
tagem apresenta dificuldade de sincronismo
das subportadora e sensibilidade aos desvios
de frequéncia (TELECO, 2017).

FIGURA 4 - (a)Espectro com oito subportadoras
associadas em FDM e (b) Espectro
com oito subportadoras associadas

em OFDM (TELECO, 2017).
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3 O INTERFERIDOR SCE 0100 - IACIT

O produto SCE 0100, ilustrado na Fi-
gura 5, da fabricante IACIT & apresentado em
quatro diferentes modelos. O modelo SCE
0100-D utilizado em aplicacdes contra drones,
SCE 0100-C usado em aplicagdes contra co-
municagao celular, SCE 0100-R voltado para
aplicagdes contra RCIED (Remote Controlled
Improvised Explosive Device) e o SCE 0100-
M empregado em aplicagbes portateis contra
RCIED e comunicacado. Como o foco deste tra-
balho sdo aplicacbes voltadas a interferéncia
de drones o modelo SCE0100-D tem suas ca-
racteristicas discutidas nesta secgao.

O SCE0100-D (DroneBlocker) possui
capacidade de bloquear e/ou interferir através
dos 6 (seis) canais independentes, Tabela |, e
com capacidade de operar simultaneamente,
disponiveis ao longo das faixas de frequéncia
comumente utilizada em controles remotos
de drones. A acao de bloqueio é realizada por
meio de um sinal interferente que realiza uma
varredura em toda a faixa de frequéncia do ca-
nal em que estiver operando. A taxa de var-
redura por cada canal é prevista em manual e
também apresentada na Tabela I.



FIGURASS -

Interferidor SCE 0100 (IACIT, 2017)

TABELA 1 - Canais de interferéncia do modelo
SCE 0100-D (IACIT, 2016).
Canal | Faixa de Freq Poténcia de Taxa éer\éarre—

[MHz] saida [W] [uis]
1 27-75 1/10/100 100
2 433-470 1/10/100 100
3 902-928 1/10/50 100
4 GPS L1/L2/L5 1/10 20
5 2400-2500 | 1/5/10/25/50 150
6 5700-5900 1/15 50

Devido as altas velocidades de varre-
dura a visualizagdo no analisador de espectro
mostra uma interferéncia de barragem em toda
a banda do canal em operacido, conforme a
Figura 6. E importante destacar que, segundo
o0 manual do fabricante, 95% dos drones mais
comuns operam nas faixas de frequéncia de
2,4 e 5,8 GHz (canais 5 e 6). Essas faixas de
frequéncia sao as mesmas usadas nas redes
sem fios no Brasil e por isso se tornaram alvo
desse estudo.

FIGURA 6 - Visualizagdo da realizacdo de uma
interferéncia no Canal 1 (IACIT,

2016).

D0 - SCE-100 (VL117568)
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Canal 4

Quanto a antena utilizada para trans-

missdo do sinal interferidor, o equipamento
possui dois tipos: uma antena direcional, que
atende os dois canais (5 e 6) e duas antenas
omnidirecionais, nesse caso uma para cada
canal, conforme Figura 7. A antena direcional
permite que o operador do interferidor minimi-
ze os efeitos colaterais indesejados apontan-
do-a para alvo (drone), poupando dessa forma
possiveis redes sem fio que estejam ao redor
da antena de transmissao do jammer. Por esse
motivo, as analises realizadas nesse estudo
serao feitas utilizando antenas omnidirecionais,
onde nao € possivel ter o controle da emisséo
do sinal interferente. A antena omnidirecional
utilizada para o canal 5, conforme Figura 7(a)
também atende os canais 2, 3 e 4. Ja a antena
vista na Figura 7(b) atende somente ao canal
6. Suas caracteristicas elétricas estdo apre-
sentadas na Tabela 2.

FIGURA 7 - (a) Antena omnidirecional para a
frequéncia de 2,4 GHz (Canal 5) e

(b) Antena omnidirecional para a

frequéncia de 5,8 GHz (Canal 6).

TABELA 2 - Caracteristicas elétricas das ante-
nas utilizadas pelo SCE 0100-D (IA-

CIT, 2016).
Antena omnidirecional para os canais 2,3,4 € 5

452-468 MHz (Canal 2)
Faixas de frequéncia 790-960 MHz (Canal 3)
g 1710-2170 MHz (Canal 4)
2300-2700 MHz (Canal
5)
Ganho 3 a6 dBi
Polarizacao Vertical
VSWR < 2,51
Angulo de meia poténcia o
. 360
(horizontal)




Antena omnidirecional para 0s canais 2,3,4 € 5

Angulo de meia poténcia 25°
(vertical):

Antena omnidirecional para o canal 6
Padrao de irradiacao Omnidirecional
Faixa de frequéncia 5700-5900 MHz

Ganho 6 dBI
Polarizagao Vertical
VSWR < 1,5:1
Angulo de meia poténcia 360°
(horizontal)
Angulo de meia poténcia o
) 25
(vertical)
4 TESTE DE CAMPO

A.Relagdo Jammer/Signal (J/S)

A relagao J/S (Jammer/Signal) deter-
mina quantas vezes a poténcia do sinal in-
terferidor € maior que o sinal alvo, conforme
ilustra a Figura 8. Essa relagdo € comumente
expressa em dB. Para ser eficiente em uma in-
terferéncia sobre um sinal digital, necessita-se
que a relagao J/S seja igual a 0 dB e que seja
realizada pelo menos durante 1/3 do tempo em
que o sinal a ser bloqueado esteja transmitin-
do. Nessas condicoes, as informagdes que vao
chegar ao demodulador ja estarao degradadas
o suficiente para que seja interrompida a co-
municagao de um sinal digital (BRASIL, 2012).

FIGURA 8 - Relacao J/S (BRASIL, 2012).
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B. Setup de Teste

O teste realizado tem como objetivo
verificar a possibilidade do equipamento SCE
0100-D interferir em uma comunicagao entre
dois dispositivos que se comunicam através
de uma rede Wi-Fi. Sendo assim, realizou-se
a montagem de um setup de teste conforme

ilustrado na Figura 9. O equipamento SCE
0100-D foi posicionado a 200 metros de um
notebook e um roteador, sendo estes posicio-
nados proximos um do outro uma distancia de
1,5 metros. O roteador utilizado foi o modelo
D-Link DIR-600, cujas caracteristicas técnicas
sdo apresentadas na Tabela 3. Em relacédo ao
interferidor, a antena utilizada foi ilustrada na
Figura 7 (a). Imagens do Setup de teste podem
ser observadas na Figura 10.

FIGURA9 - Esquema de teste de campo.

L

Notebook

SCE 010
Roteador
TABELA 3 - Caracteristicas técnicas do roteador
D-Link, modelo DIR — 600 (DIR-600,
2010).
Fabricante D-Link
Modelo DIR - 600
Padroes Wi-Fi 80211b/g/n
Frequéencia de funciona- 54 GHz 3 2.497 GHz
mento

Poténcia nominal 14 dBm +/-2.dB

Quantidade de antenas 1 (nao removivel)

Ganho de antena 5 dBi

Antes do inicio do emprego do interfe-
ridor realizou-se o teste de conectividade entre
o roteador e o notebook, o qual apresentou o
resultado esperado de perda nula de pacote de
dados, conforme ilustrado na Figura 11.



FIGURA 10 - Detalhe antena omnidirecional in-
terferidor SCE 0100 — IACIT e inter-
feridor SCE 0100 — IACIT.

Status conexdo Wi-Fi com interferi-
dor desligado.
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C.Resultados e discussoes

O teste consistiu em observar o status
da rede com o interferidor ligado, inicialmente
com 1Watt de poténcia. Em sequéncia a po-
téncia do sinal interferidor, cuja banda foi de
100MHz (2,4 a 2,5 GHz), foi aumentada gra-
dativamente para 5, 10, 25 e 50 Watts. Para
cada valor de poténcia do sinal interferidor um
novo teste de conectividade da rede Wi-Fi era
realizado entre o roteador e o notebook. Os
resultados observados sao apresentados na
Tabela IV. Observa-se que a comunicagao de
dados entre o roteador e notebook, sob as con-
dicdes de setup, sofre interferéncia para um si-
nal interferidor com nivel de poténcia maior ou
igual a 40dBm. A Figura 12 apresenta o status
do teste de conectividade entre o roteador € o
notebook para sinal interferidor com nivel de
poténcia de 40 dBm.

TABELA 4 - Resultados de teste de campo.
Poténcia | Poténcia | Distancia Interferéncia
[W] [dBm] [m]
1 30 Nao
5 37 Nao
10 40 200 Sim
25 44 Sim
50 47 Sim

O teste de campo comprovou que o
equipamento SCE 0100 realmente causa inter-
feréncias em redes Wi-Fi. Percebeu-se ainda
que, nem mesmo a técnica de espalhamento
espectral utilizada pelos dispositivos Wi-Fi, que
oferece certa robustez diante de interferéncias,
foi capaz de permanecer imune ao sinal inter-
ferente.

FIGURA 12 - Status conexao Wi-Fi sendo interfe-
rida.
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No manual de operacdo do software
planejador de missdes do equipamento SCE
0100, em sua base teodrica, encontra-se um
modelo de atenuagao no espaco livre para dis-
tancias de até 200 metros entre o interferidor e
seu alvo, com visada direta, dado por

L =32,45+20-log,o|d (km)}+20-1og,,[ £ (MHz)] )

onde d é a distancia em km entre o
transmissor e o receptor e f a frequéncia do
sinal transmitido em MHz. O manual também
apresenta um modelo de propagag¢ao dado por

PJ'=P£+(Gr+Gr_L1_Lr)_L @)

onde Pr & a poténcia de recepcao, Pt
€ a poténcia de transmissdao Gt e Gr sao os
ganhos das antenas de transmissao e recep-
¢ao, respectivamente, e Lt e Lr sdo as perdas
em cabos e conectores dos sistemas de trans-
missdo e recepgao, respectivamente (IACIT,




2016).

Definida a distancia e frequéncia do si-
nal pode-se por meio de (1) obter a atenuagao
no espaco livre para o setup de teste, sendo
este valor de 86,254 dB. Em seguida é pos-
sivel obter a poténcia recebida pelo roteador
por meio de (2). Considerando os valores de
ganho, perdas e poténcia de transmisséo apre-
sentados na Tabela V e a atenuacé&o calculada
anteriormente, obtém-se como poténcia de re-
cepcao -39,854 dBm. Em tese, de acordo com
o teste realizado, essa € a poténcia necessaria
no alvo para interromper a comunicagao entre
o roteador e o notebook. Esse nivel de sinal
passa a ser o valor de referéncia para que haja
interferéncia.

TABELA 5 - Dados praticos dos equipamentos.

Antena Omnidirecional do SCE 0100
Ganho | 45 dBi (valor médio)
Antena roteador
Ganho | 5 dBi (data sheet)
Cabo de transmissao do SCE 0100
Atenuagao | 0,5 dB/m (5 metros)
Conector SCE 0100

0,3 dB/conector (2 co-
nectores)

Interferidor SCE 0100
Poténciade X | 10W (40 dBm)
Frequéncia de Operacao
Roteador (2,45 GHz)
Freq. Média

Atenuacao

SCE 0100 (2,4 a 2,5 GHz)

ApOs a realizagao do teste, constatou-
se que o equipamento SCE 0100 realmente é
capaz de provocar um efeito colateral indese-
javel em redes Wi-Fi durante o seu uso normal
(atuar tendo como alvo os drones). Com a fi-
nalidade de se obter a distancia maxima que a
interferéncia causada pelo SCE 0100-D pode
alcancar, dentro das condicbes colocadas em
teste, por meio de (1) e (2) e com os dados
disponiveis & possivel encontrar tal distancia.
Para isso, adota-se o valor de poténcia rece-
bida que permite causar interferéncia no alvo,
neste caso Pr =-39,854 dBm. Para determinar
0 maximo alcance utiliza-se a poténcia maxi-
ma fornecida pelo equipamento SCE 0100-D

=, €M sua saida, ou seja, 50 W/47 dBm. Logo,

obtém-se uma distancia de 448 metros o que
supostamente seria capaz de gerar uma regiao
de interferéncia conforme ilustrado na Figura
13.

FIGURA 13 - Regidao de interferéncia efetiva
com 50 W de poténcia (BARBOSA,

2017).
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E importante observar que esses da-
dos, em tese, s6 teriam validade nas mesmas
condi¢des em que foi realizado o teste de cam-
po, NO caso, a visada direta entre o interferidor
e o roteador, sendo esse com caracteristicas
semelhantes ao D-Link DIR 600.

CONCLUSOES

O presente trabalho apresenta um es-
tudo pratico sobre a interferéncia do equipa-
mento SCE 0100- D, utilizado em aplicacdes
contra drones, em redes Wi-Fi proximas. Neste
contexto, foram apresentadas algumas situa-
¢des que demonstram como os drones podem
ser utilizados em atividades terroristas. Estu-
dou-se o padrao das redes sem fio IEEE 802.11
e alguns aspectos da camada fisica deste pa-
drdo. O equipamento interferidor SCE 0100-D
também teve suas caracteristicas estudadas.
Em sequéncia foi realizada a configuracao de
um setup de testes que permitiu obter o nivel
de poténcia minima do sinal interferidor capaz
de impedir a comunicagao de dados entre um
roteador e um notebook.

Durante a realizagao do teste verificou-
se que o equipamento realmente causa inter-
feréncias em conexdes Wi-Fi. O referido teste
também trouxe, em tese, uma distancia maxi-
ma de referéncia para que haja interferéncia
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quando reproduzidas as condi¢des definidas
no teste executado (visada direta e roteador
D-Link DIR-600). Essa distancia foi definida
em aproximadamente 448 metros e pode ser
considerada pelos planejadores e operadores
quando o equipamento for empregado em um
cenario urbano, onde o efeito indesejavel de
interferéncias em redes Wi-Fi comerciais e do-
mésticas € mais provavel.

O teste de campo levou em considera-
¢cao a interrupcgao total da conexado Wi-Fi entre
um roteador e um notebook. Porém, em uma
interferéncia externa em uma conexao Wi-Fi
que nao seja forte o suficiente para causar a
interrupcao do sinal, pode levar a uma perda
consideravel na qualidade do canal, causando
lentiddo para o usuario. Dentro dessa otica, &
valido considerar que os efeitos colaterais po-
dem ser muito superiores aos 448 metros le-
vantados.

Como trabalhos futuros propde-se a
realizacdo de um estudo de interferéncia aci-
dental em redes Wi-Fi indoor pelo uso do in-
terferidor SCE 0100-D, simulagdo da area de
interferéncia causada pelo interferidor e o estu-
do e obtencao da distancia maxima de atuacéao
do interferidor com o uso de antena direcional.
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DEEPWEB: ANONIMATO?

Cap Luiz PauLo LoPEs bos SANTOS
Pés-graduado em Guerra Cibernética

RESUMO. O uso DA INTERNET POSSIBILITOU O SURGIMENTO DE “SECOES” QUE NAO SAO ACESSADOS POR
SITES DE BUSCA COMO 0 GOOGLE E BING, HOSPEDANDO ASSIM SITES DE FORMA ANONIMA, SEM REGISTRO ALGUM,
DANDO ORIGEM A Deep WEB. MOTORES DE BUSCA COMO O (GOOGLE CONTAM COM PROGRAMAS CHAMADOS
DE RASTREADORES QUE REUNEM INFORMACOES SEGUINDO TRILHAS DE HIPERLINKS QUE LIGAM TUDO QUE ESTA
NA INTERNET, ISSO E CHAMADO DE INDEXACAO. ESSA ABORDAGEM FUNCIONA ADEQUADAMENTE AS PAGINAS
QUE COMPOEM A SURFACE WEB, QUE SERIA COMPOSTA POR TODO CONTEUDO VISIVEL DA INTERNET (SITES E
CONTEUDO EM GERAL), QUE PODE SER VISITADO E INDEXADO POR RASTREADORES NOS MECANISMOS DE BUSCA,;
POREM ESSES PROGRAMAS TEM DIFICULDADES EM PENETRAR BANCOS DE DADOS QUE NAO SAO CONFIGURADOS
PARA RESPONDER A CONSULTAS DIGITADAS PELOS USUARIOS QUE REALIZAM ESTA BUSCA. A Deep WEB (TAMBEM
CHAMADA DE DeepneT, WEB INvisiVEL, UNDERNET ou WEB OCULTA) E COMPOSTA POR TODO CONTEUDO QUE
NAO ESTA NA SurRFACE WEB, OU SEJA, E TUDO QUE NAO ESTA INDEXADO POR FERRAMENTAS DE BUSCA PADRAO,

TRAZENDO UM NOVO MODO DE UTILIZARMOS A REDE.

PaLAVRAS-CHAVE: SEGURANCA CIBERNETICA. COMPORTAMENTO HUMANO. ENGENHARIA SOCIAL.

INTRODUGAO

Segundo Paganini(2012), o Deep Dark
WEB é um lugar misterioso, onde se faz o ano-
nimato, chamado pelo autor de hacker’s Para-
dise, sendo a porg¢ao do ciberespacgo inacessi-
vel por muitos aspectos.

As regras e os procedimentos validos &

para a Surface Web, que corresponde a parte
da internet que € indexada, ou seja, todos os
sites e bancos de dados que sio reconhecidos
por sites de busca como o Google, o Yahoo,
Bing, sdo muitas das vezes alterados, e onde
0s mecanismos de busca através de seus ras-
treadores nao conseguem identificar o que é
site e 0 que nao € na Deep Web.

Para um melhor entendimento, pode-
-se fazer analogia a um Iceberg, figura 1, como
€ mostrado pelo site Brandpowder, onde os
buscadores sao navios sob a superficie do mar
com todo o conhecimento indexado a sua dis-
posicao, e a Deep Web é a zona profunda do
mar, pela qual navegam os hackers anonima-
mente.

Como fala Bergma, (2001), CEO da
Structured Dynamics LLC, um dos fundadores,
diretor de tecnologia e presidente da Corpo-
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FIGURA 1 - CONCEITO DA DEEP WEB
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racao Bright Planet, os mecanismos de busca
utilizam numa pagina na internet uma espé-
cie de scanner, varrendo todo o site com seus
computadores até achar outros sites no qual
o primeiro site faz referéncia, ou possui links
relacionados.

Novamente, é feito outro vasculha-
mento que parte destes novos sites encontra-
dos, analisando as paginas da Web e seguindo
os links contidos nelas, como um usuario faz
ao navegar na Internet. Eles avangam de link
em link e transmitem, aos servidores do Goo-
gle, os dados destas paginas da Web, relacio-
nando todos os sites que s&o encontrados e
registrados.



Esses sites sao registrados nos bus-
cadores a fim de tornar visivel o site aos me-
canismos de busca. Outra forma dos motores
de busca obterem estes sites, ocorre quando
o autor do site apresenta as suas proprias pa-
ginas da Web para serem listadas diretamente
por um motor de busca.

Na Deep Web, os sites ndo seguem
obrigatoriamente a mesma métrica de regis-
tro. Sites simplesmente sao criados e ativados
sem nenhuma espécie de registro. Sem infor-
magdes, os buscadores ndo tem como saber
de onde sé&o os sites, muito menos como acha-
-los a fim de indexa-los e torna-los visiveis.

Paginas que nao possuem referén-
cias ou links que as identifiquem, e apresen-
tam conteudo textual codificado em arquivos
multimidia (imagem ou video) ou formatos de
arquivo especificos, acabam atuando como
verdadeiros mecanismos de bloqueio de aces-
S0 ao seu conteudo. Estas paginas tornam-se
invisiveis aos scanners de rede, chamados de
web crawlers, e ndo sdo manipulados pelos
motores de busca.

Os motores de busca ndo conseguem
encontrar ou recuperar o conteudo da Deep
Web porque muitas das fontes da Deep Web
necessitam de consulta direta aos seus ban-
cos de dados, e esses motores n&o sao cons-
truidos para fazer isso.

1 UTILIZAGAO DA DEEP WEB

Segundo os criadores da tecnologia,
pessoas usam o Tor (um navegador da internet
de software livre e de codigo aberto que pro-
porciona o anonimato pessoal ao navegar na
Internet e em atividades online) para acessar
a Deep Web, a fim de impedir que sites ras-
treiem seus familiares, evitar a identificagao
ao se conectar a sites de noticias, servigos de
mensagens instantaneas ou similares, quando
se encontram bloqueados pelos seus provedo-
res de Internet. Jornalistas usam o Tor para se
comunicarem de forma mais segura com con-
tatos, como afirmado por Quintin (2014).

As organizagbes nao-governamentais
(ONGs) usam o Tor para que os seus traba-
Ihadores possam se conectar ao seu site, en-
quanto estdo em um pais estrangeiro, sem
notificarem que estdo trabalhando com essa
organizagao.

Servigos ocultos do Tor permitem aos
usuarios publicar web sites e outros servigos
sem a necessidade de revelar a localizacao
do site. Um ramo da marinha americana usa
Tor para recolher informagao de fonte aberta,
e uma de suas unidades usou Tor enquanto
operava no Oriente Médio recentemente como
afirma Levine (2014).

Parte da populagdo, usa o anonima-
to para quebrar a censura, e usufruir do livre
acesso a internet e a privacidade de conversa,
usufluindo do meio sem quebrar conceitos le-
gais e/ou morais.

No entanto, existe também o uso que
¢ ilegal, conforme apresentado no comego do
trabalho. O usuario que navega na Deep WEB
esta mais propenso, mesmo que acidental-
mente, a ser direcionado a sites de conteudo
ilegal ou impréprio. Na Deep WEB todo cuida-
do é pouco.

O uso ilegal da Deep Web é o que
causa preocupagao aos governos e o cidadao
comum. Mesmo quem a conhece evita usa-la,
com vistas a evitar a vinculacido de seus no-
mes as atividades ilegais associadas a este
meio, como mosta a Figura 2.

Figura 2 Site de contratacédo de assassina-

tos na Deep Web
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Na Deep Web, como os sites podem




“\lizagéo do homicidio, e chegou até o local onde

ser criados dentro de total anonimato, sem sa-
ber onde esta o servidor ou quem € o dono,
muitas pessoas usam essa oportunidade para
realizarem atividades ilicitas, como afirma Go-
mes (2017), que vao desde a venda de drogas
até contratacido de assassinatos.

Em 2 de outubro de 2013, o FBI (Fede-
ral Bureau of Investigation) fechou um famoso
site de venda de drogas da Deep Web chama-
do Silk Road o qual teria vendido drogas, mo-
vimentando mais de 1,2 bilhdes de ddlares. A
existéncia do site foi revelada em 2011 e nao
podia ser acessado sem a intervencao do na-
vegador Tor como disse Greenberg (2013).

Segundo Altieres Rohr (2013), quando
um servi¢co na rede Tor € criado, ele é cadas-
trado na rede e o site ndo registra o enderecgo
real de seus visitantes. A Bitcoin (moeda virtual
andnima irrastreavel), fazendo uso desse ano-
nimato, tornou o site Silk Road popular, como
afirma o site “buybitcoinworldwide”.

Se o anonimato era tado importante
para um dos sites mais famosos de venda
de drogas da Deep Web, como o FBI chegou
ao dono do site? Simples, por intermédio
da engenharia social! Dois clientes do site
ameacgaram divulgar informagdes sobre seus
usuarios. Alias, um deles era ex-funcionario do
Silk Road.

Figura 3 Site Silk Road de venda de drogas

na Deep Web

O dono do site, Ross William Ulbricht,
teria contratado um assassino de aluguel, ser-
vico que também pode ser achado na Deep
Web, para mata-los e acabar com as ameacas.
Porém, o assassino de aluguel era na verdade
um agente secreto do FBI, que falsificou a rea-

o ex-funcionario do site estaria.

Outros erros foram cometidos por
Ulbricht, tal como participar de féruns on-line
nao andnimos, publicando enderegcos com o
nome de seu site Silk Road, usando inclusive
seu e-mail pessoal para que interessados
entrassem em contato para colaborar com seu
“projeto”.

Ulbricht usou seu e-mail pessoal no fo-
rum, também se cadastrou em sites para pro-
gramadores e pediu ajuda para criar cédigos
relacionados ao uso de servigos ocultos na
rede Tor. Em redes sociais divulgou por conta
propria o Silk Road, o que facilitou ainda mais
sua identificacédo pelas autoridades.

O relato exposto caracteriza bem
o maléfico uso da deep web e, como o site
DailyMail (2011) apresentou, ndo se trata de
mau uso isolado do ambiente anénimo. Em
dada ocasiao, o grupo de hackers Anonymous
publicou 190 IPs de usuarios acusados de pra-
tica de atividades ligadas a pedofilia, exemplos
que reforcam o mau uso da Deep Web.

Verificou-se, que, embora tenha havido
esforcos de autoridades americanas em pren-
der o dono e fechar o site Silk Road na Deep
Web em 2011, o site voltou a ativa, verificado
no més de setembro de 2014, com o0 nome de
Silk Road 2.0, e que mantém todas as ativida-
des normalmente, incluindo também a venda
de materiais eletrénicos, livros, quadros, alco-
ol, jéias, entre outros. Consegue-se achar dife-
rentes tipos de sites na Deep Web, pode-se até
encontrar uma réplica do site Facebook, que
na Deep Web se chama “Torbook”, e até mes-
mo uma réplica do Twitter, “Twitter Clone”.

2 ANONIMATO SEGURO?

Percebe-se que, quer sejam agentes
governamentais ligados a atividade de inteli-
géncia ou agentes macomunados em praticas
ilegais, o anonimato é um fator extremamente
relevante na deep web, mas é apenas uma das
preocupacdes de seus usuarios.

Segundo Mitnik (2018), a eficiéncia



de qualquer sistema de segurancga esta dire-
tamente relacionada aos usuarios do sistema.
O fator humano sempre sera o elo fraco na ca-
deia e, portanto, o mais explorado. Segundo
essa logica, e conforme comprovagdes supra-
citadas, mesmo o ambiente hermeticamente
criado para produzir anénimato é incapaz de
fazé-lo, porquanto seus usuarios sempre dei-
xam rastros que os identificam.

Por exemplo, ndo adianta se preocu-
par com o anonimato da rede se forem come-
tidos erros de se expor na Surface Web, como
utilizar e-mails particulares em blogs na Deep
Web, utilizar nomes verdadeiros, divulgando
assim a sua identidade dentro de uma rede
criptografada.

A criptografia da rede Tor s6 funciona
dentro da rede junto com os nds de entrada ou
0s nos intermediarios. O grande problema da
criptografia da rede Tor s&o os nés de saida.
Esses nos de saida decriptografam o conteudo
para fazer a integracdo com o site no qual se
faz a comunicacao.

Ou seja, um provavel usuario que este-
ja tentando ver o conteudo que esta trafegado
na rede, tem apenas que ficar no né de saida
do Tor, cuja lista esta disponivel publicamente,
e ver o conteudo dos dados que esta trafegan-
do com um analisador de trafego.

Para corrigir isso, € necessario usar
uma criptografia fim a fim, como o SSL. Como
no préprio site do ToR-Project fala, o navega-
dor Tor é uma solugao parcial a anonimidade.

Acredita-se que grande parte desses
nds de saida sdo vigiados por governos para
saber o que esta tramitando na rede, a fim de
verificar o conteudo do trafego, como cita Al-
tieres Rohr (2014), editor do site de seguranga
Linha Defensiva, quando fala que a internet in-
teira nasceu de um projeto das forcas armadas
norte-americanas e que a intengao nao € “co-
locar uma pedra no préprio sapato”.

Rohr ainda fala que a NSA (National
Security Agency) tem uma missao conflitante,
pois precisa possuir a capacidade de espionar

as comunicagoes, e caso a tenha em larga es-
cala, provavelmente agentes adversarios tam-
bém a terdo, o que colocara a seguranga na-
cional dos Estados Unidos em risco.

Em prol disso, Altieres Rohr afirma que
os chamados “n6s de saida” sdo controlados
pela NSA e outras agéncias de espionagem.
Tais agéncias tém acesso a todo o conteudo
gue sai e entra na rede, funcionando para ocul-
tar a origem das comunicag¢des, mas nao pro-
tege conteudo algum.

Em seu artigo para a Wired Magazine,
Zetter (2007) expde que um consultor de segu-
ranca de computadores sueco Dan Segerstad
revelou nomes de usuario e senhas de mais
de 100 contas de e-mails usados por vitimas,
através da informacgao do acolhimento de cinco
nods Tor de saida colocados em locais diferen-
tes na internet.

Segundo Zefter (2007) Dan Segerstad,
disse em entrevista que:

E aprovado pelo EFF (Electronic
Frontier Foundation), organizacao
sem fins lucrativos sediada em San
Francisco, Califérnia, cujo objetivo
declarado é proteger os direitos de
liberdade de expressdo, e outros
grupos de defesa das liberdades ci-
vis como método de denunciantes e
os trabalhadores de direitos huma-
nos para se comunicar com 0s jor-
nalistas, entre outros usos.

Porém, como ja foi dito aqui, o Tor so-
mente promove a anonimidade ndo sabendo
de onde vem a informagdo, mas para o seu
conteudo também ser anbnimo, precisa da
criptografia SSL.

No dia 30 de Julho de 2014, a rede
Tor sofreu um ataque que tentou expor seus
usuarios. No post de seu blog oficial em 2014,
a equipe do ToR-Project afirma ter identifica-
do alguns computadores, que voluntariamente
aderiram ao sistema (os chamados “relays”),
tentando identificar seus usuarios.

Segundo TOR Security Advisory
(2014):

Parece que eles estdo mirando em




pessoas que operam ou acessam 0s
servigos andnimos do Tor. O ataque
envolveu em modificagcbes em pro-
tocolos, exigindo ‘ataques de confir-
macao de trafego’.

Esse ataque foi uma tentativa de loca-
lizar a origem do trafego através dos noés que
compdem a rede, a equipe do ToR-Project des-
cobriu que os “relays” entraram na rede em 30
de janeiro de 2014 e foram removidos no dia 4
de julho de 2014. O post no blog oficial diz:

como nao sabemos quando co-
mecou o ataque, os usuarios que
usaram servigcos andnimos nesse
periodo devem presumir que foram
afetados.

Como resposta, ToR-Project avisa que
removeu os “relays” dos quais tomou conhe-
cimento, atualizou o software de seu navega-
dor (e aconselha seus usuarios a realizarem o
mesmo procedimento).

CONCLUSAO

Para navegar na rede oculta de
computadores, concluiu-se que o0 mais
importante € incorporar procedimentos de
salvaguarda e seguranga, tais como:

* ndo instalar addons, (recursos adicio-
nais que complementam um progra-
ma), pois podem ter falhas ou vulne-
rabilidades;

* acessar somente sites que tenham
criptografia HTTPS (protocolo HTTP
com Security) o qual fornece cripto-
grafia dos dados tramitados entre a
maquina e o site no qual esta se fa-
zendo O acesso; e

nao abrir documentos através do na-
vegador, pratica comum em alguns
e-mails, como, por exemplo, o Gmail
e 0 Hotmail, que o usuario pode vi-
sualizar e editar arquivos no proprio
Browser, sem fazer o download para
a maquina.

Acessar a Deep Web, é utilizar um SO
chamado Tails, que foi desenvolvido para que

seus usuarios acessem a rede Tor, e se mante-
nham andnimos na internet, com algumas ca-
racteristicas que favorecem esse anonimato.

Caso a navegacao seja realizada sem
seguir esses cuidados, pode ocorrer a quebra
do anonimato ou causar contaminagcdo na
maquina, fortalecendo o acumulo de rastros da
navegacao.

Também pode haver a danificagcao
da maquina por algum malware que tenha se
obtido durante a navegacdo da Deep Web,
caso isso ocorra, € recomendado a formatacéo.

A Deep Web ainda € um territorio
digital pouco estudado e por demais
mistificado. O advento da guerra cibernética
e a crescente preocupacgado dos governos com
a segurancga virtual de suas infraestruturas
criticas, certamente, promoverdo, maiores
e diversificados estudos, a respeito desse
espaco, ainda, pouco explorado.

DEEP WEB: ANONYMITY?

ABSTRACT. THE USE OF THE INTERNET ALLOWED
THE APPEARANCE OF “PLACES” THAT ARE NOT AC-
CESSED BY SEARCH ENGINES SUCH AS GOOGLE AND
BING, THUS HOSTING ANONYMOUS SITES WITHOUT ANY
REGISTRATION GIVING RISE TO Deep WEB. SEARCH
ENGINES LIKE GOOGLE RELY ON PROGRAMS CALLED
CRAWLERS THAT GATHER INFORMATION BY FOLLOWING
TRAILS OF HYPERLINKS THAT LINK EVERYTHING THAT IS
ON THE INTERNET, IT'S CALLED INDEXING. THIS APPRO-
ACH WORKS PROPERLY TO THE PAGES THAT MAKE UP
THE SURFACE WEB, WHICH IS FORMED BY ALL THE
CONTENT OF THE INTERNET, SITES, CONTENT IN GENE-
RAL, THAT CAN BE VISITED AND INDEXED BY CRAWLERS
IN THE SEARCH ENGINES; BUT THESE PROGRAMS
HAVE DIFFICULTIES IN PENETRATING DATABASES THAT
ARE CONFIGURED TO RESPOND TO QUERIES TYPED BY
USERS WHO PERFORM THIS SEARCH. THE DEep WEB
(ALso cALLED DeepNeT, INvisiBLE WEB, UNDERNET
oR WEB HIDING), IS COMPOSED OF ALL CONTENT THAT
IS NOT ON THE WEB SURFACE, THAT IS, IT IS ANYTHING
THAT IS NOT INDEXED BY STANDARD SEARCH TOOLS,
BRINGING A NEW HOW TO USE THE NETWORK.

Keyworps: CYBER SECURITY. HUMAN BEHAVIOR.
SocliAL ENGINEERING.
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PROCESSO DE AVALIAGAO EM CURSOS E ESTAGIOS
GERAIS DAS LINHAS DE ENSINO MILITAR BELICO,
COMPLEMENTAR E DE SAUDE, NO EXERCITO

Jose ERLAN NUNEsS MATiAs
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RESUMO. ESTE TRABALHO CONSISTE EM ANALISAR A CONCEPCAO DOS MONITORES E INSTRUTORES COM
RELACAO AO PROCESSO DE AVALIACAO NA APRENDIZAGEM EM SALA DE AULA, ASSIM COMO CONFRONTAR SEUS
CONCEITOS E IDEIAS COM AS DOS AUTORES - PESQUISADORES DO ASSUNTO EM QUESTAO. A EXPERIENCIA DOS
CURSOS E ESTAGIOS REALIZADOS, BEM COMO A LITERATURA PESQUISADA, FORAM AS PRINCIPAIS FERRAMENTAS
UTILIZADAS PARA A ANALISE. PARA CONHECER AS OPINIOES DOS INSTRUTORES E MONITORES — DO SISTEMA
DE ENSINO DO EXERCITO NO QUE TANGE OS CURSOS E ESTAGIOS GERAIS DAS LINHAS DE ENsINO MILITAR
BELico, COMPLEMENTAR E DE SAUDE — FOI REALIZADO UM QUESTIONARIO COM CINCO PERGUNTAS. ESTE TEMA E
EXTREMAMENTE IMPORTANTE, POIS MUITAS VEZES EXCLUIMOS ALGUNS ALUNOS QUE APRESENTAM POTENCIALIDADES
AINDA NAO DESCOBERTAS POR CAUSA DE DISTORCOES NO PROCESSO ENSINO-APRENDIZAGEM, CUJA AVALIACAO
FAZ PARTE. FOI OBSERVADO QUE BOA PARTE DOS INSTRUTORES E MONITORES UTILIZAM A AVALIACAO APENAS PARA
DAR NOTAS AOS SEUS ALUNOS, BEM COMO GUARDAR AS INFORMACOES OBTIDAS COMO UM SIMPLES DOCUMENTO
DE COMPROVAGAO DE CAPACIDADES DOS ALUNOS. A IDEIA DISTORCIDA DA AVALIAGCAO E AINDA UMA REALIDADE EM
NOSSO SISTEMA EDUCACIONAL, MAS E VERDADE TAMBEM QUE O INSTRUTOR TEM AINDA PODER DENTRO DA SALA
DE AULA, O MESMO PODE MUDAR O PAPEL COERCITIVO DA AVALIACAO E TORNAR ESSE INSTRUMENTO MAIS EFICAZ.

PaLAvRAS-CHAVES: AVALIACAO. PROFESSOR. APRENDIZAGEM.

INTRODUGCAO dores da educagao como: Vasconcellos (2007),
Méndez (2002) e Romao (1998) com intuito de
contribuir, ndo s6 na quantidade, mas também
qualitativamente na analise do processo ava-
liativo. Vale destacar a pesquisa realizada na
legislacdo e nas normas utilizadas pelos Estb

Ens em seus cursos e estagios.

A ideia de que a nota abaixo da média
em uma avaliagdo (exame) é fruto da incapa-
cidade ou ignorancia do aluno ainda é uma re-
alidade presente em nossos Estabelecimentos
de Ensino (Estb Ens). Nao se leva em consi-
deracao outros fatores que podem interferir no

processo de aprendizagem do discente, que
muitas vezes desiste de aprender por diversos
motivos. Um deles é a énfase exagerada na
avaliagcdo, como se fosse o principal objetivo
do processo ensino-aprendizagem, tornando o
sentido de avaliar distante do real objetivo. Se-
gundo Vasconcellos:

Avaliagdo € um processo abrangen-
te da existéncia humana, que implica
uma reflexao critica sobre a pratica,
no sentido de captar seus avancgos,
suas resisténcias, suas dificuldades
e possibilitar uma tomada de deci-
sbes sobre o que fazer para superar
os obstaculos. (2007, p.53)

Diante dessa problematica, ha uma
vasta pesquisa sobre o0 assunto. Para esse tra-
balho foram consultadas literaturas de pensa-

O tema escolhido para anadlise foi o
seguinte: processo de avaliagdo em cursos
e estagios gerais das linhas de ensino militar
bélico, complementar e de saude, no Exército
Brasileiro. O instrumento de avaliacao utilizado
pelo docente tem uma importancia significati-
va no processo ensino-aprendizagem, quan-
do utilizado com objetividade e conhecimento,
pois além de mostrar qual o real entendimento
dos alunos com relacdo a um determinado as-
sunto, pode mostrar falhas quanto aos méto-
dos educacionais utilizados em sala de aula.
Para Méndez (2002, p.36), sob o ponto de vista
construtivista com relagdo ao ensino-aprendi-
zagem, concordamos que o bom trabalho rea-
lizado em sala de aula ira refletir positivamente
na avaliagao.



A pesquisa foi realizada através de
ferramenta de pesquisa online (google drive),
cujos sujeitos da pesquisa foram os monitores
e instrutores que lecionam em Estabelecimen-
tos de Ensino do Exército. Os estabelecimen-
tos assim como os nomes dos docentes nao
serdo divulgados.

Para a coleta de informacdes foi utiliza-
do um questionario de pesquisa com questdes
abertas, como também uma pesquisa biblio-
grafica. As questdes tinham por objetivo anali-
sar as concepgdes dos docentes no processo
de avaliagdo da aprendizagem e confronta-las
com as dos autores pesquisados.

1 PROFESSOR X AVALIAGAO

Para iniciar o nosso estudo, devemos
destacar a avaliacdo formativa que tem como
papel principal trabalhar a servico do conhe-
cimento, diferente daquela avaliagdo que ape-
nas promove a competicdo e o individualismo.
Como afirma Méndez (2002, p.29):

Conforme se entenda o conhecimen-
to, a avaliacao vai - deve ir - por uns
caminhos ou por outros. E, quando a
desligamos do conhecimento, nds a
transformamos em uma ferramenta
meramente instrumental que serve
para tudo, embora realmente valha
para muito pouco no campo da for-
magcao integral... .

A avaliagdo ndo dever ser um instru-
mento apenas para atribuir nota e guarda-la
como registro, mas sim para superar os erros
tanto do docente quanto do discente e buscar
eliminar o paradigma da exclusdo e nao-co-
nhecimento. No quadro 1 podemos observar

QUADRO 2 - Avaliagao da aprendizagem

as respostas dadas pelos docentes para a pri-
meira pergunta formulada.

QUADRO 1 - Legislagbes e normas

O senhor conhece as legislacoes e normas uti-
lizadas no processo de Avaliacao da Aprendiza-
gem no Sistema do Exército?

Instrutor n2 1 Sim
Instrutor n2 2 Sim
Instrutor n2 3 Sim
Instrutor n 4 Nao
Instrutor n2 5 Sim

Fonte: o autor, 2017.

Essa pergunta teria como objetivo
saber qual parcela dos docentes conhece as
normas utilizadas no processo de avaliagao.
E de extrema importancia entender e conhe-
cer os métodos utilizados nas avaliagdes, pois
todos eles tém uma finalidade. Dependendo
do elemento atitudinal, ficaria dificil utilizar de-
terminado instrumento avaliativo, tornando-o
ineficaz. Para melhoria continua desse aspec-
to, seria interessante os Estb Ens seguirem o
que consta no artigo 41, do Regulamento de
Preceitos Comuns aos Estabelecimentos de
Ensino do Exército (R-126): “O Corpo Docen-
te frequentara, anualmente, estagios de atuali-
zagao pedagodgica e administragdo escolar’. E
de grande valia manter o quadro de docentes
atualizado quanto aos preceitos e ferramentas
pedagdgicas utilizados nos cursos e estagios,
com isso deixando mais claro o sentido da ava-
liacdo. Os docentes muitas vezes desconhe-
cem as modalidades da avaliagao, bem como
seus instrumentos, mesmo conhecendo as
normas presentes nas legislagdes. Propiciar
momentos de discussdo entre os docentes e
mediadores, facilitara a compreensao dos ele-
mentos do processo ensino-aprendizagem.

O que significa avaliar a aprendizagem em sala de aula?

Professor n2 1

Quantificar o conhecimento adquirido pelos instruendos

Professor n® 2

Serve como um feedback que ajuda a nortear os proprios métodos de ensino

Professor n° 3

Verificar se o0 aluno consegue realizar a atividade ao nivel de competéncia a
que a instrucao foi proposta

Professor n® 4

Verificar se os discentes estao assimilando o contetdo




O que significa avaliar a aprendizagem em sala de aula?

Professor n® 5

dizagem

E um meio pelo qual a instituicao tende melhorar o processo ensino-apren-

Fonte: o autor, 2017.

Segundo Romé&o (1998, p.34),

se tentarmos levantar os diversos
conceitos de avaliagdo da aprendi-
zagem, certamente encontraremos
tanto quantos s&o seus formulado-
res (ROMAO, 1998).

Pode-se verificar nas respostas obti-
das, mas o que é notavel também em algumas
respostas € a definicdo da avaliagdo da apren-
dizagem através dos seus objetivos: comparar,
acompanhar, observar, quantificar, mostrando
que o conceito do assunto abordado é ainda
muito vago por boa parte dos docentes.

Esse trabalho nao pretende de forma
alguma definir genuinamente o conceito de
avaliacdo, mas sim mostrar as diversas con-
cepcgdes que ha a respeito do tema.

Como as definicbes para a avaliagao
sao diversas, estamos expondo as concep-
¢des de pesquisadores renomados nessa area
de pesquisa, para que possamos entender me-
Ihor e com respostas mais densas, o assunto
abordado.

QUADRO 3 - Instrumentos de avaliagédo

Observa-se nas respostas que boa
parte dos docentes acredita que a avaliagao
nao tem relagédo alguma com o professor, como
se ela nao reproduzisse falhas no processo de
ensino. Verifica-se que avaliar esta muito mais
para medidas do que analises pedagdgicas.
De acordo com Méndez (2002, p.13),

em termos precisos, deve-se enten-
der que avaliar com intengao forma-
tiva nao € o mesmo que medir, nem
qualificar e nem sequer corrigir; ava-
liar tampouco é classificar, exami-
nar, aplicar testes (MENDEZ, 2002).

A avaliacdo devera ser uma troca,
onde poderiamos analisar a realidade dos dis-
centes e verificar suas necessidades profis-
sionais e pessoais, bem como reorientar para
uma aprendizagem melhor e para a melhoria
do sistema de ensino. Aqui entra o papel do
envolvimento de todo corpo docente do Estb
Ens, formado, de acordo com o artigo 37 do
Regulamento de Preceitos Comuns aos Esta-
belecimentos de Ensino do Exército (R-126),
pelo comandante, subcomandante, instrutores
e monitores. O quadro 3 apresenta as respos-
tas da terceira pergunta feita aos docentes.

Qual(is) instrumento(s) que o senhor utiliza para avaliar os instruendos? Por qué?

instrumentos.

Objetivo: analisar quais os instrumentos de avaliacao os docentes utilizam e por que os utilizam. A
intencao da pergunta era tambem verificar se tinha algum objetivo ou finalidade a utilizacao desses

Professor n2 1

Prova escrita ou pratica. Avalia com alto grau a meritocracia.

Professor n2 2

Palestra, demonstracao, exercicios individuais e avaliacao. Entendo que sao as
melhores maneiras de se obter um bom resultado

(o]
Professor n 3 do conteldo transmitido

Atividade pratica por permitir ao instrutor visualizar se houve a compreensao

Professor n® 4 Provas

Professor n® 5

Exercicio individual para avaliar o militar em si, e exercicios em grupo para ava-
liar os instruendos de maneira geral

Fonte: o autor, 2017.

Apos analise das respostas dos pro-
fessores, nos quadros, pode-se deduzir que,
para avaliar, os docentes utilizam diversos ins-
trumentos, variando assim a forma de analisar,

onde contribui para uma avaliagdo mais demo-
cratica e qualificada. A utilizagcdo somente de
apresentacao oral pode ser muito proveitosa
para “Joao”, mas existem diversas competén-
cias que devem ser analisadas em Joao, isso



quando o principal objetivo da avaliagéo é ana-
lisar, acompanhar e verificar a aprendizagem
do aluno. Esse mesmo instrumento utilizado
com Jodo pode nao ser adequado para “José”.
Claro que a sua deficiéncia tem que ser tra-
balhada pelo professor, mas ha qualidades
neste que tem de ser descobertas e desenvol-
vidas, pois, s6 assim, € possivel empreender
o respeito pelo ser em crescimento. Por isso,
€ interessante a diversidade e finalidade dos
instrumentos de avaliagdo. Quem é o respon-
savel, em sala de aula, pelo desenvolvimento
do aluno na area afetiva, na criacdo, na argu-
mentacao etc., é o professor. Ele tem em maos
diversos instrumentos para possibilitar esse
processo de constru¢do. Podemos citar como
exemplo a entrevista que ocorre através do
didlogo e segundo Méndez (2002, p.107) per-
mite comprovar e valorizar, com base em uma
solida formacao por parte do docente, a con-
sisténcia do raciocinio, das aquisicbes e das

capacidades cognitivas do aluno.

Nas respostas dos docentes, s&o pou-
cos aqueles que apontaram objetivos na utili-
zagao dos instrumentos de avaliagdo, ficando
obscura a finalidade do processo.

Tornar independente o papel do do-
cente com relacao a avaliagao do conhecimen-
to em sala de aula é de grande valia por con-
tribuir, ndo so6 pela valorizagéo do profissional,
pois € ele quem esta analisando e contribuindo
para o desenvolvimento do aluno. E o docen-
te quem sabe a real necessidade do aluno; é
ele que, quando compreende suas atribuigdes,
ajuda na mediagdo aluno-conhecimento. Por
isso, € imprescindivel que ele esteja direta-
mente ligado ao processo ensino-aprendiza-
gem em sala de aula, para saber qual o instru-
mento mais adequado para avaliar o aluno. No
quadro 4, observa-se algumas respostas em
relagao a esse tema.

QUADRUO 4 - Responsabilidade pela sele¢cao dos instrumentos de avaliagao

seu Estb Ens? Vocé concorda? Justifique.

Em relagao aos instrumentos de avaliacao utilizados em sala de aula, responda: Quem os determina em

Professor n2 1 .
ferramenta a utilizar

O monitor da matéria. Sim. Da liberdade ao monitor para verificar qual € a melhor

Professor n2 2

Vem determinado no PlaDis. Na maioria das vezes, discordo

Professor n2 3

Os formais, sao determinados conforme Plano de Disciplinas, ainda assim, 0 como
sera feito € proposto pelo instrutor, mediante aprovacao da Divisao de Ensino (STE).

Professor n® 4 | Secao de Ensino. Sim

Professor n® 5

O instrutor tem liberdade na escolha dos instrumentos a serem utilizados, sendo,
porém, fiscalizado e também avaliado pela secao técnica de ensino

Fonte: o autor, 2017.

O Estb Ens n&o perde suas responsa-
bilidades e atribuicdes no processo de apren-
dizagem, mas o principal responsavel por uti-
lizar e escolher os instrumentos de avaliacao
deveria ser o professor. A escola tem o papel
no processo avaliativo buscando ferramentas
de acordo com as necessidades dos docentes,
como também, analisar juntamente com o do-
cente se esse instrumento é de fato a ferramen-
ta mais adequada para acompanhar o aprendi-
zado do aluno. Os instrumentos utilizados na
avaliacao s6 fazem sentido quando propicia o
desenvolvimento do educando e do corpo do-
cente, refutando quaisquer correlagdes como
instrumentos de dominagao e exclusao.

Nota-se, de acordo com as respostas
dos docentes, que alguns Estb Ens participam
na escolha, independentemente da aprovacao
do instrutor e dos instrumentos avaliativos. E
comum escutar dos préprios docentes que o
Estb Ens cobra muito o conteudo programati-
co, deixando de lado a qualidade do aprendi-
zado, pois o que importa realmente é a quanti-
dade de informacgdes que aquele aluno detém.

Devemos descartar a ideia de que o
fracasso € uma questao que so atin-
ge o professor que se depara com
essa situacao e o aluno. O fracasso
escolar € um assunto da escola. Ai
esta o saber e o saber fazer reflexi-
vo do professor, que implicam tomar
as decisbes adequadas no momen-
to oportuno, em funcado das neces-




sidades do sujeito que aprende e
em virtude dos contextos nos quais
ocorre a aprendizagem, saber cien-

conhecimento e da implementacao
e do desenvolvimento do profes-
sor em seu exercicio profissional.

tifico de especialidade e saber dida-
tico de decisao e de aplicagcao, am-
bos constitutivos do carater préprio
e pertinente da profissionalizacao
docente. Nesse sentido, a avaliagcao
€ um ponto importante da pratica do

(MENDEZ, 2002, p. 87)

No quadro 5 estdo as respostas dos
docentes em relagcdo ao seu papel e do dis-
cente no processo avaliativo.

QUADRO 5 - Papéis pedagogicos
Qual é o papel do professor e do aluno no processo de avaliacao em sala de aula?

Docente: verificar a qualidade de seu ensino. Discente: verificar a qualidade de seus
estudos

Um tem a responsabilidade de adequar a instrucao ao objetivo da mesma e preparar
0 outro para que obtenha o conhecimento minimo necessario para alcancar tal obje-
tivo que sera refletido nas avaliagoes

Do docente: propor atividades que permitam ao aluno demonstrar a aquisicao da
competéncia desejada/proposta. Do aluno: preparar-se para adquirir tal competén-
cia, buscando contetdo nao apenas nas fontes propostas pelos instrutores e de-
monstrar seu dominio durante as avaliacoes

O professor tem a missao de passar o que sabe ao aluno e testa-lo com o intuito de
verificar se esta assimilando tudo. O aluno tem a obrigacao de apresentar o retorno
esperado pelo instrutor

O papel do professor € avaliar e assessorar o instruendo, o qual tera o papel de de-
monstrar, através dos meios utilizados na avaliacao, o conhecimento adquirido ou

Professor n® 1

Professor n 2

Professor n° 3

Professor n® 4

Professor n® 5

nao

Fonte: o autor, 2017.

O papel do professor no processo de
avaliacdo ndo € usar esse instrumento para
pressionar os alunos, muito menos utilizar para
impor a sua autoridade, o docente tem um pa-
pel a cumprir e numa avaliagao formativa esse
papel € importantissimo para vencer a barreira
da incapacidade profissional, onde se selecio-
na 0s mais capazes e exclui os problematicos.

[...] compromisso com a aprendiza-
gem efetiva de todos os alunos. Ser
professor ndo € ser mero transmis-
sor de informacdes; é garantir que
o aluno aprenda, é ser capaz de fa-
vorecer as condi¢cbes para a efetiva
aprendizagem por parte de todos os
alunos. Portanto, € fundamental o
aluno em suas dificuldades. (VAS-
CONCELOS, 2007. p. 126)

A concepc¢ao de educacgao esta direta-
mente ligada a avaliagdo e ambas s&o prati-
cadas e entendidas, segundo Méndez (2002,
p.121) como um continuum. Podemos verifi-
car essa concepgao no artigo 4° das Normas
para a Avaliagéo da Aprendizagem — 32 Edigao
(NAA — EB60-N- 06.004) que descreve a Ava-

liacdo Formativa como continua e como esta
se processando a aprendizagem, propiciando
mudancgas de rumos para o discente e para o
docente quando o resultado esperado nao for
atingido;

Verifica-se, nas respostas dos docen-
tes, que cada um tem a sua opinido e concep-
¢ao epistemoldgica com relagédo a aprendi-
zagem em sala de aula e essas concepgoes
caminham muitas vezes em paralelo ao pro-
cesso de avaliagao. De acordo com o que os
docentes afirmam, é facil entender que eles
conhecem, em parte, sua missdo em sala de
aula, basta saber se aplicam no seu cotidiano
escolar aquilo que teoricamente defendem e
conhecem.

Como defende Vasconcelos (2007,
p.126), o aluno tem de assumir um papel ativo
na constru¢ao de seus destinos e se compro-
meter com sua mudanga, € ndo apenas “con-
seguir nota para passar”. Analisando as ideias
de alguns docentes, podemos notar que o pa-
pel do aluno, no processo de avaliagao, con-



funde-se com o seu papel no processo ensi-
no-aprendizagem. Um dos professores citou a
autoavaliacéo e essa so6 é possivel se o aluno
entender seu papel no processo de avaliacédo
da aprendizagem e contribuir assim para que o
ambiente em sala de aula se torne mais propi-
cio ao aprendizado.

E muito proveitoso negociar com os
alunos a elaboragao da avaliagao, pois assim
o professor vence a barreira da imposicao e da
arrogancia, fazendo assim que tudo aquilo que
aconteceu no processo de aprendizagem nao
venha a quebrar a interacéo e as expectativas
do aluno (ROMAO, 1998, p. 76).

CONCLUSAO

Essa pesquisa teve a intengcdo de
buscar informagdes sobre as concepgdes de
docentes a respeito da avaliagdo em sala de
aula. Percebeu-se o quanto é dificil o entendi-
mento de avaliacio e a escolha de ferramentas
apropriadas para cada finalidade. Foi observa-
do durante a pesquisa o quanto se confunde
0 conceito de avaliagdo com seus objetivos.
Esse tema ainda é muito complexo no sistema
de ensino, avaliar muitas vezes exclui ao invés
de corrigir os erros. Vencer o fracasso pode
trazer o equilibrio e muitas vezes motivar os
alunos a buscarem respostas até entdo desco-
nhecidas ou nao assimiladas.

Usar caneta vermelha para mostrar os
erros € a melhor forma de correcéo? Essa for-
ma de avaliacdo apenas refor¢ga mais o papel
do professor e aluno a simples expectadores
do processo ensino-aprendizagem. NOSSO sis-
tema de avaliagao esta favorecendo o ser indi-
vidual em detrimento do ser social. Excluir ao
invés de incluir. Classificar a analisar. De fato
a avaliacédo esta muitas vezes distante do real
objetivo, mas se pensarmos nos processos de
selecao no mercado de trabalho, bem como no
processo para ingressar em uma universidade
podemos verificar que essa mudancga € muito
mais ampla e externa a sala de aula. Fica como
ideia para pesquisa posterior, entender as mo-
dalidades da avaliagao da aprendizagem, bem
como das ferramentas utilizadas nos cursos

e estagios gerais das Linhas de Ensino Mili-
tar Bélico, Complementar e de Saude, como
consta na portaria N° 202 - DECEx, DE 23 DE
NOVEMBRO DE 2016 que aprova as Normas
Para a Avaliagdo da Aprendizagem — 32 Edicao
(NAA — EB60-N-06.004), confrontando com as
ideias dos pesquisadores mencionados neste
documento.

EVALUATION PROCESS IN COURSES AND
GENERAL STAGES OF THE BELIEVING,
COMPLEMENTARY AND HEALTH MILI-
TARY TEACHING LINES IN THE BRAZILIAN
ARMY

ABSTRACT: THIS WORK CONSISTS OF ANALYZING
THE CONCEPTION OF MONITORS AND INSTRUCTORS
REGARDING THE EVALUATION PROCESS IN CLASSROOM
LEARNING, AS WELL AS CONFRONT THEIR CONCEPTS AND
IDEAS WITH AS AUTHORS OF PRODUCTS - RESEARCHERS
OF THE SUBJECT IN QUESTION. AN EXPERIMENT OF
COURSES AND INTERNSHIPS CONDUCTED, AS WELL AS A
RESEARCHED RESEARCH, WERE AS MAIN TOOLS FOR AN
ANALYSIS. TO ANALYZE THE IDEAS OF INSTRUCTORS AND
INSTRUCTORS - FROM THE ARMY TEACHING SYSTEM IN
WHAT IS A TEACHING COURSE AND GENERAL STAGES
ofF MiLiTARY, COMPLEMENTARY AND HEALTH MILITARY
EDUCATION - A QUESTIONNAIRE WITH FIVE QUESTIONS
WAS CARRIED OUT. AT THE SAME TIME THERE WERE
QUESTIONS sucH As: 1) Do you kNow ABOUT
LEGISLATION AND STANDARDS IN THE PROCESS OF
LEARNING ASSESSMENT IN THE ARMY? 2) WWHAT DOES
IT MEAN TO EVALUATE LEARNING IN THE CLASSROOM?
3) WHICH INSTRUMENT DO YOU USE TO EVALUATE THE
INSTRUCTORS? BECAUSE? 4) IN RELATION TO THE
EVALUATION INSTRUMENTS USED IN THE CLASSROOM,
ANSWER: WHO DETERMINES YOUR EDUCATIONAL
INSTITUTION? Do You AGREE? JusTIFY. 5) WHAT
IS THE ROLE OF THE TEACHER AND THE STUDENT
IN THE EVALUATION PROCESS IN THE CLASSROOM?
THIS TOPIC IS EXTREMELY IMPORTANT BECAUSE WE
OFTEN EXCLUDE SOME STUDENTS WHO HAVE ALREADY
BEEN DISCOVERED BECAUSE OF DISTORTIONS IN THE
TEACHING-LEARNING PROCESS. IT WAS OBSERVED THAT
A GOOD PART OF THE INSTRUCTORS AN ASSESSMENT
ONLY TO GIVE NOTES TO THEIR STUDENTS AS WELL AS
SAVE AS INFORMATION OBTAINED AS A DOCUMENT TO
PROVE AT THE END OF A COURSE OR INTERNSHIP, A
DISABILITY OF THE STUDENTS. THE DISTORTED IDEA OF
EVALUATION IS STILL A REALITY IN OUR EDUCATIONAL
SYSTEM, BUT IT'S TRUE, IT ALSO EXISTS IN YOUR
EDUCATION SYSTEM, BUT IT’S ALSO TRUE THAT YOU'RE
LOOKING FOR IT.

KeEYywoRDS: EVALUATION. LEARNING. TEACHER.
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O CONCURSO VERDE AMARELO E A REDE NACIONAL DE
EMERGENCIA DE RADIOAMADORES

DANIEL Moura FEeLIx CARDOSO
Pés-graduado em Operacdes Militares

RESUMO. ESTE TRABALHO APRESENTA O RADIOAMADORISMO, 0 CoNCURsO VERDE AMARELO (CVA) E A
Repe NacioNAL DE EMERGENCIA (RENER), DISPONDO SOBRE A PREPARAGAO FiSICA, TECNICA E MENTAL DOS
RADIOAMADORES, BEM COMO A PREPARAGAO DE SUAS ESTACOES, EM APOIO AS ACOES DE CALAMIDADE PUBLICA
NO BRASIL. A0 REUNIR ESTUDOS ACERCA DO RADIOAMADORISMO E SEU EMPREGO EM CALAMIDADES, PODEMOS
IDENTIFICAR AS POSSIBILIDADES E LIMITACOES DO SERVICO DE RADIOAMADORISMO, BEM COMO SUAS NECESSIDADES
E EMBASAMENTO JURIDICO PARA O SEU CORRETO EMPREGO. A INTENCAO DESSE ARTIGO FOI A DE CONSOLIDAR OS
CONHECIMENTOS E IDENTIFICAR A VALIDADE DOS ENSAIOS PRATICOS NO ESTABELECIMENTO DE UMA REDE NACIONAL
(POR INTERMEDIO DE UM CONCURSO DE RADIOAMADORES) COM A FINALIDADE DE MANUTENIR O PRONTO EMPREGO
EM SITUACOES DE EMERGENCIA. A REGULARIDADE DOS CONTATOS APRESENTADOS PELOS RADIOAMADORES NAS
DIVERSAS EDICOES DO CONCURSO VERDE AMARELO, TORNA POSSIVEL IDENTIFICAR ESTACOES DE RADIO FIXAS
PROXIMA A AREAS DE CALAMIDADE, OBJETIVANDO O ESTABELECIMENTO DE UMA REDE RADIO EMERGENCIAL.

PALAVRAS-CHAVE: RADIOAMADOR. CONCURSO VERDE AMARELO. REDE NACIONAL DE EMERGENCIA DE
RADIOAMADORES. CALAMIDADE PUBLICA.

INTRODUCAO implantacéo de uma rede de telecomunicacéao

o emergencial nesses momentos.
Até os anos 80, a viabilidade de se

possuir uma linha telefébnica em casa era qua-
se nenhuma, pelo valor dispendioso de adqui-
ri-la. Comumente, os mais afortunados cediam
as suas linhas residenciais para os vizinhos
efetuarem ou receberem ligagoes.

No ambiente militar, a grande capila-
ridade das Forgcas Armadas espalhadas pelo
territério nacional e a necessidade destas em
realocar seus recursos humanos, fez com que
os militares procurassem meios, para solucio-
nar o problema comunicagdo com seus familia-
res deixados em suas cidades de origem. Mui-
tas dessas cidades, sedes de Organizacoes
Militares, ndo possuiam cabeamento telefoni-
co ou centrais telefénicas que comportassem a
distribuicao de linhas pelas residéncias. Dessa
forma, a atividade de radioamadorismo passou
a ser amplamente utilizada nesse momento
de pré-evolugao da telefonia, por esta clas-
se que a cada dois, trés anos seguia destino
pelos diversos rincées deste pais. Por vezes,
as estagdes eram utilizadas por vizinhos, em

Com o aumento exponencial da troca
de informacgao, as pessoas sentiram a neces-
sidade de possuir uma forma mais econémica
e de confirmada eficacia para comunicar-se a
distancia. Dessa forma, a atividade de radio-
amadorismo teve largo emprego até o surgi-
mento e disponibilizagdo de tecnologias mais
favoraveis.

Em um momento de crise, na defe-
sa civil, considerando uma inundagdo ou um
deslizamento de terra, alguns dos servigos

basicos sdo suprimidos pela calamidade. Nor-
malmente, o servico de energia elétrica e de
comunicagdes sao interrompidos por causa
do mau tempo, destruigdo das linhas de trans-
missao de energia elétrica e de telefonia por
fio e, até mesmo, de telefonia celular por falha
nas antenas retransmissoras. Uma alternativa
muito utilizada e comprovadamente eficaz é o
emprego do radioamadorismo para a imediata

substituicdo ao servico telefébnico. Essa mes-
ma realidade foi vivenciada por funcionarios de
bancos federais e estaduais até a ampliagao
dos meios de comunicagdes publicos.

1 DESENVOLVIMENTO

O Radioamadorismo é uma atividade
voltada para o estabelecimento e o desenvol-



vimento de novas formas de telecomunicagdes
via radio e o estudo da propagacao das ondas
eletromagnéticas, na qual podem ser favore-
cidas quaisquer pessoas envolvidas no pro-
cesso. Ao longo do tempo, o radioamadorismo
atuou como solucéo alternativa ao alto custo
da telefonia publica, até a década de 80, até
assumir o viés emergencial, caracteristico do
estabelecimento das comunicacdes criticas
em momentos emergenciais como crises e ca-
lamidades.

Pode-se identificar o carater humani-
tario que permeia a atividade de radioamado-
rismo, no apoio aos 6rgéos de defesa civil e a
sociedade afligida pelas calamidades.

Nesse interim, a Rede Nacional de
Emergéncia de Radioamadores foi estabele-
cida para facilitar a organizagado e permitir o
exercicio do comando e controle, em situagdes
de crise, calamidade ou emergéncia.

Nesse sentido, o estabelecimento de
concursos de radioamadores contribuem para
o treinamento dos operadores, integragao en-
tre os participantes e manutencido da prépria
rede nacional de emergencial de radioamado-
rismo.

1.1 RADIOAMADORISMO

A preparagao para o ingresso na ati-
vidade de radioamadorismo exigia algum co-
nhecimento técnico e expertise na preparacao
da estacdo. Portanto, o candidato procurava
aprender com companheiros que ja utilizavam
0 servigo de radioamadorismo, realizando cur-
sos e buscando orientagbes em seus quartéis
com companheiros da area de comunicagdes.
Alguns militares iniciaram a atividade de radio-
amadorismo por intermédio da faixa do Cida-
dao, reconhecido oficialmente como Servigo
Radio do Cidadao. Tratava-se de um servigo
de telecomunicacgdes de interesse restrito, ex-
plorado no regime privado, para comunicagdes
de uso compartilhado entre estacdes fixas ou
moveis, utilizava a faixa de radiofrequéncia de
27 MHz, por meio da canalizacao de frequén-
cias com modo de operagdo unico (a fonia).

Sua principal finalidade era proporcionar comu-
nicagdes, atendendo situagdes de emergéncia
e transmitindo sinais de telecomando para dis-
positivos elétricos. Seu acesso ndo dependia
de comprovagao de conhecimentos técnicos,
pois 0 objetivo maior desse Servigo € permitir
a existéncia autbnoma e privada de meios de
telecomunicagdes, onde o Estado ainda nao
podia oferecer. Portanto, algo relativamente
embrionario e significativamente menor em
relacdo a capacitacao técnica dos radioama-
dores, diversidade de frequéncias e modos de
operacao que estes utilizam.

As provas de capacidade para o exer-
cicio da atividade de radioamadorismo envol-
vem questdes de ética e técnica operacional,
legislagao de radioamadorismo e, dependendo
da classe, quantidade de frequéncias, modo de
operacao e nivel de poténcia que se pretenda
utilizar, adicionam-se as provas de recepgao e
transmissdo em codigo morse e radioeletrici-
dade.

No Brasil, o radioamadorismo é dividi-
do em trés classes: A, B e C. Os radioamado-
res classe C possuem autorizagao para o uso
de determinadas faixas para operacdo e um
limite de 100w de poténcia. Os radioamado-
res classe B tem um acréscimo de faixas para
uso, além de um incremento na poténcia dos
equipamentos alcangando 1000w. Os radioa-
madores de classe A gozam dos mesmos direi-
tos dos radioamadores de classe B, podendo,
ainda, gerir estacdes radio de entidades, insti-
tuicdes escolares e estagoes repetidoras.

Muitos Radioamadores optaram em
comegar pela banda de PX ou logo apds a
aprovacao na prova de habilitagao ao servigo,
adquiriram um equipamento de menor custo,
uma vez que os equipamentos de radioama-
dorismo possuem um valor consideravel. O
gradual aprofundamento do radioamador com
a atividade faz com que se busque melhores
radios e antenas de maior desempenho, visan-
do diversificar contatos, de melhor qualidade,
maior distancia, incluindo contatos internacio-
nais (DX), construindo marcos colecionaveis
de estabelecimento de enlace, catalogando os




contatos por intermédio dos cartdes QSL ou
meios eletronicos (internet) de confirmagao.

Um dos fatores que faz surgir a pai-
xao pela atividade de radioamadorismo esta
no éxito do enlace estabelecido. Ao ver o re-
sultado do esforco empreendido, estudando
os detalhes técnicos do radio, calibrando sua
estacdo, preparando sua antena, buscando a
menor onda refletida e sendo recompensado
pelo estabelecimento do contato radio, sem de-
pender de estagdes repetidoras. Dessa forma,
o radioamador sabe que consegue colocar no
espectro eletromagnético o sinal adequado a
realizacdo de um contato, sem depender de fa-
tores diversos aos seus equipamentos, apto a
se comunicar com qualquer radioamador que
possua um equipamento radio em condicdes
similares ou nado. O conhecimento adquirido
pode ser tdo vasto que o radioamador busca a
otimizagao da transmissao e reduz perdas sem
ter que trocar o seu equipamento. Diversos sao
os fatores que influenciam na transmisséao oti-
mizada, como direcionar antenas para o local
da outra estagdo com precisdo, utilizar ante-
nas polarizadas corretamente e conectadas ao
radio com linhas de baixa perda, via de regra
coaxiais.

1.2 O EXERCITO, AS COMUNICAGOES E O
RADIOAMADORISMO

A Escola de Comunicagbes (EsCom)
do Exército € uma instituicdo de ensino militar
voltada para a capacitagcao técnica e tatica de
oficiais e sargentos para o combate moderno,
aliando a competéncia do ensino militar bélico
a modernidade da era do conhecimento. A Es-
Com é uma escola de tradigdes, com desen-
volvimento do ensino na area de informatica,
cibernética, manutencdo de equipamentos e
comunicagoes. Nesta ultima, muito do que é
estudado é fruto do que fora desenvolvido pe-
los radioamadores ao longo dos mais de cem
anos de historia.

O Clube de Radioamadores da Esco-
la de Comunicag¢des (CRAEC) € uma entidade
civil que estabeleceu (e até hoje promove) o
Concurso Verde Amarelo (CVA) de Radioa-

madores, que consiste em classificar aqueles
radioamadores que fizerem contatos entre si
em um prazo de 24 horas nas modalidades de
Single Side Band e Telegrafia com a finalida-
de de congracgar os participantes e identificar
suas habilidades. Da mesma forma, o CVA é
um meio de atestar capacidade de transmis-
sao das estacoes radio, e resisténcia fisica e
mental dos radioamadores, submetendo-os a
um longo e continuo periodo de operacgao, fa-
zendo-os procurar pela melhor hora de propa-
gagao e realizando o maximo de contatos.

A audicdo apurada do radioamador
aliada a sua vontade de garantir maior varieda-
de de contatos faz com que o0 mesmo busque,
inclusive, aquele contato interferido por alto
ruido e menor clareza, empenhando-se para
receber a informacao de forma completa e pre-
cisa. O CRAEC, utilizando-se dos resultados
do CVA pode fornecer ao Comando da Forca
Terrestre um relatorio das possibilidades e limi-
tacdes do radioamadorismo, dos diversos ra-
dioamadores em cada classe e suas estagdes,
catalogando os voluntérios e adeptos das ativi-
dades militares podendo trabalhar de forma a
auxiliar o comando e controle.

Essa é a forma que o Exército Brasilei-
ro tem de aferir a agregacao dos radioamado-
res a sua capacidade laboral, bem como esti-
mular a melhoria desses na atuagido consigo.
Nos concursos de radioamadores, seus relaté-
rios (chamados de LOG) indicam os contatos
realizados e, com base nas informacdes neles
constante, os organizadores das competi¢des
tem todas as condi¢des de saber quais sao as
estacdes que poderiam compor uma rede de
emergéncia ou redundante de operagoes.

1.3 CALAMIDADES PUBLICAS

Conforme observa-se anualmente nos
diversos jornais e telejornais, as calamidades
publicas sao realidade em varias localidades
do nosso pais. Elas se apresentam de varias
formas, mas aquelas mais ocorrentes sdo os
deslizamentos de terra e inundagdes.

Os deslizamentos de terra normalmen-



te se ddo em momentos de grande pluviosida-
de, afetando localidades que se apoiam em
serras ou elevagdes normalmente com pouca
ou nenhuma vegetagédo para evitar ou redu-
Zi-los. Essas localidades, dentre outras con-
sequéncias, sofrem com os soterramentos e
desmoronamentos de instalagées que podem
suprimir os citados servigos publicos, e nesse
caso, as telecomunicagoes.

1.4 REDE NACIONAL DE EMERGENCIA DE
RADIOAMADORES

Vendo grande potencial nessa classe
seleta de operadores de telecomunicacgdes e
seguindo exemplo de outros paises que fazem
uso desse servi¢o, o Ministério da Integragao,
por intermédio da Portaria Ministerial MI-302,
de 24 de outubro de 2001, criou a Rede Na-
cional de Emergéncia de Radioamadores (RE-
NER). Essa rede, que é formada por radioama-
dores voluntarios e coordenada pela Liga de
Amadores Brasileiros de Radio Emiss&o (LA-
BRE) Nacional, encontra-se em condigcbes de
ser operada em momento de crise ou de cala-
midade publica, adicionando assim mais meios
de comunicagdes para as forgas de seguranca
publica, guarda costeira ou defesa civil.

O voluntariado exerce extrema im-
portancia para o sucesso de uma
Defesa Civil. E com o auxilio de
trabalhos voluntarios que o Estado
presta servigos concernentes as ati-
vidades de defesa civil com maior
facilidade. O profissional, de qual-
quer area, que é voluntario da De-
fesa Civil, além de estar exercendo
a cidadania, esta contribuindo para
que os problemas existentes em
sua comunidade sejam resolvidos.
(CERRI NETO, 2007).

Segundo MOURA, podemos relacionar
o0 emprego da Rede Nacional de Emergéncia
de Radioamadores, que € regulada por legis-
lagdo especifica, com a preservacao do bem-
-estar dos cidadaos e a protecao da sociedade
(MOURA, 2015). O Radioamador mostrou-se
valioso em momentos como o atentado terro-
rista de 11 de setembro de 2001 contra o World
Trade Center em Nova lorque-Estados Unidos,
terremoto no Haiti em janeiro de 2010 e tantos

outros.

A RENER foi acionada e emprega-
da em eventos ocorridos no Brasil, sendo al-
gumas dessas atuagcbes mais recentes e de
conhecimento publico em Santa Catarina, em
2008; em Sao Luiz do Paraitinga e Cunha, Sao
Paulo, em 2010; e na regiao serrana do estado
do Rio de Janeiro, em 2011. (VEIGA JUNIOR,
2014) Todas essas atuagdes em apoio a defe-
sa civil por ocasiao de deslizamentos de terra,
inundacgdes e outras calamidades publicas.

CONCLUSAO

Com o mesmo vigor que o Padre Ro-
berto Landell de Moura, brasileiro, precursor
das transmissdes voz via radio no mundo, o
radioamador é peca fundamental para a explo-
racao e manutencao das telecomunicagdes via
radio, principalmente em momentos de crise.
Com o mesmo espirito de inovagao, o radio-
amador emprega nos equipamentos atuais os
mesmos principios fundamentais de Landell.

Antes da modernizagdo do radio,
as estagcdes amadoras ja eram lar-
gamente empregadas por serem o
meio mais eficaz para se comunicar.
Entretanto tratavam-se de equipa-
mentos grandes que ocupavam mui-
to espacgo, devido ao sistema valvu-
lado que era empregado. A evolugao
tecnologica substituiu as valvulas
por transistores, circuitos integrados
e outros componentes que foram
responsaveis por difundir o empre-
go do radio como hobby, pois o ba-
rateamento dos equipamentos aca-
bou por popularizar a radiodifusio.
(MOURA, 2015, p. 49)

Radioamador, que de amador sé tem
0 nome e a paixao pela atividade de radio-
transmissao, pois o carater de profissionalismo
apresentado pelos integrantes dessa seleta
classe de estudiosos e cientistas da area técni-
ca de telecomunicagdes é impressionantemen-
te usada em qualquer momento, de qualquer
maneira e a qualquer hora para estabelecer os
enlaces radio em proveito de qualquer ajuda
humanitaria ou apoio aos érgéos governamen-
tais nas acdes de defesa civil ou operagdes mi-
litares das Forgcas Armadas




THE GREEN YELLOW CONTEST AND THE
NATIONAL AMATEUR RADIO EMERGENCY
NETWORK

ABSTRACT: THIS WORK PRESENTS A STUDY ABOUT
THE PARTICIPATION OF AMATEUR RADIO IN THE NATIONAL
AmMATEUR RapI0 EMERGENCY NETWORK (RENER)
IN THE GREEN YELLOW CoNTEST (CVA) FOR THEIR
PHYSICAL, TECHNICAL AND MENTAL PREPARATION, AS
WELL AS THEIR STATIONS FOR THE SUPPORT OF THIS
NETWORK IN ACTIONS OF PUBLIC CALAMITY IN BRAZIL.
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