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Introducao

Na histéria da humanidade, a sociedade jamais
havia testemunhado um periodo com transforma-
¢do tdo intensa e veloz como a ocorrida a partir da
ultima década do século XX. Pode-se afirmar que o
mundo hoje é mais complexo. Na verdade, vive-se
em um mundo VUCA — Volatile, Uncertain, Complex
¢ Ambignous. Em portugués, VICA — Volatil, Incer-
to, Complexo e Ambiguo. Estudiosos afirmam, na
verdade, que o mundo VUCA evoluiu para o atu-
al mundo BANI — Brittle, Anxions, Nonlinear and
Incomprebensible, ou, em portugués, FANI — Fragil,
Ansioso, Nao linear e Incompreensivel. E o Estado,
diante desse ambiente, enfrenta desafios enormes.

Em virtude da revolucio da informacio, um dos
grandes desafios que se apresenta ¢ o gerenciamen-
to do enorme volume de informacdes disponiveis
ao HEstado. Dessa forma, o Estado deve ser capaz
de processar, analisar e transformar as informagdes
disponiveis em conhecimento para que seja util no
processo de tomada de decisdo. Assim, faz-se neces-
sario produzir inteligéncia.

Em que pese seu destacado e positivo desem-
penho ao longo da histéria, em muitas ocasides a
inteligéncia também assumiu o papel de vild. Tem
sido uma constante historica responsabilizar aque-
les que trabalham na inteligéncia sempre que houve
falhas nos processos decisorios, em todos os niveis,
ocasionando eventos catastroficos ou de comocio
mundial. Na histéria recente, entretanto, nenhum
fato teve maior repercussio e foi alvo de tantos es-
tudos e analises quanto os atentados terroristas de
11 de setembro de 2001, nos Estados Unidos da
América (EUA), perpetrados pela rede terrorista Al
Qaeda.

Os atentados terroristas de 11 de setembro de
2001, que, por sua notoriedade, dispensam maiores
esclarecimentos, constituiram-se em um evento dis-
ruptivo que impactou o Sistema Internacional (SI).
A surpresa obtida pelos terroristas deixou perplexa
toda a sociedade norte-americana e global.

Apbs o choque inicial, em 12 de setembro, o
mundo se perguntava: o que aconteceu? Como e por
que aconteceu? Quem eram os autores dos ataques?
Qual o objetivor Era possivel prevenir e evitar os
ataques? Quem deveria ter agido e ndo o fez? Por
ultimo, e ndo menos importante, por que a inteligén-
cia norte-americana falhou em proteger os cidaddos
do pais?

Como ¢ da cultura organizacional das institui-
¢oOes norte-americanas, intensa investigacao foi con-
duzida no sentido de identificar as possiveis falhas
da inteligéncia do pais. O Comité de Inteligéncia do
Senado e o Comité Permanente de Inteligéncia da
Camara dos Representantes foram os primeiros a
instituir uma comissdo de investigagdo para analisar
as causas que conduziram aos ataques de 2001.

Ao final, relatérios apontaram falhas das agéncias
de seguranca e inteligéncia, particularmente organi-
zacionais, culturais, sistémicas, além de falhas huma-
nas. Desde entdo, os EUA tém buscado aperfei¢oar
seu sistema de inteligéncia na prevenc¢io de aciden-
tes daquela natureza e de agdes de outras ameagas a
seguranga nacional.

E o Brasil? Estaria nosso SISBIN preparado para
evitar que ameagas a seguranga nacional tenham su-
cesso em seus objetivos? Assim, ¢ extremamente
relevante identificar as falhas da inteligéncia norte-
-americana e analisar quais dessas falhas podem
se constituir em licdes aprendidas para o SISBIN,
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aperfeicoando o sistema e a atuagdo da inteligéncia
brasileira.

Dessa forma, este trabalho buscou, em geral,
analisar a atuacdo da inteligéncia dos EUA nos aten-
tados terroristas de 2001, destacando as falhas ocor-
ridas e elencando possiveis licoes aprendidas para a
inteligéncia brasileira. Para atingir o objetivo maior
da pesquisa, buscou-se caracterizar o Sistema de In-
teligéncta Norte-Americano e o SISBIN. Como core
do trabalho de pesquisa, foram apontadas as prin-
cipais falhas da comunidade de inteligéncia norte-
-americana e apresentadas as licdes aprendidas para
o SISBIN.

A comunidade de
inteligéncia dos Estados
Unidos da América e o
Sistema Brasileiro de
Inteligéncia

Os EUA tém conduzido atividades de inteli-
geéncia desde sua guerra de independéncia em 1775.
Ha relatos de que o lider da revolugdo, George Wa-
shington, que viria a ser o primeiro presidente do
pais, era um entusiasta da atividade e recrutou agen-
tes de inteligéncia durante o conflito com os ingleses
(FEDERATION, 1996).

Somente apds a Segunda Guerra Mundial, en-
tretanto, quando o entdo presidente Harry Truman
promulgou a Lei de Seguran¢a Nacional de 1947,
que reformulou toda a estrutura de defesa do pais,
foi organizado, pela primeira vez, o Sistema de In-
teligéncta dos EUA, conhecido por Comunidade de
Inteligéncia. Foi criada a Central Intelligence Agency
(CIA, sigla em inglés), responsavel por coordenar as
atividades de inteligéncia do pais, relacionar, avaliar
e disseminar todos os tipos de dados que poderiam
ser criticos para a seguranc¢a americana. A CIA pas-
sou a ser o 6rgdo central da comunidade de inteli-
géncia dos EUA, e o diretor central de inteligéncia,
chefe da agéncia, foi designado como o coordenador
da attvidade de inteligéncia do pais (BADER, 2019).

Desde sua criacio, a CIA enfrentou uma série de
obstaculos para exercer a funcdo de érgio central da
comunidade de inteligéncta. Ndo havia uma hierar-
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quizagdo, ¢ a integracdo e o compartilhamento das
informacOes entre as agéncias situavam-se no nivel
da cooperacio, e nido da subordinagdo ou da obriga-
toriedade. A comunidade era, a bem da verdade, um
conglomerado de agéncias, atuando isoladamente,
sem uma autoridade central que pudesse agir como
orientadora do processo e integradora do conhe-
cimento produzido. Contribuindo para agravar o
quadro, havia grande rivalidade entre a agéncia e os
servicos de inteligéncia das For¢as Armadas e o FBI.

Esse era o panorama da comunidade de inteli-
géncia norte-americana por ocasido dos atentados
terroristas de 2001, que tornaram publicas as defi-
ciéncias do sistema. Como consequéncia dos aten-
tados e apds minuciosa analise das causas que moti-
varam as falhas da inteligéncia, em 17 de dezembro
de 2004, o presidente George W. Bush assinou a Let
de Reforma da Inteligéncia e Prevencio do Terroris-
mo, que reestruturou a comunidade de inteligéncia
(BADER, 2019).

A Lei de Reforma da Inteligéncia extinguiu o
cargo de diretor central de inteligéncia. Entretanto,
buscando fortalecer a centralizacio da comunidade
de inteligéncia e facilitar a integracio entre as agén-
cias, foi criado o Escritério do Diretor de Inteligén-
cia Nacional (ODNI, sigla em inglés), 6rgido central
do sistema de inteligéncia norte-americano. Segundo
Bader (2019), o diretor de inteligéncia nacional é o
chefe da comunidade de inteligéncia, supervisionan-
do e dirigindo a implementa¢do do programa nacio-
nal de inteligéncia, a0 mesmo tempo em que atua
como principal conselheiro do presidente e do con-
selho de seguranga nacional.

O diretor de inteligéncia nacional é, ainda, o
responsavel por delinear a estratégia de inteligéncia
nacional, com base na estratégia de seguranca na-
cional e que fornece a comunidade de inteligéncia a
dire¢do estratégica para um periodo de quatro anos
(OFFICE, 2019). Observa-se, assim, que o outrora
ambiente descentralizado e dependente da iniciativa
das agéncias para a integragdo, colaboracio e com-
partilhamento de informagoes agora se constitui em
uma estrutura mais hierarquizada, com menos liber-
dade de ag¢éo para as agéncias e com um O6rgao cen-
tral com claras e definidas responsabilidades.



De acordo com Office (2022), atualmente, a
comunidade de inteligéncia dos EUA compreen-
de 18 organizacdes e agéncias do poder executivo.
O ODNI e a CIA sio consideradas agéncias inde-
pendentes e respondem somente ao presidente da
Republica e ao Conselho de Seguranca Nacional e
aos mecanismos de controle externo do Congresso
Nacional.

No Brasil, as origens da atividade de inteligéncia
remontam a 1927, com a criacio do Conselho de
Defesa Nacional, 6rgio de assessoramento do Poder
Executivo (BADER, 2019). Desde entdo, a ativida-
de tem evoluido e acompanhado o cenario nacional,
sem deixar de refletir, entretanto, as grandes ques-
tdes geopoliticas mundiais. Levando em considera-
¢do esse aspecto ¢ a evolugdo dos diversos 6rgios
que compdem o SISBIN, a Agéncia Brasileira de
Inteligéncia (ABIN) — (2020b) propde uma divisio
didatica e cronologica das fases da atividade de in-
teligéncia no Brasil: fase embrionaria (1927-1964);
fase da bipolaridade (1964-1985); fase de transicdo
(1985-1999); e fase contemporanea (1999 até os dias
atuais).

O SISBIN foi instituido por intermédio da Lei n®
9.883, de 7 de dezembro de 1999. De acordo com a
Estratégia Nacional de Inteligéncia, o SISBIN

tem por objetivo integrar a¢des de planejamen-
to e execucao das atividades de inteligéncia no
pais, com a finalidade de fornecer subsidios ao
presidente da Republica nos assuntos de inte-

resse nacional. (BRASIL, 2017)

Atualmente, o SISBIN ¢ composto por 48 o61-
gios, englobando agéncias de diversos ministérios e
das Forcas Armadas brasileiras.

Os mesmos instrumentos juridicos que criaram
o SISBIN estabeleceram a ABIN como 6rgao cen-
tral do sistema, com a “responsabilidade de plane-
jar, executar, coordenar, supervisionar e controlar as
atividades de inteligéncia do pais” (BRASIL, 1999,
2002). Recentemente, foi criado o Centro de Inteli-
géncia Nacional (CIN), estrutura da ABIN respon-
savel por

coordenar o fluxo de dados e informacdes
oportunas e de interesse da atividade de inteli-

gencia de Estado, com a finalidade de subsidiar

a tomada de decisio do presidente da Republi-
ca. (BRASIL, 2002)

A ABIN afirma que as operagdes conjuntas e a
atuagdo do CIN e dos Centros de Inteligéncia Re-
gionais (CIR) nos grandes eventos esportivos exem-
plificam o processo de cooperagdo entre os 6rgaos
do SISBIN. O CIN e os CIR também sio ativados
em eventos politicos e sociats de relevancia nacional,
como posse presidencial, reunides de cupula, dentre
outros (ABIN, 2020c).

Segundo a ABIN, em ambito nacional, ocorrem
reunides semestrais em que sao estabelecidas dire-
trizes e necessidades gerais de conhecimento de in-
teligéncta. Ademais, reunides periddicas acontecem
para tratar de temas especificos, quando sdo com-
partilhados conhecimentos, analisam-se conjunta-
mente cenarios e se estabelecem necessidades pon-
tuais de informagdes para a produgio de relatorios.
Reunides semelhantes ocorrem, também, em ambito

estadual (ABIN, 2020a).

As falhas da inteligéncia dos
Estados Unidos da América
nos atentados terroristas de
11 de setembro de 2001

A fim de investigar os fatos ocorridos em 2001,
foi estabelecida uma comissdo conjunta composta
pelo Comité de Inteligéncia do Senado e pelo Comité
Permanente de Inteligéncia da Camara dos Represen-
tantes. Em dezembro de 2002, a comissdao conjunta
apresentou o relatério final das investigacdes, o Joint
Inguiry into Intelligence Community Activities before and
after the Terrorist Attacks of September 11, 2001 (the House
Permanent Select Committee on Inteligence and the Senate
Select Commiittee on Intelligence, 2002).

Além da comissio conjunta, o entdo presidente
George Bush determinou, em novembro de 2002,
a criagio da Comissdo Nacional de Inquérito so-
bre Ataques Terroristas contra os Estados Unidos,
composta por 10 congressistas norte-americanos. A
comissio, conhecida por 9/ 11 Commission, apresen-
tou o relatorio final em julho de 2004 (NATIONAL
COMMISSION ON TERRORIST ATTACKS
UPON THE UNITED STATES, 2004).



Sobre as comissoes relatadas, ainda que afirmas-
sem estar realizando um trabalho independente,
pode-se inferir que, muito provavelmente, sofreram
influéncia do componente politico. Dessa forma, as
falhas da comunidade de inteligéncia que serdo apre-
sentadas a seguir sao uma compilacao dos principais
pontos abordados nos relatérios das duas comissoes
oficiais, mas também de relatos, artigos e criticas de
especialistas independentes e membros da comuni-
dade académica.

Deficiéncia na integracao entre os
6rgaos da comunidade de inteligéncia

Esta ¢é, provavelmente, a principal falha apontada
por todos aqueles que analisaram a atuagdo da inte-
ligéncia nos ataques terroristas de 2001. Ndo havia
integracdo entre os 6rgaos da comunidade de inte-
ligéncia, agravada pelo fato de ndo se compartilhar
as informacoes entre os diversos 6rgios, gerando
uma compartimentagao excessiva, também conheci-
da como stovepipe system. Segundo Melvin Goodman,
durante o periodo de janeiro a marco de 2000, entre
50 e 60 analistas ¢ agentes da comunidade de inteli-
géncia obtiveram acesso as informacdes da presenca
de jihadistas da Al Qaeda em territorio norte-ameri-
cano, mas nao compartilharam nenhuma informa-

¢io (GOODMAN, 2008).

O diretor central de inteligéncia e a CIA, 6rgio
central da comunidade, nio tinham forga politica
para exercer o papel de coordenadores da politica
nacional de inteligéncia. Ademais, cada instituicio
possuia uma cultura organizacional fortemente ar-
raigada, além da existéncia de rivalidades pueris, es-
pecialmente entre a CIA, o FBI e os 6rgios das For-
¢as Armadas. Além do compartilhamento dentro da
comunidade de inteligéncia, também houve falhas
em compartilhar informag¢des com outros servigos
do governo federal e mesmo 6rgios de seguranca
publica.

Cabe destacar, ainda, que, mesmo internamente,
nas agéncias da comunidade, nfo ocorria o compar-
tilhamento de informag&es essenciais que poderiam
ter evitado os atentados, sempre sob o escudo dos
principios da compartimenta¢do das informagoes
e da necessidade de conhecer (RAMIREZ, 2010;
THE HOUSE, 2002). Amy Zegart afirma que a CIA
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apresentava uma cren¢a excessiva na importancia
da seguranca, resumida pela frase need to know (ne-
cessidade de conhecer), que, segundo a escritora,

opunha-se ao principio need to share (necessidade de
compartilhar) — (ZEGART, 2005).

Problemas de organizagao e
coordenacao dentro da comunidade
de inteligéncia

Em que pese a CIA e o FBI possuirem grande
volume de informacbes sobre a possibilidade de
ataques terroristas, os 6rgdos ndo foram capazes de
analisar essas informagdes e prover assessoramento
oportuno aos decisores. Ambos falharam em reali-
zar o acompanhamento de terroristas que, sabida-
mente, ja se encontravam nos EUA e realizavam
atividades suspeitas. Por outro lado, como néo havia
coordenagio dentro da comunidade de inteligéncia,
os aspectos a conhecer ndo eram compartilhados,
o que contribuiria para a diminuicdo das lacunas
de informacido existentes (RAMiREZ, 2010; THE
HOUSE, 2002).

Limitagoes do papel do diretor central
de inteligéncia

O diretor central de inteligéncia, George Te-
net, ndo possuia todas as ferramentas para exercer
o papel de coordenador da atividade de inteligéncia
no pais. Nao havia uma hierarquizagio, e a integra-
¢do e o compartilhamento das informagoes entre
as agéncias sttuavam-se no nivel da cooperacio, e
ndo da subordinagdo ou obrigatoriedade. A situacao
foi agravada pela ndo existéncia de uma estratégia
abrangente de contraterrorismo que pudesse envol-
ver toda a comunidade de inteligéncia (RAMiREZ,
2010; THE HOUSE, 2002).

Falhas da cultura organizacional da
comunidade de inteligéncia

Especialistas e académicos discordaram dos re-
latorios oficiais, que, segundo eles, buscaram isentar
as instituicoes e focaram mais em falhas humanas
dos profissionais de inteligéncia. Para os estudiosos,
a principal causa das falhas identificadas no 11 de



Setembro repousam na cultura organizacional da co-
munidade de inteligéncia. Zegart (2005) sustenta que
as falhas ocorreram devido a natureza burocratica
das organizagoes e a aversao as mudangas. A autora
afirma que oficiais de inteligéncia e politicos sabiam
da gravidade da ameaca terrorista da Al Qaeda, e en-
tenderam que mudancas organizacionais tinham que
ser feitas para conter a ameaga, mas ndo o fizeram.
Bruce Berkowitz, ex-analista da CIA, ressalta que
a falha da inteligéncia no 11 de Setembro resultou
da falta de agilidade organizacional da comunidade,
ainda presa a procedimentos do periodo da Guerra
Fria, lenta e inflexivel para enfrentar novas ameacas

(BERKOWTTZ, 2003).

Falhas na politica contraterrorista

O governo dos EUA subestimou a ameaga terro-
rista, e a comunidade de inteligéncia nio deu a de-
vida importancia ou prioridade a Al Qaeda. Segun-
do Johnson (20006), devido a falta de comunicagio
entre o nivel politico e as agéncias de inteligéncia,
ndo foram definidas as necessidades de inteligéncia
para a comunidade e, sem objetivos claramente defi-
nidos, os analistas ndo focaram na ameaca terrorista.
Johnson critica, ainda, a postura dos governantes,
que nido deram a devida atengdo as analises de in-
teligéncia, ainda que estas demandassem recursos
financeiros vultosos.

Capacidades insuficientes para lidar
com a ameaga terrorista

Segundo a National Comission (2004), a comunida-
de de inteligéncia norte-americana buscou conter a
ameaga terrorista empregando as mesmas capacida-
des, doutrina, modus operandi e meios da Guerra Fria.
A CIA nio possuia as capacidades necessarias para
realizar acdes encobertas contra Bin Laden, ao mes-
mo tempo em que ndo havia vontade politica para
fazé-las, tendo em vista questdes legais envolvendo
agentes do 6rgao no passado. Para a chefia da CIA,
as acOes diretas deveriam ser realizadas pelas Forcas
Armadas. Os militares, no entanto, acreditavam que
o uso de bombardeiros e misseis ndo estava sendo
eficiente para eliminar a ameaga terrorista.

Falhas de inteligéncia humana
(HUMINT)

A HUMINT foi relegada a segundo plano no
acompanhamento da atividade terrorista. Em que
pese a dificuldade de infiltracdo de agentes norte-
-americanos nas organizagoes terroristas, observou-
-se que nao ocorreu recrutamento de colaboradores
com afinidades religiosas e culturais que facilitariam
a obtencdo de informacdes confiaveis. Da mesma
forma, concluiu-se que os EUA estavam excessi-
vamente dependentes das informagdes fornecidas
pelos servicos de inteligéncia estrangeiros, nem sem-
pre confiveis (RAMIREZ, 2010; THE HOUSE,
2002). Ademais, a partir da revolugdo da informa-
¢do, as fontes tecnoldgicas passaram a ter prioridade
na comunidade de inteligéncia (CILLUFFO, 2002).
Como resultado, a prioridade nacional para a coleta
de informagoes passou para satélites e outros meios
de coleta eletronica, longe da inteligéncia tradicional
baseada em agentes humanos (CARAFANO, 2004).

Uso ineficiente da enorme apacidade
tecnolégica americana para o combate
terrorista

A indiscutivel capacidade tecnolégica dos EUA
ndo foi capaz de superar a falta de compartilhamen-
to de informagdes entre as agéncias, particularmente
entre o FBI e a NSA. Ademais, ndo havia um banco
de dados centralizado sobre o terrorismo. Verificou-
-se, ainda, que as agéncias operavam sistemas ob-
soletos e insuficientes para gerenciar seus bancos
de dados. A NSA, responsavel pela inteligéncia de
sinais (SIGINT), pouco contribuiu para detectar as
conexdes entre os terroristas e prover alerta opor-
tuno do ataque. Além disso, a agéncia apresentou
deficiéncias na busca e coleta de informagdes em-
pregando alta tecnologia de forma excessivamente
cautelosa (RAMIREZ, 2010; THE HOUSE, 2002).

Analise estratégica deficiente

As analises estratégicas produzidas pela comu-
nidade de inteligéncia eram deficientes, pouco cria-
tivas e incapazes de integrar os conhecimentos e
formular quadros abrangentes da ameaga terrorista.
Por conseguinte, as analises nao permitiram o asses-



soramento preciso aos decisores no nivel politico.
Constatou-se que a inexperiéncia, a incompeténcia
e a falta de treitnamento dos analistas e a falta de
acesso as informacgdes criticas foram os principais
fatores que contribuiram para uma analise deficiente
(RAMIREZ, 2010; THE HOUSE, 2002).

Falhas na execucao das medidas
defensivas antiterroristas

A comunidade de inteligéncia possufa, desde
1998, conhecimento de que a Al Qaeda tinha a in-
tengdo e planejava realizar um ataque terrorista em
territério norte-americano. Apesar disso, ndo fo-
ram planejadas ou executadas quaisquer medidas
preventivas ou mesmo agoes defensivas no campo
do antiterrorismo, objetivando neutralizar a ameaga
(RAMIREZ, 2010; THE HOUSE, 2002). O relaté-
rio da comissao conjunta do Congresso Nacional
concluiu, ainda, que, mesmo sabendo da possibilida-
de de ocorrer um ataque em solo norte-americano,
o governo e a comunidade de inteligéncia falharam
em ndo alertar, antecipadamente, a populagao norte-
-americana sobre a realidade e a gravidade da amea-
¢a, o que poderia ter aumentado o estado de alerta e
evitado os atentados (T'HE HOUSE, 2002).

Deficiéncias no uso de servigos de
inteligéncia de outros paises

Havia uma excessiva dependéncia da comunida-
de de inteligéncia norte-americana em relagdo aos
6rgios de inteligéncia de outros paises, especial-
mente para a coleta de informacgoes e conducao de
outras atividades contraterroristas. Esses 6rgdos, no
entanto, apresentaram capacidades muito heterogeé-
neas, entregando produtos com diferentes niveis de
confiabilidade, o que contribuiu para a existéncia de
lacunas na consciéncia situacional da comunidade
dos EUA. O relatorio do Congresso Nacional apon-
tou, ainda, falhas da comunidade de inteligéncia e
do governo em coordenar os esforgos com outros
paises (THE HOUSE, 2002).
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Falta de rastreamento das atividades
financeiras das organizacoes
terroristas

Em que pese ser de conhecimento da comuni-
dade de inteligéncia que as organizagOes terroristas
eram altamente dependentes de financiamento ex-
terno, ndo havia, nos EUA, estrutura voltada para
o rastreamento dos recursos destinados aos seques-
tradores ja baseados em territério norte-americano.
Ademais,

nao havia coordenacio entre agéncias governa-
mentais para rastrear os fundos dos terroristas e
cortar suas redes de apoio financeiro. Isso teria
ajudado a interromper e desorganizar o planeja-

mento dos atentados. (RAMIREZ, 2010)

O paradigma de inteligéncia de
Sherman Kent

Sherman Kent ¢ considerado o pai da analise de
inteligéncia, e suas teorias ¢ métodos orientaram os
trabalhos da comunidade de inteligéncia dos EUA
por décadas. Resumidamente, sua metodologia ba-
seava-se Nnos principios positivistas, em principios
cientificos. Para Sherman, os analistas nio deviam
assumir riscos, deviam basear suas analises apenas
em fatos e deveriam manter distancia dos decisores
politicos. Essas eram as premissas por ocasido dos
ataques de 11 de setembro de 2001 (RAMIREZ,
2010). especialistas acreditam, entretanto, que a aver-
sdo ao risco impede a produgao de analises criativas,
tdo necessarias a época dos atentados terroristas, e
que o paradigma de Kent ndo acompanhou a revo-
lugdo tecnoldgica e da informagao, e pode ter contri-
buido para analises deficientes em relacdo a ameaga
terrorista (MEDINA, 2002; SCHMITT, 2000).

As licoes aprendidas para a
inteligéncia brasileira

Como se pode observar nas analises feitas até
o momento, investigacdes oficiais e estudos inde-
pendentes identificaram intmeras falhas cometidas
pela comunidade de inteligéncia norte-americana
por ocasido dos atentados terroristas de 11 de se-
tembro de 2001. Entender como essas falhas podem



se constituir em ligoes aprendidas para o SISBIN ¢é
um dos principais objetivos desse trabalho. Cabe
ressaltar, entretanto, que tais ensinamentos devem
ser analisados considerando a estatura geopolitica do
Brasil, assim como as idiossincrasias de suas expres-
sOes politicas, econdémicas, psicossoctass, militares e
cientifico-tecnologicas.

A principal falha apontada por todos aqueles que
analisaram a atuacdo da inteligéncia dos EUA nos
ataques terroristas de 2001 foi a deficiéncia na inte-
gracio entre os 6rgios da comunidade de inteligén-
cia e no compartilhamento de informagdes, interna
e externamente. Observa-se que o SISBIN apresen-
ta deficiéncias semelhantes a comunidade de inteli-
géncia norte-americana a época do 11 de Setembro.
Ainda que haja um marco juridico regulando o siste-
ma e determinando aos diversos 6rgidos o compar-
tilhamento das informagdes com o 6rgio central, a
ABIN, observa-se que a estrutura ainda carece de
aperfeicoamento e que nao ha uma total integragio
entre os diversos componentes do SISBIN.

A legislagdo vigente ndo deixa clara a existéncia
de uma hierarquizac¢do dentro do sistema, o que
induz concluir que as relagdes entre as agéncias se
encontrem no nivel colaborativo, muitas vezes de-
pendente mais da iniciativa individual do que de uma
relacdo institucional. Colabora para esse fato o enot-
me numero de integrantes do SISBIN, 48 6rgios,
que, antes de facilitar a producdo do conhecimento,
dificulta o estabelecimento de objetivos comuns e de
uma relacdo de confianca entre as instituicoes.

Ainda em relagdo ao compartilhamento de infor-
magoes, pode-se inferir que, no sistema brasileiro,
ha uma excessiva compartimenta¢io da informacio,
com base na necessidade de conhecer (need to know)
em detrimento da necessidade de compartilhar (eed
to share), ocasionando o fendmeno stovepipe. Ou seja,
ha uma cultura organizacional em niao compartilhar
as informacoes com outros 6rgiaos ou mesmo inter-
namente, dentro de divisdes de uma determinada
agéncia.

Observou-se também que ocorreram problemas
de organizagio e coordenagdo dentro da comuni-
dade de inteligéncia dos EUA. Para a inteligéncia
nacional, fica o ensinamento da necessidade de de-
finicdo clara das responsabilidades de cada 6rgio do

SISBIN no acompanhamento das ameagas. Ade-
mais, destaca-se a importancia de dotar os 6rgios de
inteligéncia com estruturas de analise com capacida-
de de produzir assessoramento oportuno e preciso
aos decisores de mais alto nivel.

Em relacdo aos o6rgios externos a comunidade
de inteligéncia, foi observado que falhas no rastre-
amento das atividades financeiras das organizacdes
terroristas poderiam ser mitigadas, caso houvesse
compartilhamento de informagdes. Assim, o traba-
lho de 6rgios do governo de monitoramento finan-
ceiro de ameagas pode contribuir para o SISBIN na
producdo de evidéncias e na atuagio preventiva de
combate as ameacas.

Outra questdo apontada pelas comissdes e es-
pecialistas foi a falta de coordenacido entre o nivel
politico e a comunidade de inteligéncia. Para a inteli-
géncia brasileira, destaca-se o ensinamento da neces-
sidade de perfeita simbiose entre o nivel politico e o
SISBIN. Ressalta-se a importancia de documentos
de alto nivel estabelecendo as diretrizes e as priori-
dades de inteligéncia para os integrantes do SISBIN,
como a Politica Nacional e Estratégia Nacional de
Inteligéncia e, espectalmente, o Plano Nacional de
Inteligéncia.

Em relagdo as fontes de inteligéncia, observa-
ram-se falhas no emprego da inteligéncia humana
(HUMINT) por parte da comunidade de inteligén-
cia. Em que pese o elevado repertério de fontes sen-
do empregadas atualmente, o SISBIN deve entender
que a HUMINT ¢ a espinha dorsal de qualquer ot-
ganismo de inteligéncia. Dessa forma, destacam-se
a necessidade de haver uma sele¢do adequada dos
recursos humanos, qualificacdo de qualidade e con-
tinuo aperfeicoamento do pessoal no emprego das
diversas técnicas operacionais.

A experiéncia brasileira por ocasido dos grandes
eventos esportivos demonstrou a importancia do
mntercambio de informacSes com outros paises, es-
pecialmente na conten¢do da ameaga terrorista. Ha
que se estabelecer, todavia, mecanismos seguros de
compartilhamento de informagdes. Por outro lado,
ainda que seja extremamente interessante o inter-
cambio de informag¢des com servigos de inteligéncia
de outros paises, a inteligéncia nacional ndo pode se
tornar excessivamente dependente desses 6rgaos.



A variada disponibilidade de fontes tecnologicas
ndo foi eficazmente empregada pela comunidade de
inteligéncia norte-americana no acompanhamento
da ameaca terrorista. O SISBIN deve trabalhar no
sentido de prover seus 6rgaos com meios tecnolod-
gicos capacitados. Entretanto, ha necessidade, tam-
bém, de formagdo de recursos humanos qualifica-
dos, que possam empregar a tecnologia disponivel
nas diversas fases do ciclo de inteligéncia. Ha que se
buscar, ainda, a constante integracdo da inteligéncia
cibernética com as demais disciplinas de inteligéncia.

Nos relatorios pos-11 de Setembro, muito se fa-
lou sobre a falta de criatividade dos analistas de in-
teligéncia e a produgdo de andlises estratégicas defi-
cientes, em virtude de inexperiéncia, incompeténcia
e falta de treinamento. Nesse campo, identifica-se
como licio aprendida a importancia da qualificacio
dos recursos humanos, fornecendo as ferramentas
necessarias para a producido de analises de qualida-
de. Outro aspecto que pode contribuir para analises
mais robustas e precisas é uma maior permanéncia
do especialista em sua area de acompanhamento.

Ainda no campo da analise, torna-se necessaria a
constante avaliagdo da doutrina em vigor, especial-
mente quanto as técnicas de analises e aos procedi-
mentos adotados pelos analistas. Como foi obser-
vado por especialistas norte-americanos, o ideario
de Sherman Kent foi concebido em outro contexto
histérico e sua reavaliagio pode ensejar mudangas
necessarias ao atual mundo BANI. O analista deve
agregar valor as suas analises e usar sua experiéncia e
intuicdo para compreender a complexidade das ame-
acas atuais. Por fim, com o achatamento dos niveis
de decisio, em todos as esferas de poder, o analista
deve ter em mente o contexto politico em que estd
inserido, além de entender as necessidades dos usu-
arios e decisores.

Por fim, e ndo menos importante, destaca-se o
que ¢ de conhecimento notério de todo profissional
de inteligéncia: a importancia da contrainteligéncia.
A comunidade de inteligéncia possuia, desde 1998,
conhecimento de que a Al Qaeda tinha a intengio e
planejava realizar um ataque terrorista em territorio
norte-americano. Apesar disso, ndo foram planeja-
das quaisquer medidas preventivas ou mesmo agdes
defensivas, no campo do antiterrorismo, objetivan-
do neutralizar a ameaca.
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Conclusao

Os atentados terroristas em territorio norte-ame-
ricano, em 11 de setembro de 2001, constituiram-
-se em eventos disruptivos que marcaram a histéria
mundial. Suas consequéncias e efeitos ultrapassaram
as fronteiras do grande pais ao norte e transforma-
ram profundamente a ordem mundial. Sobre a co-
munidade de inteligéncia dos EUA, entretanto, re-
cairam as principais acusagoes de responsabilidade
pelas falhas em evitar os ataques.

A atividade de inteligéncia ganhou grande impul-
so pos-Segunda Guerra Mundial, com a Lei de Se-
guranca Nacional de 1947, mas nio foi capaz de evi-
tar os ataques de 11 de setembro. A comunidade de
inteligéncia era marcada, a época dos atentados de
2001, por deficiéncias na integracdo entre os diver-
sos componentes do sistema. Havia uma profunda
deficiéncia na organizacio e coordenagio dos traba-
lhos dentro da comunidade, muitas vezes por falta
de clara defini¢do do papel de cada agéncia. Além
disso, as agéncias possuiam cultura organizacional
burocratica e lenta, que ndo estimulava a criativi-
dade, a aversdo ao risco e a integra¢do com outros
orgios. Ademais, a falta de diretrizes politicas prio-
rizando o esforco de inteligéncia revelou a falta de
comunicag¢ao entre o nivel politico e a comunidade
de inteligéncia.

No que diz respeito as falhas humanas, concluiu-
-se que a analise estratégica produzida sobre a ame-
aca terrorista era deficiente e sem criatividade. Da
mesma forma, a inteligéncia humana nio foi empre-
gada em sua plenitude, gerando lacunas de conheci-
mento que outras disciplinas de inteligéncia ndo foram
capazes de suprir. Houve, ainda, excesso de confianga
na inteligéncia produzida por servicos estrangeiros.
Mesmo o emprego das fontes tecnoldgicas nio pro-
duziu a mteligéncia necessaria para evitar os atenta-
dos. Nao foi1 realizado, também, o rastreamento das
atividades financeiras das organizagdes terroristas. Por
fim, medidas de contrainteligéncia nio foram adotadas
para proteger os ativos do pais.

Diante das falhas apresentadas, observou-se, nesse
trabalho, aquelas que poderiam se constituir em li¢oes
aprendidas para a inteligéncia brasileira. Assim, licdes
indicam a necessidade de fortalecer a integracdo do
SISBIN. Para a inteligéncia nacional, fica, ainda, a ne-
cessidade de definigdo clara das responsabilidades de



cada 6rgio do SISBIN no acompanhamento das ame-
acas. Além disso, destaca-se a importancia de dotar os
orgios de inteligéncia com estruturas de analise com
capacidade de produzir assessoramento oportuno e
preciso aos decisores.

Faz-se necessario trabalhar a cultura organizacional
dos diversos integrantes do sistema, buscando facilitar
o rastreamento das atividades financeiras das ameacas,
incrementar a ja existente integracio entre o SISBIN e
outros 6rgaos do governo, assim como o compartilha-
mento de informacdes relevantes. Ressalta-se, ainda, a
importancia de documentos de alto nivel estabelecen-
do as diretrizes e as prioridades de inteligéncia para os
integrantes do SISBIN.

Em outro plano, a HUMINT deve ocupar papel
de relevancia no SISBIN, com preocupagio constante

com a qualificagdo dos recursos humanos. Importante
buscar a integracdo das diversas fontes, especialmente
as fontes tecnoldgicas, com destaque para a inteligén-
cia cibernética. A formacio do analista deve ser rea-
valiada para que esteja sempre adequada a conjuntura
do momento. Por fim, a contrainteligéncia deve ser
enfatizada com suas medidas preventivas e preditivas.

Ao final deste trabalho, pode-se inferir a pertinén-
cia da realizacdo de estudos visando levantar as falhas
cometidas pela comunidade de inteligéncia dos EUA
por ocasido dos atentados terroristas de 2001. T7o re-
levante quanto isso, entretanto, foi identificar em que
medida os erros apontados podem se constituir em
licoes aprendidas para a inteligéncia brasileira, contri-
buindo para tdo importante atividade de Estado, fun-
damental para a seguranga nacional.
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